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IMPORTANT SAFETY INSTRUCTIONS

When using your telephone equipment, basic safety precautions should always be
followed to reduce the risk of fire, electric shock and injury to persons, including
the following:
« This unit is NOT waterproof! DO NOT expose this unit to moisture.
« DO NOT expose this unit to rain.
« Do not use this product near water, for example, near a bath tub, wash bowl,
kitchen sink or laundry tub, in a wet basement or near a swimming pool.

- Avoid using a telephone (other than a cordless type) during an electrical storm.
There may be a remote risk of electric shock from lightning.

« Do not use the telephone to report a gas leak in the vicinity of the leak.
+ Use only the power cord indicated in this manual.

SAVE THESE INSTRUCTIONS!

Important Notice:

« Under power failure conditions this appliance may not operate. Please ensure
that a separate telephone, not dependent on local power, is available for
emergency use.

General Notices for New Zealand Model:

« The grant of a NZ Telepermit for any item of terminal equipment indicates only
that Telecom has accepted that the item complies with minimum conditions
for connection to its network. It indicates no endorsement of the product by
Telecom, nor does it provide any sort of warranty. Above all, it provides no
assurance that any item will work correctly in all respects with another item of
Telepermitted equipment of a different make or model, nor does it imply that
any product is compatible with all of Telecom’s network services.

- For telephone networks other than Telecom there may be a charge incurred for
local calls if the Insert O feature is on. Turn Insert 0 off.

- This equipment may not provide for the effective hand-over of a call to another
device connected to the same line.
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WHAT'S IN THE BOX?

> 2 — % "

AC Adaptor/Interface Module

RJ 11 Cable
RJ 45 Cable X 2 (Telephone Line Cord)

OPTIONAL ACCESSORIES

Extra Microphone (up to 2)

- If any items are missing or damaged, contact your place of purchase
immediately. Never use damaged products!

« Need help? Get answers at our website:
www.uniden.com.au for Australian model
www.uniden.co.nz for New Zealand model.




INSTALLING YOUR PHONE

For best performance of the VP300, avoid the following locations when
selecting an installation location:

« Areas with high background noise. The microphone(s) might pick up these

sounds and prevent the speakerphone from going into receiving mode when
you finish talking.

- Surfaces affected by vibration.
+ Recessed areas such as in a corner, under a cupboard, or next to a cabinet.

These locations may cause an echo effect.

CAUTION:

To reduce risk of personal injury, fire, or damage, use only the power adaptor
supplied with this product.

1.

Plug one end of an RJ45 (Ethernet) cable into the EXT jack of the AC adaptor/
Interface module. Plug the other end into the POWER jack on the port bay of
the VP300.

See (1) on the connection diagram, page 6.

Plug the Telephone Line cord into the LINE jack on the AC adaptor/ Interface
modaule. Plug the other end into a telephone wall jack.
See (2) on the connection diagram.

Plug the AC adaptor/Interface power cord into a standard 240V AC power

outlet. The VP300 display will show 'SYSTEM BOOTING... and then the standby
display. See (3) on the connection diagram.

For VolP calls, and PC Web-Brower control of VP300 settings: Plug one end of
the second RJ45 (Ethernet) cable into the LAN jack of the VP300. Plug the other
end to an Ethernet jack for network/internet access.

See (4) on the connection diagram.

Plug the optional extra microphones into the EXT1 and EXT2 jacks of the
VP300.See (5) & (6) on the connection diagram.

NOTE:

« The VP300 is properly installed for PSTN (land line) use if you press @ and hear

a dial tone - the display will show ‘PSTN Dialing’. Otherwise, recheck all the
installation steps.

- In the event of a power outage, the VP300 will not be able to make and receive

calls.



INSTALLING YOUR PHONE

Connection Diagram

Ethernet jack

Wall phone jack

1. RJ45 Cable
2. Telephone Line Cord
3. Power Cord

4.RJ45 Cable
5. Extra Microphone 1 (Optional)

S

EXT2| (6

6. Extra Microphone 2 (Optional)
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GETTING TO KNOW YOUR PHONE
Parts of the Phone

1.LCD

2. Microphone
3. Keypad

4, Speaker



Keypad

_ (B®) Menu
O 2> Navigation
SIP Keys——— () ‘ Keys
LCD OK
L —
&electionlSoftirQ YYD —

% Mute ) I ) (@) (8w )|(< w >)—Volume
H;IZ. |/ (4= ) (Ba) (Gm)|(=)——Conference
onront - () () () VolP

G (=) ()
Dial Keypad
Keys What it does
Navigation Keys - Helps you navigate through various

options.
0K - Select a particular setting.

VOLUME - Helps you decrease/increase the speaker/ringer
volume.

MUTE - Mute the microphone.

REDIAL - Dial the last dialed number.

CONFERENCE - Hold a 3-way conference; two more participants
can join the call.

VoIP - Use this button to make a VolP call.

Selection/Soft Keys - Helps you select the options that are
displayed on the LCD.

HOLD - Places the call on hold.
D

MENU - Displays all the available settings and options.

ON/OFF - Use this button to make a PSTN call.
Use this button to answer or end PSTN & VolIP calls.

SIP Keys - For VolP function (see VolP manual)




USING YOUR PHONE

To setup the VP300 for VolIP calls, you will need to use PC and web browser, refer to the
VP300 VoIP Owner’s Manual on the Uniden website. (Australia: www.uniden.com.au,
New Zealand: www.uniden.co.nz)

Dial a Call
You can make a call either through VoIP or PSTN line.

PSTN Line
To make a call through the PSTN line:

Press @ and dial the phone number.
The LCD displays ‘PSTN Dialing’.

VolIP Line
To make a call through the VoIP line:
1. Press ™ and dial the phone number.

The LCD displays ‘IP Dialing'.

Answer a Call

To answer an incoming PSTN call, press @ 8

The LCD displays ‘PSTN in use’. O
(tam)

D

= Receive Another Call

When you are on call, and another call comes (oaa) (

in you will hear a call waiting tone. I BICS

Flashing red LEDs indicate an incoming call. @
(= (

Mute a Call
By muting a call, you can hear the other party but they cannot hear you.

To mute/unmute a call, press @ . The LCD displays the letter ‘M’
Red LEDs indicate that a call is muted.

Hold a Call
When you place a call on hold, both the parties involved in the call cannot hear
each other.

To place a call on hold, press . The LCD displays ‘HOLD'.

Press again to resume the call.
Flashing blue LEDs indicate that a call is put on hold.

Redial a Call
Press to dial out the last dialed number.

End a Call
To end a call, press @



Conference Call

= To make a conference call, you need to ensure that you are connected to VolP
and PSTN line.

To setup the VP300 for VoIP calls, you will need to use PC and web browser, refer to the

VP300 VoIP Owner’s Manual on the Uniden website.

To activate a three-way conference call, follow the steps below:
1. Press , the LCD will display ‘IP Dialing’, dial a phone number.

2. Wait for the call to be answered, then press . The LCD will display, ‘PSTN
Dialing’, dial a phone number.

3. After the call is answered, press to enter a 3-way conference mode.

Selection/Soft Keys
The selection/soft keys enable you to select the options displayed on the LCD. Press the
MORE soft key to see the additional soft keys.

Record a Conversation D

You can record a conversation using the VP300
phone conference system.

= This feature requires and options SD card. REC PAUSE STOP MORE
0 Press the MORE soft key to show the REC soft NN O
key option. Press the REC soft key to record a g
conversation. -

0 Press the STOP soft key to stop recording.
0 Press the PAUSE soft key to pause recording and
press REC to continue recording.

0 Press the NEXT or PREV soft key to play the
recording. DD

STOP  PREV NEXT MORE

Call Waiting

Call Waiting, a service available from your telephone provider, lets you receive calls
while you are on another call. If you get a call when you are on another call, the
phone can sound a tone to notify you of the waiting call.

For Australia:

Press FLASH soft key and then press 2 to accept the
waiting call. The first caller is put on hold, and you will
hear the new caller after a short pause. To return to the MENU FLASH DND MORE
original caller, press FLASH soft key and then 2 again. OO

For New Zealand:

Press FLASH soft key to accept the waiting call. The first caller is put on hold, and
you will hear the new caller after a short pause. To return to the original caller,
press FLASH soft key again.

For details on the Flash time settings, please refer to page 17.
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USING THE MENU

The VP300 feature settings can be accessed manually using the keypad and menu
keys. If the network or internet connection is available, then the menu settings can
be easily accessed and changed via a PC web-browser. Refer to the VP300 VolP
Owner’s Manual on the Uniden website.

Use the (menu button), & (navigation keys) and 0K button to navigate
through various Menu Settings.

Search
O Add Entry
Phone Book Speed Dial
Erase All

Incoming Calls

Call History |———Dialed Numbers

Erase Record

Call Forward

Do Not Disturb
Alarm Setting
W" Phone Setting ‘7 S:Itfr/n'gglgasisttmg
Ringer

AutoDial

P K K R X N X N X N R N XX

\-------- -------l

WAN Setup

LAN Setup

N

VLAN

SIP Setting Status
NAT Transversal

= = VoIP settings

v
n

Network Speed

Auto Config
Upgrade System
Default Setting
Authentication

Administrator

Seoococoooooocoocoooocoooooe e

PSTN Flash

PX XXX XXX ERE XX XXX X L X X X X NN
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Phonebook

The Phonebook can store upto 140 Phonebook ||

entries. If you call a person whose 1. Search
name is stored in the Phonebook, that 2. Add E”"Y
person’s name will be displayed, if not 3. Speed Dial
the phone number will be displayed. 4. Erase Al

- To access Phonebook, either press the Menu soft key or . The cursor, by
default, will be pointing to the option Phonebook. Press OK.

« The LCD will display the options under the setting Phonebook.
« Use the relevant up/down key on the navigation panel to select the desired
option and press OK.
= You can also access the options under the setting Phonebook, by pressing the
PHBK soft key.

Search For an Entry

1. Access Phonebook, and the cursor, by default, will be pointing to the option
‘Search’. Press OK. The LCD display will show ‘Search:’.

2. Enter the relevant letter, with which you want to begin the search. Press OK.
The entries which begin with that particular letter will be displayed.

Add an Entry
1. Access Phonebook, and then select the option ‘Add Entry’ by using the relevant
up/down key on the navigation panel. Press OK.

0 The LCD display will show ‘Name:".
2. Enter the relevant data and press OK.
0 The LCD will display ‘Number:’
3. Enter the relevant data and press OK.
0 The LCD will display ‘Saved Successfully’.

= If you key in the wrong number, press the < key on the navigation panel to
delete.

Speed Dial
This setting is not available for VP300.

Erase All
1. Access Phonebook, and then select the option ‘Erase All’ by using the relevant
up/down key on the navigation panel. Press OK.
0 The LCD will display 2 options, Yes or No.
2. Use the relevant up/down arrow on the navigation panel to select the desired
option. Press OK.

12



Call History

Call History ||

1. Incoming Calls
2. Dialed Numbers
3. Erase Record 1. All

2. Incoming
3. Dialed

- To access the Call History setting, either press the Menu soft key or , and use
the relevant up/down keys on the navigation panel to select Call History. Press
OK.

« The LCD will display the options under the setting Call History.
- Use the relevant up/down arrows on the navigation panel to select the desired
option and press OK.
Incoming Calls
Select the ‘Incoming Calls’ option to get a display of the incoming call list. If there is
no record, the LCD displays ‘List is empty’.
1. If a number is displayed, press 0K to get the options, 1. Save 2. Erase, on the LCD.

2. To save the displayed number, select the option Save by using the relevant up/
down key on the navigation panel and press OK.

0 The LCD will display ‘Name:'. Key in the name and press OK.
0 The LCD will display the incoming number - ‘Number:xxxxxxx' Press OK.

0 The LCD will display ‘Saved Successfully’.
3. To delete the number displayed, select the option Erase and press OK.

Dialed Numbers

Select the ‘Dialed Numbers’ option to get a display of the dialed number list. If there
is no record, the LCD displays ‘List is empty'.

1. If a number is displayed, press 0K to get the options, 1. Save 2. Erase, on the LCD.

2. To save the displayed number, select the option Save by using the relevant up/
down key on the navigation panel and press OK.

0 The LCD will display ‘Name:'. Key in the name and press OK.
0 The LCD will display the dialed number - ‘Number:xxxxxxx’ Press OK.

0 The LCD will display ‘Saved Successfully’.
3. To delete the number displayed, select the option Erase. Press OK.

Erase Record
Select the ‘Erase Record’ option and then select :
« All', to delete all records
« 'Incoming’, to delete the incoming call list
. 'Dialed’, to delete the dialed list.
= If you erase all the entries, the LCD will display ‘Phonebook Empty’.

13



Phone Setting

Phone Setting || 1. Call Forward

2. Do not Disturb

3. Alarm Setting

4. Date/Time Setting
5. Volume & Gain

6. Ringer

7. Auto Dial

« To access Phone Setting, press the Menu soft key or (B), then use the relevant
up/down arrow keys on the navigation panel and select Phone Setting. Press OK.
« The LCD display will display the options under Phone Setting.

« Use the relevant up/down arrows on the navigation panel to select the desired
option. Press OK.

Call Forward

= To forward a call, you need to ensure that you are connected to VolP and PSTN
line.

To setup the VP300 for VoIP calls, you will need to use PC and web browser, refer to the

VP300 VolIP Owner’s Manual on the Uniden website.

Call Forward |—{ 1. All Forward

2. Busy Forward
3. No Answer Forward
4. Ring Timeout

To forward a call, access Phone Setting and the cursor, by default, will be on the Call
Forward option. Press OK.

You can opt to foward all calls or calls when there is no answer.

All Forward

1. Access the Call forward option, then use the relevant up/down key to select the
option All Forward. Press OK.

0 The LCD will display two preferences, 1. Activation 2. Number.

2. Select Activation and press OK. The options, 1. Enable and 2. Disable are displayed
on the screen.

3. Select Enable and press OK.

4. Then press Menu soft key to go back to the previous screen and select the
option Number and press 0K.

5. Enter the relevant number to which the calls are to be forwarded to. Press OK.

= The LCD displays “#AF xxxxxx#’ (Forwarded No).
14



Busy Forward
This setting is not available for PSTN.

No Answer Forward

1. Access the Call forward option, then use the relevant up/down key to select the
option No Answer Forward. Press OK.

0 The LCD will display two preferences, 1. Activation, 2. Number.
2. Select Activation and press OK. The options, 1. Enable, 2. Disable are displayed on
the screen.

3. Select Enable and press OK.

4. Then press Menu soft key to go back to the previous screen and select the
option Number and press 0K.

5. Enter the relevant number to which the calls are to be forwarded to. Press OK.
= The LCD displays “#NF xxxxxx#'".

Ring Timeout

1. Access the Call forward option, then use the relevant up/down key to select the
option Ring Timeout. Press OK.

2. The LCD displays Ring: (2-8) Enter a number between 2 and 8 and press 0K to
confirm.

= If you have entered 4, then after the 4th ring, all the calls/calls when there is no
answer will be forwarded to the saved number.

Do not Disturb

This setting is available only for VolP. To setup the VP300 for VoIP calls, you will need
to use PC and web browser, refer to the VP300 VolP Owner’s Manual on the Uniden
website.

Alarm Setting
You can set an alarm on your conference phone.

1. To activate the Alarm, access the Phone Setting and use the up/down keys on
the navigation panel to select the option Alarm Setting. Press OK.

0 The LCD will display two preferences, 1. Activation, 2. Number.

2. Select Activation and press OK. The options, 1. Enable, 2. Disable are displayed on
the screen.

3. Select Enable and press OK.
4. Then select Alarm Time, the LCD will display ‘Alarm Time:’
5. Enter the desired time.

= Please ensure that you have enable the Date & Time setting, for the Alarm
setting to work.

15



Date & Time Setting
Once you set the date and time, this will display on the LCD.

= To set the date and time, ensure that the SNTP setting is disabled first.

1. To disable the SNTP setting, access the Phone Setting and use the up/down keys
on the navigation panel to select the option, Date & Time setting. Press OK.
The LCD will display two options, 1. Date & Time 2. SNTP setting.

Select SNTP setting and press OK.
The LCD will display few options, select the first option 7. SNTP and press OK.
The LCD will display 1. Enable 2. Disable. Select the option, Disable and press OK.

Access Phone Setting and use the up/down keys on the navigation panel to
select the option, Date & Time setting and press OK.
The LCD will display two options, 1. Date & Time 2. SNTP setting.

2. Select Date & Time and press OK.
The LCD will display - Date & Time: xxxx-Xx-XX XX:XX

4. Enter the year, month and day followed by the time in the 24hour format and
press OK.

¢ The LCD will display the Date & Time.

e

w

Volume & Gain

Volume & Gain

1. Speaker Volume
2. Speaker Gain

The Volume & Gain option, allows you to increase or decrease the speaker volume
and gain.

1. Toincrease or decrease the volume/gain, access Phone Setting and use the
up/down keys on the navigation panel to select the option Volume & Gain. Press
oK.

2. The LCD will display the options, Speaker Volume and Speaker Gain.

3. Navigate to the desired option, by using the relevant up/down key on the
navigation panel and then press OK.

4. For example, if you have selected Speaker Volume, the LCD will display Speaker
Volume: x (14= Max).

5. Use the up/down key on the navigation panel to select the desired level of
volume and press OK.

Adjust Volumes
Speaker Volume: When the phone is in use, press, < vou I> or @ < on the

navigation keys, to increase or decrease the speaker volume. The
LCD displays the volume level when it is adjusted. The volume
level ranges from 0 (minimum) to 14 (maximum).

16



Ringer

1.

2.
3.
4,

You can change the ringer volume by accessing the Phone Setting and selecting
the option Ringer. To do so, use the up/down keys on the navigation panel and
then press OK.

The LCD displays two options, 1. Ringer Volume 2. Ringer Type
Select Ringer Volume, and press 0K.

Use the up/down keys on the navigation panel to increase/decrease the volume
of the ringer and press OK.

»= The maximum volume setting is 10.

Ringer Type - This option is not available for PSTN.

Auto Dial

This setting is available only for VolP. To setup the VP300 for VoIP calls, you will need
to use PC and web browser, refer to the VP300 VolP Owner’s Manual on the Uniden
website.

PSTN Flash

1.

To access PSTN Flash Setting, either press the Menu soft key or . Then use the
relevant up/down arrow keys on the navigation panel and select PSTN Flash.
Press OK.

. The LCD will display PSTN Flash Setting. Press OK.

The options 1. Flash Item 2. Flash Input will display on the screen.

Use the relevant up/down key on the navigation panel to select the option 7.
Flash Item. Press OK. The LCD will display the various Flash Time options.

For New Zealand, using the relevant up/down key on the navigation panel,
select Flash Time: 600.

For Australia, using the relevant up/down key on the navigation panel, select
Flash Time: 100.

= By default, Flash time is set to 100.

17



ONE-YEAR LIMITED WARRANTY

VP300

IMPORTANT Satisfactory evidence of the original purchase is required for
warranty service

Please refer to our Uniden website for any details or warranty durations offered in
addition to those contained below.
Warrantor

The warrantor is either Uniden Australia Pty Limited ABN 58 001 865 498 (“Uniden
Aust”) or Uniden New Zealand Limited (“Uniden NZ”) as the case may be.

Terms of Warranty

Uniden Aust/NZ warrants to the original retail purchaser only that the VP300(“the
Product”), will be free from defects in materials and craftsmanship for the duration
of the warranty period, subject to the limitations and exclusions set out below.

Warranty Period

This warranty to the original retail purchaser is only valid in the original country of
purchase for a Product first purchased either in Australia or New Zealand and will
expire one (1) year from the date of the original retail sale.

If a warranty claim is made, this warranty will not apply if the Product is found by
Uniden to be:

(A) Damaged or not maintained in a reasonable manner or as recommended in the
relevant Uniden Owner’s Manual;

(B) Modified, altered or used as part of any conversion kits, subassemblies or any
configurations not sold by Uniden Aust or Uniden NZ;

(C) Improperly installed contrary to instructions contained in the relevant Owner’s
Manual

(D) Repaired by someone other than an authorized Uniden Repair Agent in relation
to a defect or malfunction covered by this warranty; or

(E) Used in conjunction with any equipment, parts or a system not manufactured by
Uniden.

Parts Covered
This warranty covers the Product and included accessories.
User-generated Data

This warranty does not cover any claimed loss of or damage to user-generated data
(including but without limitation phone numbers, addresses and images) that may
be stored on your Product.

18



Statement of Remedy

If the Product is found not to conform to this warranty as stated above, the Warrantor,
at its discretion, will either repair the defect or replace the Product without any
charge for parts or service. This warranty does not include any reimbursement or
payment of any consequential damages claimed to arise from a Product’s failure to
comply with the warranty.

Our goods come with guarantees that cannot be excluded under the Australian
Consumer Law. You are entitled to a replacement or refund for a major failure and
for compensation for any other reasonably foreseeable loss or damage. You are also
entitled to have the goods repaired or replaced if the goods fail to be of acceptable
quality and the failure does not amount to a major failure.

This warranty is in addition to and sits alongside your rights under either the
COMPETITION AND CONSUMER ACT 2010 (Australia) or the CONSUMER GUARANTEES
ACT (New Zealand) as the case may be, none of which can be excluded.

Procedure for Obtaining Warranty Service

Depending on the country in which the Product was first purchased, if you believe
that your Product does not conform with this warranty, you should deliver the
Product, together with satisfactory evidence of your original purchase (such as
a legible copy of the sales docket) to Uniden at the addresses shown below. You
should contact Uniden regarding any compensation that may be payable for your
expenses incurred in making a warranty claim. Prior to delivery, we recommend that
you make a backup copy of any phone numbers, images or other data stored on
your Product, in case it is lost or damaged during warranty service.

UNIDEN AUSTRALIA PTY LTD UNIDEN NEW ZEALAND LTD
Service Division Service Division

345 Princes Highway, 150 Harris Road, East Tamaki
Rockdale, NSW 2216 Auckland 2013

Phone number: 1300 366 895 Phone number: (09) 273 8377

Email address: custservice@uniden.com.au Email address: service@uniden.co.nz
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QUICK START GUIDE

CONNECTING IP PHONE

Connecting VP300 to PC/Modem-Router as shown in the diagram below.

DSL/cable ,
modem “

Router/LAN

Ethernet Cable

1. Plug one end of the Ethernet cable into the LAN jack of the VP300. Plug the
other end to an Ethernet jack for network/internet access.

2. Plug the second Ethernet cable into the PC jack of the VP300. Plug the other
end to an Etnernet jack on the PC.



WEB LOGIN

The configuration menu of VP300 can be accessed using the interface of a web
browser. Follow the steps given below to get started.

1. Launch your web browser (Internet, Explorer, Firefox) and enter
192.168.123.001:9999/ in the Address field.

2. The Login VoIP screen appears.

3. Enter (root) in the user name field and enter (test) in the password field. Then
click on the Login button.

Login VolP

Enter your username and password to login
VolP server

Liserhame root

Fassword eooe

Clear

If you have successfully logged in, the ‘Home Page’ will be displayed.

|| voIP Phone Web Management

Y =d

Welcome To Home Page!

Home Network Phone Book Features

Update

System Information

This page illustrate the system related information

Model Name: PHONE-O
Firmware Version Mon Nov 30 12:04:33 2009 (908260)
Codec Version. Tue May 19 10:11:05 2009. (905190)

I
e 4

The VolP home page displays the following setting options: SIP, Network, System,
Phone Book, Features, Update.

The home page gives basic system information such as, Model Name, Firmware
Version and Codec Version.

(ii)



SIP SETTING

Profile
Port
Codec
Codec ID
DTMF

RPort

Stun Under the SIP setting, you have the

Other following options - Profile, Port, Codec,
Codec ID, DTMF, RPort, Stun and Other.

SIP

SIP Setting

Let’s say for example you want to register the SIP Proxy Port number, then on the
main page, you click on the SIP tab and select the option Profile (Service Domain
Settings).

The Service Domain Settings screen (shown below) displays. You can have 3 SIP
accounts on the VP300. To update the fields, first click on On button next to the
option Active and then update the fields and click on the Submit button.

The Note Information page displays with the instructions to save and reboot,
inorder to ensure that the changes have been effected.

Click on the Save button, found at the top of the page. The Save Changes page
displays, click on the Save button. The system will reboot automatically.
Service Domain Settings

You could set information of service domains in this page.

Realm 1 (Default)

Active: ®on QOf
Display Marne: 888641273

Uszer Mame: 0641273

Register Mame: 288641273

Register Password: [TITTT]

Damain Semer: vaiptalk.arg

Proxy Setver: voiptalk. arg
Cuthound Proxy: nat.voiptalk.org: 5060
Subscribe for Wyl: ®on OO

Status: Registered

(iii)



NETWORK SETTING

Status
WAN
LAN
DDNS
Vlan

DMZ
VirtualServer Under the Network setting, you have the
PPTP following options - Status, WAN, LAN,
DDNS, Vlan, DMZ, Virtual Server, PPTP,
Sntp.

Network

Sntp

SNTP Setting
SNTP setting can provide the time setting for the server.

To update the SNTP settings, click on the Network tab on the main page, and select
the option Sntp.

The screen shown below displays. Update the neccessary information and click on
the Submit button.

The Note Information page displays with the instructions to save and reboot, in
order to ensure that the changes have been effected.

Click on the Save button, found at the top of the page. The Save Changes page
displays, click on the Save button. The system will reboot automatically.

SNTP Settings

You could set the SMTP servers in this page.

SNTP: ®on OOof

Prirmary Server: [time.windows. com

Secandary Server: |208.184.49.9

Time Zone: oMt |+ ~ [0 V';:UU ¥ | thh:mm)
Syne. Time: 1 [0 | 0 :(dd:hh:mm)



MAKE A CALL VIA VOIP LINE

To make a call through the VolP line:
1. Press (=) and dial the phone number.

To make a VolP call using the IP address

1. Press (=) button.

2. Dial IP address.

Eg: Dialing #192*168*0*1

3. Press # button (or wait till timer expires).

To make a VolP call using the SIP internal number.
1. Press (w) button.

2. Dial SIP internal number.

Eg: Dialing 1866

3. Press # button (or wait till timer expires).

For in-depth details on the various settings available under VolP, please refer to

out VP300 web configuration with VolP.




VP300

Web Configuration with VolP




Uniden

VP300-Conference Phone System

Appendix - Web Configuration and Operation

1/114



CONTENT

Web Configuration with VoIP Gateway Web ...........ccccooveiiiciic e 4
Chapter 1. Web Configuration with VoIP Introduction ........ccccceeveirenccienncnnnnnne. 5
1.1 Web Configuration With VOIP OVEIVIEW .......ccccuiiiiiiiiiiiiiiiieeesriieeessieee e ssieee e ssveeee s 5

1.2 Accessing the Web Configuration ..........cuueeeiiieeiiiiiie e 5

1.3 LogIin and WEICOME SCrEEN......iiiiiiiiei ettt ee e s s e e s sare e e s s saaee s sanes 5

1.4 Sysconf INfOrMaAatioN .......eviiiiieee e 5

1.5 Saving Your Configuration.........ciiciieei it 6

1.6 Navigating the Web Configuration .........cccceeeviiiiiiciiie e 6
Chapter 2. Instruction of the Web Environment.........ccccovveirirniirinccnrennccnennnn. 7
N R o Ty ] V=Rt 7

2.2 LOZIN VOIP WED PAZE ...uvveeeieiiiiitteeeee ettt ettt e e e ee s aree e e e e e s e sasraereseeessennnes 7

B VLo ]| Y= o oY= o T TSROt 8

2.4 SYSTEM INTOIMATION . ..c.uuiiiiiiie it eerbe e e e e e e e s brrereeeeeeeseaasraereeeeeesenanes 9

2.5 SAVE CHANEE cuveeiiiiii ittt eecee et e e e e e e ae e e e e e e s eesabbeaereeeseesasrsseseeesesennsanes 9
Chapter 3. Phone BOOK ......ccceuiiieeiiieiiieiieeniienieiencereneinneerenersnserassesnssssnssssnnens 10
T A o o VoY Y= 2 To T U SPPR 10
Chapter 4. Feature Setting ....ccccvcceiieiiieiieniiieniereneitenereneerenereneressesessesnsessnnens 13
4.1 FOrWard SETEING.....ciiiiiiiei ittt e st e e e e bee e e s sate e e s e sabaeeesnasnes 13

Y Lo (8]0 TR =1 Ao Y- PSSP 18

4.3 RINGIONE SETEING .. e e e e e e e e e e e e e e e e e e eeeaaanan 21
B\ 1 BT T o =PSRN 21

4.5 Flash Time Setting (for FXS & FXO) ...t ettt eetreeee e e e esnrnaeee e 22

4.6 Call Waiting SEEING ..cceeeeeciieeei ettt e e et r e e e e e s aar b e e e e e e e e eeenanraeaeeeeeas 24

4.7 Soft-Key Setting (fOr PRONE) ...ccoceeeiiiiee et e 25

F = o] d N TR Y=Y ] o =4 SRR 26

4.9 ALGIN SETLINGS .uvvveieeie ettt e eeser e e e e e s bbbr e e e e e eeesesbbbsereeeeeesansbrreeeeeeeeas 27
Chapter 5. Network Setting .......ccciveiiiieiieiiiiiiieiiicniicneereeereesreesesesssennens 28
T B -} {§ [ 28

5.2 WAN SEEINGS cooiiiiiiiii e ————— 31

5.3 LAN SETINGS oo ————— 33

5.4 DDNS SEEEINGS ittt ————— 34

5.5 VLAN SEEINGS oo —————— 38

5.6 DIMIZ SEEEING i ——— 40

I AV AT (VT 1 YT V=T U SPPR 41

5.8 PPTP SeliNGS i —————— 43

S I N I Y= o V- PSP P PUPTPPPRR 45
Chapter 6. SIP SettingsS.....ccciieeiiiiiiiiiiteirieireecereneerenettnnerenserenseressesnssesnsessnnens 46
6.1 Profile(Service Domain) SEtHINGS ...ccuvveiivciiiee it e e e eaee e 46

6.2 Port Settings (SIP and RTP SETEING) ...vvvviveiiiee it e 53

e R o T LYol <Y u ] o T4 RPPRRt 54

o oY LYol | DY =Y i ] o =4O UPPRRRt 56

6.5 DTIME SEEEINGS .o e e e e e e e ettt e e e e e e e e e e e tanaa e as 59

o Sl a4 o ] o Y= ] T =R 62

2/114



6.7 STUN SeTINGS .. 64

6.8 OthEr SELLINGS .oveeiieeieeee e et e e e e e e e st re e e e e e e e eesnnrtaeeeeaeeeeannnes 65
Chapter 7. SYSteM......cceiiieiiieeiirierreerteeteeerenereserasesensessnsessnserassssassssnssssnsens 68
2 ANV o [T o | o= Y o] o TP RPPPRRRRt 68

2 Y01 (o T o] o - S PRSPPI 70

7.3 FXS/ FXO & FXS/FXO POrt SEtINGS ...ccovveierieietieeeeieee et cereeeeteeeeteeeereeeetaeeeeneeeeareeennneas 75

7.4 MAC ClONE SETEING ..vveeieiiiie ettt e e et e s e st e e e s e e e e e sabaeeeesasaeeeeaans 77

S T e ] L= Y= T VLU 78

7.6 AdVaNCed SEEEINGS .ccvviiiiiiiiiieeee e —— 82

2 A o Y= =Y 1 =R 95

7.8 AUTO ANSWET (FOr FXO) wurvriiiiiiiiiiiiiiieeiec ettt eesertree e e e e e e eeaaraeeeeeeessensntsaseeeeessenanes 96

7.9 Dial Plan SEEEINES...cccccviierieeieeieiirieeee et eeeesebbrre et e e e eessbbbaereeeeeseessssraneeeseessenanes 98
Chapter 8. Save Change ......ccceiieeiiieeiieeiiieiiricireiireeteesetenserenssessessssssasssses 101
T Y VI @ o - T o T PSP 101
Chapter 9. Update .....ccciiieiiieiiieiiiieiieniireeierenetteeiesesersnsesenssrenssssssessssssnsssses 102
0.1 NEW FIT MW AT ettt e e e e et ettt s e e s e e e e e eaea bt raeeeeeaeeaeassaaaaessaaaaans 102

A XU o U Fo T - PP OP PP 105

9.3 DefaUlt SELEING ..vveiiiiiiie i e baa e e e ane s 110

(@3 -] =] g K0 7= ¢ Yo 1o | 0PN 111
0 R =T o Yo Yo ) P USPPPRIRE 111
Operate INSTFUCTION ......ccuiiiie ettt e e e 113
Chapter 11. Phone Transfer RUl@.....c.cciveeeeireeeniireencirreencereeneerenseeenenneenennnenns 114
11.1IP mMode TranSfer RUIE ...ccco et e e e e e ere e e e e e e e e eanes 114
Chapter 12. Gateway/TA Transfer RUIE ........cceeeeeeeeeiiiiiiireneeeeeenneeieieeeeeeeeenns 114
12.1 1P Mode TransSfer RUIE ......co ettt e e e rrea e e e e e e e 114

3/114



Web Configuration with VolP Gateway Web

This part explains how to access and navigate the web configurator and perform initial
configuration. It also describes the Getting Started web configuration when you use the VolP
Gateway.

4/114



Chapter 1. Web Configuration with VolP Introduction
This Chapter describes how to login into the WEB and navigate through it.
1.1 Web Configuration with VolP Overview
The embedded web configuration allows you to use a web browser to manage the VolP
Gateway.
1.2 Accessing the Web Configuration
You will need a computer with and Ethernet 10BaseT, 100Base-TX Network Interface Card
(NIC). Connect to the LAN port in the FXS.
Use Internet Explorer 5.5 and later or Netscape Navigator 6 and later versions.
Use the following instructions to login on to the web configuration.
1.3 Login and Welcome Screen
Step 1. Start your web browser.
Step 2. Launch your web browser and enter [http://192.168.123.001:9999/] (the default IP
address of the VolP Gateway) in the Location or Address field. Press Enter.
Step 3. The Password screen now appears. Type [root] in the user name field (it may display
automatically for you) and your password (default [test]) in the password field.
Step 4. Click OK.

Enter your usermname and password to login
VolP server

Usermarme | |

Password | |

Figure 1-1 Login Screen

Step 5. After a successful login, you will see the welcome screen show next.

1.4 Sysconf Information

This is the web configuration Sysconfig Information screen. Click a link on the navigation panel
to go to the corresponding screen.

J J YoIP Phone Web Management |7-‘

Network System Phone Book Features

Welcome To Home Page!

System Information

This page illustrate the system related information.

Maodel Name: PHONE-O
Firmware Yersion Mon Moy 30 12:04:33 2009 (908260)
Codec Version Tue May 19 10:11.05 2009, (905190)

SN K

Figure 1-2 VolP Gateway web configuration welcome screen
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Please refer to the Excel sheet provided.

ITEMS ON WEB DESCRIPTION

Home System Information

SIP SIP Setting item, provide Service Domain Settings, Port Settings, Code Settings,
Codec ID Settings, DTMF Settings, RPort Settings, Stun Settings,Other Settings

Network Network Setting item, provides Network Status, WAN Setting, LAN Setting, DDNS
Setting, VLAN Setting, DMZ Setting, Virtual Server, PPTP Setting.

System System Authority item, Authentication Setting, Auto Config Setting, Fxo Port

Setting, Mac Clone Setting,Tone,Advanced Setting,Tone Setting, Advanced Setting
Log Setting,Auto Answer Setting, Dial Plan Setting

Phone Book Phone Book item, provides Phone Book

Features Phone setting item, provides Forward Setting, Volume Setting, Ringtone Setting,
DND Setting, Flash Time Setting, Call Waiting Setting, Soft-Key Setting(for Phone) ,
Hotline Setting, Alarm Setting

Update Update item, provides New Firmware, Auto Update, Default Setting
Save Save the change
Reboot Reboot, restarted the system

1.5 Saving Your Configuration

Click ”"Save” to save your changes back to the VolP Gateway volatile memory. The VolP
Gateway loses these changes if it is turned off or loses power, so use the Commit Data link on the
navigation panel to the left to save your changes to the non-volatile memory when your are done
configuring.

1.6 Navigating the Web Configuration

The web configuration uses two level. For example, to configure [Phone Book -> Phone Book],
click the link on the navigation panel to open the configuration screen.

Phone Book

You could add/delete items in current phone book

Phone Book Page: | page 1+

[ Phone | Name | NumberorURL | Selec |
o
1
2
3
4
5
G
7
3
9
Delete Selected ] [ Delete All ] [Reset]

Add New Phone
Position: (0~139)
Marne:

URL:

Figure 1-3 Phone Book Screen
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Chapter 2. Instruction of the Web Environment
2.1 Pre-settings
2.1.1 Network settings
Network Mode: Default NAT Mode
WAN Port: DHCP Client Mode
LAN Port: DHCP Server, IP Address: 192.168.123.1
2.1.2 Web Page
VolP Web Login page, http://192.168.123.1:9999
»  Login Account:
® Administrator’s Right: Login Account: root, Password: test
®  Super use’s Right: Login Account: system, Password: test
® Normal Right: Login Account: user, Password: test

2.2 Login VolP Web Page
2.2.1 Function

Provide login system management page.
2.2.2 Instruction

Login VolP

Enter your usermname and password to login

VolP server
Username
Pagsword
Username Input user’s name, can be numeral or letters.
Password Input password, can be numeral or letters.
Login [Button] Login the system
Clear [Button] Clear all information.

2.2.3 Operate instruction

Step 1: Open IE, input [http://192.168.123.1:9999], then enter.

Step 2: Login [Login VolIP] page, please input [Username & Password (e.g. Username: root, Password: test)],
then press [Login]. Make sure that the Password is OK (See Figure 1).

Login VolP

Enter your usermname and password to login

WolP server
Username
Password

(Figure 1)

Step 3: After login the system, the System Information will be seen (See Figure 2).
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J ﬂ YoIP Phone Web Management 'T‘ F

Network System Phone Book Features

VOIP

Update
Welcome To Home Page!

System Information

This page illustrate the system related information.

Model Name: PHONE-O
Firrmware Version Mon Moy 20 12:04:32 2008 (908260}
Codec Version: Tue May 19 10:11:05 2009. (905190}

[5=m _/I
(Figure 2)
2.3 VoIP Setting Page
2.3.1 Function
Provide Phone Book, Features, Network Setting, SIP Setting, NAT, Other Settings, System Auth, Save,
Reboot, Update, and Reboot.
2.3.2 Instruction
| L] vorP Phone web Management | = | =

save | Reboot =

Update

\V P

Welcome To Home Page!

Network

System Phone Book Features

System Information

This page illustrate the system related information.

Model Name: PHOMNE-O
Firmware Yersion Mon Moy 30 12:04:33 2008 (908260}
Codec Version Tue May 19 10:11.05 2009, (905190)
|
| = 4
ITEMS ON WEB DESCRIPTION
Home System Information
SIP SIP Setting item, provide Service Domain Settings, Port Settings, Code Settings,
Codec ID Settings, DTMF Settings, RPort Settings, Stun Settings,Other Settings
Network Network Setting item, provides Network Status, WAN Setting, LAN Setting, DDNS
Setting, VLAN Setting, DMZ Setting, Virtual Server, PPTP Setting.
System System Authority item, Authentication Setting, Auto Config Setting, Fxo Port
Setting, Mac Clone Setting,Tone,Advanced Setting,Tone Setting, Advanced Setting
Log Setting,Auto Answer Setting, Dial Plan Setting
Phone Book Phone Book item, provides Phone Book
Features Phone setting item, provides Forward Setting, Volume Setting, Ringtone Setting,
DND Setting, Flash Time Setting, Call Waiting Setting, Soft-Key Setting(for Phone) ,
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Hotline Setting, Alarm Setting
Update Update item, provides New Firmware, Auto Update, Default Setting
Save Save the change
Reboot Reboot, restarted the system

2.4 System Information
2.4.1 Function

View Model Name, Firmware Version, Codec Version etc.
2.4.2 Instruction

System Information

This page illustrate the system related information.

Model Name PHOME-O

Firmware Yersion hon Moy 20 12:04:33 2009 (908260)

Codec Version: Tue hMay 19 10:11:05 2009, (905190}
Model Name Show the name of the equipment
Firmware Version Show the Risc version information, e.g. Mon Nov 30 12:04:33 2009 (908260).
Codec Version Show the DSP version information, e.g. Tue May 19 10:11:05 2009. (905190).

2.5 Save Change
2.5.1 Function
When the web page information changes, please make sure you save the change by click the key
[Submit]. After all the changes are done, the system should be restarted. [Save change]-- [Save Change
Setting] -- [Save].
2.5.2 Operate Instruction
Step 1: On the main page, select [Networks—>WAN Settings], enter [WAN Settings], after changing the
information, press [Submit]

WAN Settings

You could configure the WAN settings in this page

LAN Mode: O Bridge @ MNAT

waN Seting |
IP Type: OFixed P @ DHCP Client O PPPoE

o ST

Mask

Gateway:

DNS Serverl: 168.95.192.1

DNS Server2: 1689511

MAC: 250

Host Mame WVOIF_FHOMED

PPPoE Setting

User Name

FPassward

Step 2: After saving the changes, enter [Note Information] page, the “Note Information” will be seen, then
the change came into effect (See Figure 2).
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Note Information

This page inform user important information.

Config K.
You have to save and reboot the WolP to effect those changes

(Figure 2)
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, saving the changes by click
[Save] (See Figure 3)

Save Changes

You have to save changes to effect them

Save Changes:
(Figure 3)
Step 4: Enter [Note Information] page, means saving successfully, and the system will be restarted, please

wait for a second (See Figure 4).

Note Information

This page inform user important information

Configure OK.

System will reboot automaitcally to effect those changes and please
wigit for 8 moment while rebooting. ..

(Figure 4)

Chapter 3. Phone Book
Provide Phone Book.
3.1 Phone Book
3.1.1 Function

Phone Book can store up to 140 entries. When user A calls person B, if person B‘s name is in the phone
book, then B’s name will be shown on the phone. If not, B’s phone number will be seen.
3.1.2 Instruction

Phone Book

¥ou could addfdelete iterns in current phone bhook

Phone Book Page: p_ggej =

[ Phone | Hame | NumbororuRL | Seiect |

o

1

2

3

4

5

5

7

8

a

Delete Selected | [ Delete All | [ Reset |
Add New Phone
Position 0~139)

Mame:

URL:

Figure(5) Phone Book
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Phone Book Page

Default: Page 1. Select the page, from Pagel~Pagel4.

Phone

Show the serial number. 140 entries in total, from Phone 0~139

Name Show the User’s name.
Number or URL Show the URL information.
Select Select this entry.

Delete Selected Delete selected information.
[Button]

Delete All [Button]

Delete all information.

Reset [Button]

Reset selected information.

Add New Phone

Add new phone book information.

Position

Input serial number, from(0~139) . . Maximum length is 3 bytes.

Name

Input serial number, can be digits or names. Maximum length is 31 bytes.

Number or URL

Input Line Number or IP information. Maximum length is 63 bytes.

Add Phone [Button]

Add this new entry.

Reset [Button]

Delete selected information.

3.1.3 Operate Instruction
Step 1: On the main page, select [Phone Book—>Phone Book], enter [Phone Book] page, revise the
information (Phone: 0, Name: 301, URL: 301@192.168.1.2), then press the key [Add Phone]

(See Figure 1).

Phone Book

You could add/delete iterns in current phone book.

Phone Book Page: |page 1 vl
| Phone [ Name | Number or URL | Select |

il EEEEEEEE

0
1
2
3
4
&
B
7
8
9

Delete Selected Delete All | Reset |

Add New Phone

E {0~138)

301

Position:

Marme:

Murmber ar

R [192.185.1.2

Add Phone | Reset |

(Figure 1)
Step 2: After adding the new information (see the table as below), if no information is added, please
save change (See Figure 2).
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Phone Book

You could add/delete items in current phone book.

Phone Book Page: |page 1 'I
| Phone | Name | Number or URL | Select |

301 192.1668.1.2

HEHENENENEENO

0
1
2
3
4
5
B
7
B
9

Delete Selected Delete All | Reset |

Add New Phone

Pasition: I 0~139)
Marme: I

Murnber or I
LURL:

Add Phone | Reset |

(Figure 2)
Step 3: After add all information, select [Save Change], enter [Save Changes] page, save the change.
[Note Information] will be seen. Then the system will be restarted automatically, please wait for a
second (See Figure 3).

Phone Book Page: Ipage 1 'I
[ Phone | Name | Number or URL | Select |

301 192.1668.1.2
206 17476433364
202 192.168.1.202: 5062

W om - M M ok WK = O
HEEEERER®EROOO

Delete Selected Delete All I Reset |

(Figure 3)

Instruction 1: Name: 301, URL: 301@192.168.1.2.
Application 1: The user pick up the phone, input [301], which, in [Name] column is [192.168.1.2] that
rings
Instruction 2: Name: 206, URL: 17476433364.
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Application 1: The user pick up the phone, input [206], which, in [Name] column is [17476433364] that
rings.

Instruction 3: Name: 202, URL: 192.168.1.202:5062.
Application 1: The user pick up the phone, input [202], which, in [Name] column is [192.168.1.2:5062]
that IP: 192.168.1.2 and port 5062 ring.
Application 2: The user pick up the phone, input [0227458080], but no information is found in [Name]
column, so the requirement will be sent directly.

Chapter 4. Feature Setting
Provides Forward Setting, Volume Settings, Ringtone Setting, DND Setting, Flash Time Setting, Call
Waiting Setting, Soft-Key Setting, Hotline Setting, Alarm Setting.

4.1 Forward Setting
4.1.1 Function

Provide forward function.

4.1.2 Instruction

Figure Forward Setting (VoIP Gateway/Phone Only)
Forward Setting
You could set the forward number of your phone in this page.
All Forward: @off Oo0n
Busy Forward @of Oon
Mo Angwer Faorward: ®off Oon
Al Fyed Mo : |
Busy Fwd No.:
Mo Angwer Fwd Noo
Mo Answer Fwd Time Qut: | 3 | (2~ Ring)
All forward Default: Off. When setting On, all incoming calls will be forwarded, in support
of IP mode.
Busy Forward Default: Off. When setting On, and the line is busy, it will run to support IP
mode.

Default: off. When setting On and there is no body answer the phone, it will
run to support IP mode.

No Answer Forward

All Fwd No. All incoming calls will be forwarded.

Name Show or Input the name.

URL Number Show or input the dialing information, can be Login Account, IP Address or
PSTN Numbers, maximum length is 63 bytes.

Busy Fwd No. Forward the call when line is busy.

Name Show or set the name.

URL Number Show or input the dialing information, can be Login Account, IP Address or

PSTN Numbers, maximum length is 63 bytes.

No Answer Fwd No.

Forward the call when nobody answers the phone.

Name

Show or set the name.
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URL Number

Show or input the dialing information, can be Login Account, IP Address or
PSTN Numbers, maximum length is 63 bytes.

No Answer Fwd Time
Out

Default: 3(Ring), when ringing 3 times but no one answers, it is regarded as no
one answers the call. Data Range: (2~8 Ring). . . Maximum length is 2 bytes.

Submit [Button]

Enforce the command of saving chance.

Reset [Button]

Delete selected information.

Figure

Forward Setting (VoIP Gateway/Phone + FXO Only)

Forward Setting

You could set the forward number of your phone in this page.

All Forward:
Busy Forward:

Mo Answer Forward:

fof CPp CPSTN
o Cp

“of O CPSTN

All Fwed Mo

Busy Fwd MNo.: | |

Mo Answer Fwd Mo.: I I

Mo Answer Fwd Time Out: |3 (2~8 Ring)

Submit | Reset |

All forward

Default: Off. When setting ON, all the incoming calls will be forwarded by IP
mode or PSTN mode.

NOTICE: If the incoming call goes through FXO, the call could only be
forwarded to IP mode.

Busy Forward

Default: Off. When setting On, and the line is busy, the call will be forwarded
only by IP mode.

No Answer Forward

Default: Off. When setting On, and nobody answers the phone, it will run by IP
mode or PSTN mode.

NOTICE: If the incoming call goes through FXO, the call could only be
forwarded to IP mode.

All Fwd No. All incoming calls will be forwarded.

Name Show or input the name.

URL Number Show or input the dialing information, can be Login Account, IP Address or
PSTN Numbers, maximum length is 63 bytes.

Busy Fwd No. Forward the call when line is busy.

Name Show or set the name.

URL Number Show or input the dialing information, can be Login Account, IP Address or

PSTN Numbers, maximum length is 63 bytes.

No Answer Fwd No.

Forward the call when nobody answers the phone.

Name

Show or set the name.

URL Number

Show or input the dialing information, can be Login Account, IP Address or
PSTN Numbers, maximum length is 63 bytes.

No Answer Fwd Time
Out

Default: 3(Ring), when ringing 3 times but no one answers, it is regarded as no
one answers the call. Data Range: (2~8 Ring) . . Maximum length is 2 bytes.

Submit [Button]

Enforce the command of saving chance.

Reset [Button]

Delete selected information.
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4.1.3 Operate Instruction
Example 1: Forwarded under any condition
Step 1: On the main page, select [Feature Setting—>Forward Setting], enter [Forward Setting] page, after
revising all the information (All Forward: on, All fwd No Name: angel, URL: 22067), press [Submit]
(See Figure 1).

Forward Setting

You could set the forward number of your phone in this page

All Farward: Qoff ®0n

Busy Forward: @of Oon

Mo Answer Forward: @of Oon

All Fwd Mo angel| 22087
Busy Fwd No.:

Mo Answer Fwd Mo.:

Ma Answer Fwd Tirme Out: | 3 (2~8 Ring)

(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by press [Save]. [Note Information] page will be seen which means saving successfully.
And the system will be restarted, please wait for a while.

Step 4: When receiving a new incoming call, and it will be forwarded to code [Register Number: 22067]
automatically.

Example 2: Busy Forward or No Answer Forward

Step 1: On the main page, select [Feature—> Forward Setting], enter [Forward Setting] page, after revising all
the information (Busy Forward: on, No Answer Forward: on, Busy fwd No Name: Mobil, URL:
0912345678, No Answer Fwd No Name: ext, URL: 22068) (See Figure 2), then click [Submit].

Forward Setting

You could set the forward numnber of your phone in this page

All Forward: @of  OOon

Busy Forward: O0of  ®0n

Mo Angwer Forward: O0of  ®0n

All Frard Mo

Busy Fwd No.: Ivlabil 0912345675
Mo Answer Fwd MNo.: ext 22068

Mo Answer Fwd Time Out: | 3 (2~8 Ring)

(Figure 2)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by press [Save]. [Note Information] page will be seen which means saving successfully.
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And the system will be restarted, please wait for a second.

Step 4: When the line is busy, it will forward to Mobile [0912345678], and [0912345678] rings.

Step 5: When it rings 3 time, and nobody answer the phone, it will forward to [Register Number: 22068],
and Register Account: 22068 rings.

Example 3: All incoming calls will be forwarded to IP

Step 1: On the main page, select [Feature—> Forward Setting], enter [Forward Setting] page, after revising all
the information (All Forward: on, All fwd No Name: angel, URL: 0912345678) (See Figure 3), then
click [Submit].

Forward Setting

Yfou could set the forward nurmber of your phone in this page.

All Faorward: Cof @ O pPSTH

Busy Forward: o Cp

Mo Angwer Forward: Fof TP T PSTM
[ Name | Number or URL
All Fud Mo Jangel 22057 |

Busy Fwd Mo.: I |

Mo Answer Fwd MNo.: | |
Mo Answer Fwd Time Out: |3 [2~8 Ring)

Submit | Reset |

(Figure 3)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by press [Save]. [Note Information] page will be seen which means saving successfully.
And the system will be restarted, please wait for a second.

Step 4: When receiving a new call, it will forward to Register Number: 22067] automatically, and Register
Account: 22067 rings.

Example 4: Busy forward to IP

Step 1: On the main page, select [Feature—> Forward Setting], enter [Forward Setting] page, after revising all
the information (Busy Forward: on, No Answer Forward: on, Busy fwd No Name: Mobil, URL:
0912345678, No Answer Fwd No Name: ext, URL: 22068) (See Figure 4), then click [Submit].

16/114



Forward Setting

You could set the forward number of your phone in this page

Al Forward: ®of  Cp CPSTN

Busy Forward: Cof &P

Mo Answer Fonward: Cof &P  paTN
| Name | Number or URL
Al Fyed Mo.: [ |

Busy Fud No.: [hrobile 0912315678

Mo Answer Fwd No.: |exl |22068

Mo Answer Fwd Time Out: |3 (2~8 Ring)

(Figure 4)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by press [Save]. [Note Information] page will be seen which means saving successfully.
And the system will be restarted, please wait for a second.

Step 4: When the line is busy, it will forward to [0912345678], and Mobile [0912345678] rings.

Step 5: When it rings 3 time, and nobody answer the phone, it will forward to [Register Number: 22068],
and Register Account: 22068 rings.

Example 5: All incoming calls will be forwarded to PSTN

Step 1: On the main page, select [Feature—> Forward Setting], enter [Forward Setting] page, after revising all
the information (All Forward: PSTN, All fwd No Name: angel, URL: 0912345678) (See Figure 5), then
click [Submit].

Forward Setting

You could get the forward number of your phone in this page.

All Forward: Cof O @PSTM

Busy Fonward: ®OfF OIP

Mo Answer Forward: ®off CIP QOPSTN

L Mame ] URUNumber ]
All Fwed Mo mobile i 0912345678

Busy Fwd MNo.:

Mo Answer Fwd No.:

Mo Angwer Fwd Time Out: | 3 :(2~8 Ring)

(Figure 5)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by press [Save]. [Note Information] page will be seen which means saving successfully.
And the system will be restarted, please wait for a while.
Step 4: When receiving a new call, it will run by PSTN Port automatically, and call Mobile [0912345678]

Example 6: Busy Forward or No Answer Forward to PSTN
Step 1: On the main page, select [Feature—> Forward Setting], enter [Forward Setting] page, after revising all
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the information (Busy Forward: PTSN, No Answer Forward: on, Busy fwd No Name: Mobile, URL:
0912345678, No Answer Fwd No Name: ext, URL: 22068) (See Figure 6), then click [Submit].

Forward Setting

You could set the forward number of your phone in this page.

Al Fonward: @of  Cp CpsTy

Busy Forward: Cof #p

Mo Answer Forward: Cof Ol & PpSTM
| Name Number or URL
All Fwd No | |

Busy Fwd No.: |mobile |p912348678

Na Answer Fwd No.: [Tam |n31237708

Mo Answer Fwd Time Out: |3 (2~ Ring)

Subrit | Reset |
(Figure 6)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by press [Save]. [Note Information] page will be seen which means saving successfully.
And the system will be restarted, please wait for a while.

Step 4: When the line is busy, it will forward to [0912345678], and Mobile 0912345678 rings.

Step 5: When rings 3 times and nobody answer the phone, it will run by PSTN Port, and call PSTN
[031237788], and 031237788 rings.

4.2 Volume Setting
4.2.1 Function

Volume setting controls the volume of the mic, speaker, and FXO.

4.2.2 Instruction

Figure Volume Setting (VolP Gateway Only)

Volume Setting

You could set the volume of your phone in this page.

Handset Yolume: 1:D 0~12)
Handset Gain: 10 (0~15)

Handset Volume

is 2 bytes.

Handset Gain

bytes.

Submit [Button]

Save the change.

Reset [Button]

Clear the change.

Figure Volume Setting (VolP Gateway + FXO Only)
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Default 10. Control the volume of the Handset from (0~12) . . Maximum length

Default 10. Control the handset gain from (0~15) . . Maximum length is 2




Volume Setting

You could set the volume of your phone in this page.

Handset Yolume: 10 |io~12)

PSTN-Out Valurme: 9 oz

Handset Gain 10 |p-15

PSTN-N Gain 9 |os
(Figure 2)

Handset Volume

Default 10. Control the volume of the Handset from (0~12) . . Maximum length
is 2 bytes.

PSTN-Out Volume

Default 9 Control the PSTN-Out (PSTN Port) Volume from (0
~12) .. Maximum length is 2 bytes.

Handset Gain

Default 10. Control the Handset Gain from (0~15) . . Maximum length is 2
bytes.

PSTN-In Gain

Default 9 Control the PSTN-In (PSTN Port) Gain from (0~15) . . Maximum
length is 2 bytes.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.

Figure

Volume Setting (VolP Phone Only)

Volume Setting

You could set the volume of your phone in this page.

Handset Wolume: 10 {0~15)
Speaker Yolume: 8 0~15)
Ringer “alurme: & 0~10y
Handset Gain: 10 | {0~15)
Speaker Gain: 9 0~15)

(Figure 3)

Handset Volume

Default 10. Control the Handset Volume from (0~15) . . Maximum length is 2
bytes.

Speaker Volume

Default 8. Control the Speaker Volume from (0~15) . . Maximum length is 2
bytes.

Ringer Volume

Default 6. Control the Ringer Volume from (0~10) . . Maximum length is 2
bytes.

Handset Gain

Default 10. Control the Handset Gain from 0~15 . . Maximum length is 2 bytes.

Speaker Gain

Default 9. Control the Speaker Gain Volume from 0~15 . . Maximum length is 2
bytes.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.

Figure

Volume Setting (VolP Phone + FXO Only)
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Volume Setting

You could set the volume of your phone in this page.

Handset Wolume: 1D 0~15)
Speaker Wolume: 8 0~15)
Ringer “olume: | B 0~10)
PSTN-Out Yalume: 9 0~12)
Handset Gain a | {[0~15)
Speaker Gain 9 0~15)
PSThHN Gain 9 o5

Subrmit

Handset Volume

Default 10. Control the Handset Volume from (0~15) . . Maximum length is 2
bytes.

Speaker Volume

Default 8. Control the Speaker Volume from (0~15) . . Maximum length is 2
bytes.

Ringer Volume

Default 6. Control the Ringer Volume from (0~10) . . Maximum length is 2
bytes.

PSTN-Out Volume

Default 9. Control the PSTN-Out (PSTN Port) Gain Volume from (0~12) . .
Maximum length is 2 bytes.

Handset Gain

Default 8. Control the Handset Gain Volume from 0~15 . . Maximum length is 2
bytes.

Speaker Gain

Default 9. Control the Speaker Gain Volume from 0~15. . . Maximum length is
2 bytes.

PSTN-In Gain

Default 9. Control the PSTN-In (PSTN Port) Gain Volume from (0~15) ..
Maximum length is 2 bytes.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.

4.2.3 Operate Instruction
Step 1: On the main page, select [Feature—> Volume Setting], enter [Volume Setting] page, after revising all
information (e.g. Handset Volume: 9, PSTN-Out Volume: 12, Hand Set Gain: 9, PSTN-In Gain: 13)
(See Figure 1), then click [Submit].

Volume Setting

You could set the volume of your phone in this page.

Handset Yolurne: 9 0~12)
PSTR-Out Walume: B oz
Handset Gain: 9 0~15)
PSTH-In Gain: 9 0~15)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by press [Save]. [Note Information] page will be seen which means saving successfully.
And the system will be restarted, please wait for a while.
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4.3 Ringtone Setting
4.3.1 Function
Ringtone Setting allows to set your favorite ringer in this page.
4.3.2 Instruction
Figure Ringtone Setting

Ringer Settings

You could set your favarite ringer in this page.

Ringer: ®0on O 0f

Ringer Type: ringer 3 j

ringer 1
ringer 2
IR e |
ringer 4

Step 1: On the main page, select [Feature—> Ringtone Setting], enter [Ringtone Setting] page, choose “On”
and Ringer Type ,e.g. Ringer Type: ringer 3. then click [Submit].
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

4.4 DND Setting
4.4.1 Function
DND Setting allows denying all incoming calls or denies all incoming calls in a certain time period.

4.4.2 Instruction
Figure DND Setting
DND Setting

%ou could set the do not disturb period of your phone in this page

DND Always: O0n ®0f
DND Period QO on @ Of
From: | L (hh:rmirm)
Ta: 0 (hb:rmem)

DND Always Default: OFF. When setting ON, all incoming calls will be denied.

DND Period Default OFF. When setting ON, all incoming calls will be denied in pre-setting
time period.

From Default: 00:00 (hh:mm), please input the time point that begins the command.
(24h in total, hh:mm) . . Maximum length is 2 bytes.

To Default: 00:00(hh:mm), please input the time point that ends the command.
(24h in total, hh:mm) . . Maximum length is 2 bytes.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

4.4.3 Operate Instruction
Example 1: Start the function that denies all incoming calls in a certain time period.
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Step 1: On the main page, select [Feature—> DND Setting], enter [DND Setting] page, after revising all
information (e.g.DND Period: on, Form: 18:00, To: 23:00) (See Figure 1), then press [Submit].

DND Setting

You could set the do naot disturb period of your phone in this page.

DD Always:

DND Period:
From:

To:

O0on ® of

®on Oof
[18 oo

= @

{thh:mmj
{hh:rnen)

Reset
(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the

changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving

command by press [Save]. [Note Information] page will be seen which means saving successfully.
And the system will be restarted, please wait for a while.

Step 4: When receiving a new call during DND time period, “busy tone” will be heard.

Example 2: Start the function that denied all incoming calls
Step 1: On the main page, select [Feature—> DND Setting], enter [DND Setting] page, after revising
information (DND Always: on) (See Figure 2), then click [Submit].

DND Setting

You could set the do not disturb period of your phone in this page.

DND Always:

DMD Period
From:

To:

®on Oof
O0on @of
oo oo {hh:mm)
oo oo {hh:mm)

Reset
(Figure 2)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the

changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by press [Save]. [Note Information] page will be seen which means saving successfully.
And the system will be restarted, please wait for a while.

Step 4: When receiving a new call, “busy tone” will be heard.

4.5 Flash Time Setting (for FXS & FXO)

4.5.1 Function

Flash Time Setting can transfer or hang off the phone.

4.5.2 Instruction
Figure

Flash Time Setting
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Flash Time Setting

ou could set the flash time in this page

Max Flash Time 60 |x10MS (4~255)

Subrmit

Max Flash Time

Default 60. Flash signal that is <(less than) 600ms, will be regarded as transfer;
flash signal that is > (more than) 600ms will be regarded as On-Hook. From
(4~255),Unit: 10MS. Maximum length is 3 bytes.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.

Figure

Flash Time Setting (VolP Gateway + FXO Only)

Flash Time Setting

You could set the flash time in this page

FXO Flash Time
Flash Tirne: 10 x 10ME (8~120)

FXS Flash Time
Max Flash Tirme: B | 10MS (4255

FXO Flash Time

FXO Port Flash Time

Flash Time

Default 10. Flash signal that is <(less than) 100ms, will be regarded as transfer;
flash signal that is > (more than) 100ms will be regarded as On-Hook. From
(4~255),Unit: 10MS. Maximum length is 3 bytes.

FXS Flash Time

FXO Port Flash Time

Max Flash Time

Default 60. Flash signal that is <(less than) 600ms, will be regarded as transfer;
flash signal that is > (more than) 600ms will be regarded as On-Hook. From
(4~255),Unit: 10MS. Maximum length is 3 bytes.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.

Figure Flash Time Setting (VolP Phone + FXO Only)

Flash Time Setting

You could set the flash time in this page

Flash Time: [10 ._ # 10MS (2~120)

(Figure 3)

Flash Time

Default 10. Flash signal that is <(less than) 100ms, will be regarded as transfer;
flash signal that is > (more than) 100ms will be regarded as On-Hook. From
(4~255),Unit: 10MS. Maximum length is 3 bytes.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.
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4.5.3 Operate Instruction
Step 1: On the main page, select [Feature—>Flash Time Setting], enter [Flash Time Setting] page, after
revising information (e.g. Flash Time: 70, Max Flash Time: 100) (See Figure 1), then click [Submit].

Flash Time Setting

You could set the flash time in this page.

FXO Flash Time
Flash Time: 70 | % 105 (8~120)

FXS Flash Time
Mai Flash Time 100] x 10MS (4~255)

(Figure 1)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving

command by press [Save]. [Note Information] page will be seen which means saving successfully.
And the system will be restarted, please wait for a while.

4.6 Call Waiting Setting
4.6.1 Function
Call Waiting Setting provides call waiting function.
4.6.2 Instruction
Figure Call Waiting Setting

Call Waiting Setting

You could enable/disable the call waiting setting in this page.

Call Waiting ®0n COf
Call Waiting Default: ON, when setting OFF, call waiting function will be off.
Submit [Button] Submit the change.
Reset [Button] Clear the change.

4.6.3 Operate Instruction
Example 1: Close call waiting function
Step 1: On the main page, select [Feature—> Call Waiting Setting], enter [Call Waiting Setting] page, after
revising information (e.g. Call Waiting: off) (See Figure 1), then click [Submit].

Call Waiting Setting

You could enablefdisable the call waiting setting in this page.

Call Yaiting: Con ®0f

(Figure 1)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
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changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by press [Save]. [Note Information] page will be seen which means saving successfully.
And the system will be restarted, please wait for a while.

Step 4: When there is a new call during calling, busy tone will be heard.

Example 2: Start the call waiting function
Step 1: On the main page, select [Feature—> Call Waiting Setting], enter [Call Waiting Setting] page, after
revising information (e.g. Call Waiting: off) (See Figure 1), then click [Submit].

Call Waiting Setting

‘fou could enablefdisable the call waiting setting in this page.

Call Waiting ® 0n COf

(Figure 2)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by press [Save]. [Note Information] page will be seen which means saving successfully.
And the system will be restarted, please wait for a while.

Step 4: While Person A is talking with Person B, but Person C calls A; so A will hear the reminding tone, if A
would like to pick up C’s call, A need to press the key [Hold] or [Flash] (B’s call is maintaining at the
same time); If A would like to talk with B again, A need to press the key [Hold] or [Flash] (C’s call is
maintaining at the same time

4.7 Soft-Key Setting (for Phone)
4.7.1 Function
Soft-Key Setting provides Pick-up key and Voice mail key for the phone.
Phone is required to have those 2 keys. SIP Proxy server is required to have those function.

4.7.2 Instruction
Figure Soft-Key Setting (VoIP Phone Only)

Soft-key Setting

You could configure the soft-key setting in this page.

Pick up key

Woice mail key:

Pick up Key Input the name of the pick up key, can be numbers or signs. Maximum length
is 15 bytes. The phone is required to have related keys.

Voice mail Key Input the name of the voice mail key, can be numbers or signs. Maximum
length is 15 bytes. The phone is required to have related keys.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

4.7.3 Operate Instruction
Step 1: On the main page, select [Feature—> Soft-Key Setting], enter [Soft-Key Setting] page, after revising
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information (e.g. C Pick up kye: *95, Voice Mail Key: *98) (See Figure 1), then click [Submit].
Soft-key Setting

‘You could configure the soft-key setting in this page.

Pick up key: 85
“Woice mail key o7

(Figure 1)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by press [Save]. [Note Information] page will be seen which means saving successfully.
And the system will be restarted, please wait for a while.

Step 4: When listening the voice mail, please press [Voice Mail]. When pick up the phone, please press [Pick
UP]

4.8 Hotline Settings
4.8.1 Function

Hot Line Setting allows dialing to a pre-setted number automatically as long as pick up the phone. 2FXS
provides Hot Line

4.8.2 Instruction
Figure Hot Line Setting
Hot line Setting

You could set the hot line in this page.

Use HotLine: (O Enahle & Disable

Hat line number: |

Use Hot Line Default: Disable. When setting Enable, as long as pick up the phone, it will dial
to the pre-setted phone number automatically.
Hot line Number Input hot line number, can be IP Address or Phone Numbers, numerals or signs

are both acceptable. Maximum length is 63 bytes. E.g. IP Address:
192.168.1.23 or Phone Number: 0800024365. Maximum length is 63 bytes.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

4.8.3 Operate Instruction
Example 1: Register Account or Input Hot Line Number.
Step 1: On the main page, select [Feature—> HotLine Setting], enter [HotLine Setting] page, after revising
information (e.g. Use Hot Line: Enable, Hot Line number: 22062) (See Figure 1), then click [Submit].
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Hot line Setting

You could set the hot line in this page.

Use HotLine : @& Enable O Disable

Hot line number: ;22082

(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

Step 4: After restarted the system and pick up the phone, it will dial to [22062] automatically.

Example 2: Dial to another IP Address directly.
Step 1: On the main page, select [Feature—> Hotline Setting], enter [Hotline Setting] page, after revising
information (e.g. Use Hot Line: Enable, Hot Line number: 22062) (See Figure 2), then click [Submit].

Hot line Setting

You could set the haot line in this page.

Use HotLine: (®FEnable O Disahle

Hot line number.  |192.165.1.206

Reset
(Figure 2)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

Step 4: After restarted the system and pick up the phone, it will dial to IP Address [192.168.1.206]
automatically.

4.9 Alarm Settings
4.9.1 Function
Alarm Settings provides the alarm function.

4.9.2 Instruction
Figure Alarm Setting
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Alarm Settings

You could set the alarm time in this page.

Alarm: O0ON  ®OFF
Alarm Time: a0 | thh: )
Current time: 200B-10-05 1747
Reset
Alarm Default: OFF. When setting ON, alarm function will execute. Duration is 1
minute. Stop the alarm by pick up the handset.
Alarm Time Default: 0:0. (O hour: 0 Minute). Time format: 24 Hours.( hh:mm)
Current time Show the alarm time of the next time. Format 2006-10-05 17:47
Submit [Button] Submit the change.
Reset [Button] Clear the change.

4.9.3 Operate Instruction
Step 1: On the main page, select [Feature—> Alarm Setting], enter [Alarm Setting] page, after revising
information (e.g. Alarm: On, Alarm Time: 12:59) (See Figure 1), then click [Submit].

Alarm Settings

You could set the alarm time in this page.

Alarm: ®oN  OOFF
Alarm Tire: |12 |53 | thkermmy)
Current tirme: 2007-02-11 12:25

] ()
(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

Step 4: At 12:59, the alarm will start to work, and last 1min. After 1 min, the alarm will stop. During ringing,
pick up the phone, the alarm will stop automatically.

Chapter 5. Network Setting

Provides Network Status, WAN Setting, LAN Setting, DDNS Setting, VLAN Setting, DMZ Setting, Virtual
Server, PPTP Setting, SNTP Setting.

5.1 Status
5.1.1 Function
Network Status shows the current network status.

5.1.2 Instruction
Figure Network Status (Bridge Mode)
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Network Status

This page shows current status of netwark interfaces of the systern.

Systern Up Tire: 0 diafs) O horais) 14 minuto(s)
Metwork Link Up Tirme: O dia(s) 0 hora(s) 14 minuto(s)

Type: DHCP Client
IP: 192 168.1.55
Mask: 255.255.255.0
Gateway: 192.168.1.1
DMS Server 1: 168.95.192.1
DNS Server 2: 168.95.1.1
(Figure 1)

Interface O

Show the current status of Interface O(WAN Port)

System Up Time

Show the system up time.

Network Link Up Time:

Show the network link up time.

Type Show the current Type.
IP Show the current IP Address.
Mask Show the current Subnet Mask IP Address.
Gateway Show current Default Gateway IP Address.
DNS Serverl Show current DNS Server 1 IP Address.
DNS Server2 Show current DNS Server 2 IP Address.
Figure Network Status (NAT Mode)
Network Status
This page shows current status of network interfaces of the system
Type: DHCP Client
IP: 192.168.1.16
Magk: 255.2565.255.0
Gateway: 192.168.1.1
DS Server 1: 168.95.192 .1
DMNS Server 2: 168.95.1.1
Type: OHCF Senver
IP: 192.168.1231
Mask: 255.255.255.0
Gateway: 192.160.123.1
DNS Semer 1: 168.95.192.1
DMS Server 2: 168.95.1.1
(Figure 2)
Interface O Show the current status of Interface O(WAN Port)
Type Show the current Type.
IP Show the current IP Address.
Mask Show the current Subnet Mask IP Address.
Gateway Show current Default Gateway IP Address.
DNS Serverl Show current DNS Server 1 IP Address.
DNS Server2 Show current DNS Server 2 IP Address.
Interface 1 Show the current status of Interface 1(LAN Port)
Type Show the current Type.
IP Show the current IP Address.
Mask Show the current Subnet Mask IP Address.
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Gateway Show current Default Gateway IP Address.
DNS Serverl Show current DNS Server 1 IP Address.
DNS Server2 Show current DNS Server 2 IP Address.
Figure Network Status (NAT + PPTP Mode)
Networl Status
This page shows current status of network interfaces of the system
e
Type: PFPPoE Client
IP: B1.228.185.58
Maszk: 255000
Gateway: 59.112.64.254
DNS Server 1 168.95.192.1
DNS Servar 2 168.95.1.1
intefaces ...
Type: DHCP Server
IP: 192 168.123.1
Mask: 255 255 255 0
Gateway: 192 168.123.1
DKE Server 1 1688 95 1921
DKE Server 2 1889511
Type: Fixed IP Client PPFoE
IP: 192,168.95.242
Maszk: 266.265.266.0
Gateway: 192.165.96.1
DNS Server 1 168.95.192.1
DNS Servaer 2 168.95.1.1
(Figure 3)
Interface 0 Show the current status of Interface O(WAN Port)
Type Show the current Type.
IP Show the current IP Address.
Mask Show the current Subnet Mask IP Address.
Gateway Show current Default Gateway IP Address.
DNS Serverl Show current DNS Server 1 IP Address.
DNS Server2 Show current DNS Server 2 IP Address.
Interface 1 Show the current status of Interface 1(LAN Port)
Type Show the current Type.
IP Show the current IP Address.
Mask Show the current Subnet Mask IP Address.
Gateway Show current Default Gateway IP Address.
DNS Serverl Show current DNS Server 1 IP Address.
DNS Server2 Show current DNS Server 2 IP Address.
Interface 1 Show the current status of Interface 2(WAN Port)
Type Show the current Type.
IP Show the current IP Address.
Mask Show the current Subnet Mask IP Address.
Gateway Show current Default Gateway IP Address.
DNS Serverl Show current DNS Server 1 IP Address.
DNS Server2 Show current DNS Server 2 IP Address.

5.1.3 Operate Instruction
Step 1: On the main page, select [Network Setting—> Network Status], enter [Network Status] page, Network
Status will be seen (Figure 1).
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Network Status

This page shows current status of network interfaces of the system

Type: DHCP Client
IP: 192.168.1.16
Mask: 256.255.255.0
Gateway: 192.168.1.1
DME Server 1: 168.95.192.1
DNE Server 2: 168.95.1.1

Type: DHCP Server
IP: 192.168.123.1
Mask: 255.255.255.0
Gateway: 122.168.123.1
DNE Server 1: 168.95.192.1
DNS Server 2: 168.95.1.1
(Figure 1)

5.2 WAN Settings
5.2.1 Function

WAN Settings provide WAN Setting.
5.2.2 Instruction

Figure WAN Setting
WAN Settings
You could configure the WARN settings in this page.
LAN Maode: © Bridge & MAT
WAN Setting
IP Type: © Fixed IP @ DHCP Client " PPPoE
IP: [192.168.1 55
Mask: 255,255 2550
Gateway: [192.168.1.1
DNS Type: ¥ Fixed  Auto
DNS Serverl: [168.95.182.1
DNS Server: [158.95.1.1
MAL: oDeD4cOf211
Host Marne: |
PPPoE Setting
User Marme: I
Pagsword: |
Service Mame: I
A Marme: |
Subrmit | Reset |
LAN Mode Default: NAT. NAT is different from WAN; LAN will dispatch IP to DHCP Server

automatically. When Bridge is on, WAN & LAN can be at the same subnet.
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WAN Setting Provide the WAN setting

IP Type Default: DHCP Client, provides Fixed IP, gains IP Address automatically. PPPoE:
ADSL Dialing number.

IP Default: current IP Address; or any IP Address that is xxx.xxx.xxx.xxx. If would
like to change IP Address, please set IP Type as “Fixed IP”. . Maximum length is
15 bytes.

Mask Default: current Subnet Mask IP Address. Format: xxx.xxx.xxx.xxx. Or change
Sunbet Mask IP. Maximum length is 15 bytes.

Gateway Default: current gateway IP address; or change Gateway IP. . Maximum length
is 15 bytes.

DNS Serverl Default: 168.95.192.1. Can input IP or Domain Name, format: xxx.XXX.XXX.XXX.
If would like to gain DHCP or PPPoE Server automatically, please fill this blank
as “0.0.0.0”. Maximum length is 15 bytes.

DNS Server2 Default: 168.95.1.1. Can input IP or Domain Name, format: xxx.Xxx.xxx.xxx. If
would like to gain DHCP or PPPoE Server automatically, please fill this blank as
“0.0.0.0”. . Maximum length is 15 bytes.

MAC Show MAC ID Address. . Maximum length is 12 bytes.

Host Name Default: product name. Numbers or strings are both acceptable. Length: 15
bytes.

PPPoE Setting Provides PPPoE Setting.

User Name Provides user’s name of PPPoE Server, can be numbers or strings. Length: 63
bytes.

Password Provides password of PPPoE Server, can be numbers or strings. Length: 63
bytes.

Service Name Maximum length is 63 bytes.

AC Name Input AC Name of PPPoE Server, can be numbers or strings. Length:63 bytes.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

5.2.3 Operate Instruction
Step 1: On the main page, select [Network Setting=> WAN Setting], enter [WAN Settings] page, after revising
information (e.g. IP Type: DHCP Client) (See Figure 1), then click [Submit].

WAN Settings

You could configure the WAN settings in this page

LAN Mode: OBridge @ NAT

WAN Setting |
IP Type: OFixed P @ DHCP Client O PPPoE

IP: 15

Mask

Gateway:

DNS Serverl: 168.95.192.1

DNS Server2: 168.95.1.1

MAC:

Host Mame VOIF_FHOMNED

PPPoE Setting

User Name

Passward

(Figure 1)
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Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

Step 4: To view [Host Name] by Ethereal. Please refer [Option 12Host Name= “VOIP Phone”] as follows (See
Figure 2)

& (Untitled) - Erh

Elle Edt Yiew Go Ceplure Anahze Statisiics Help
Buoos cR 08 aevoF i BE Qaar GVNEX B l

Filtsr [dhen + Exprassion. Glear Apply |
ha

‘ralocs Info

45003

act

30 13745338 Tearmaceian 10

3% 11.250529 Transaction 10

T8 27.078114 = Trantaction ID Oxasoesfrrr
» PR e imaniey

an A raaven

LoD, = Mew
Fragaent_af

255 (255.255.255,255)

2 bootpe (600, Dt Fort: bootps (670

= Droadeast Flag: Droadeast
= Reserved Flags: OxCO00
(00,007

110 00 00 00 00 00 00 &3 B2 1ol Lo
120 o 5 e

R50  Fo Or OL 00 G &b 02 09 ©0 00 90 00 00

240 00 00 00 00 0O 00 00 0O 00 00 00 00 00 60

f150 00 00 00 00 00 O

¥ 800 B0 WA Orops 0

(Figure 2)

5.3 LAN Settings
5.3.1 Function
LAN Settings provide LAN setting, including DHCP Server function.

5.3.2 Instruction
Figure LAN Setting

LAN Settings

ou could configure the LAN settings in this page.

LAN Setting

IP: 192.168.123.1
Mask: 2552852550
MAC: N00226002h92

DHCP Server

DHCP Server: @ on Oof

Start IP: 150 |

End IP 20|

Lease Time: | ) H ] |(dd;hh)
LAN Setting | Provides LAN Setting.
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IP Default: 192.168.123.1. Format: xxx.xxx.xxx.xxx. Maximum length is 15 bytes.

Mask Default: 255.255.255.0 provides Subnet Mask [P Address. Format:
XXX XXX XXX.XXX. Maximum length is 15 bytes.

MAC Show MAC Address information. Maximum length is 12 bytes.

DHCP Server Provides DHCP Server information.

DHCP Server Default: OFF. When setting ON, DHCP Server will run automatically.

Start IP Default: 150, to set Start IP information. From (1~254). Maximum length is 3
bytes.

End IP Default: 200, to set End IP information. From (1~254). Maximum length is 3
bytes.

Lease Time Default: 1:0 (dd: hh), to set lease time for dispatching IP information. From
(00:00~99:23). Maximum length is 2 bytes.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

5.3.3 Operate Instruction
Step 1: On the main page, select [Network Setting—> LAN Setting], enter [LAN Settings] page, after revising

information (e.g. IP:

then click [Submit].

192.168.200.1, Start IP: 50, End IP: 100, Lease Time: 00:05) (See Figure 1),

LAN Settings

You could configure the LAN settings in this page.

LAN Setting

P [192.188.200.1
Mask: [255.255.255.0
MAC:

DHCP Server

DHCP Server: ®0n OOf

Stant IP: a0

End IP: 1100

Lease Time: D |05 | (dd: bk

(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

5.4 DDNS settings
5.4.1 Function

DDNS Settings provide the floating IP information. 3 DDNS Servers information will be found.

5.4.2 Instruction

Figure DDNS Setting
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DDNS Settings

You could set the configuration of DDNS in this page.

DDNS: @0n OO0f

Host Mame: totaroB09. homeftp. org
User Name: it_otoroEDS_

Passward: :.uuuuu

E-mail Address: :t_otoroED_Q_@hotmail com

DDMS Server: [wewrwe. cyndns.com

DONS Server List: | User Input |
Type: dyndns v
Wild Card: or
BACKM: C0On ®0f
Ot Line: C0On @®O0f
DDNS Default: OFF. When setting ON, DDNS will come into run.
Host name Maximum length is 63 bytes.
Input Host name, can be IP Address or Domain Name. Format: Xxx.XXX.XXX.XXX.
Length: 63 bytes
User Name Input user’s name for registering DDNS Server.
Password Input the password. Maximum length is 63 bytes.
E-mail address Input E-mail address. Maximum length is 63 bytes.
DDNS Server Maximum length is 63 bytes.

Input DDNS Server, can be I[P Address or Domain Name. Format:
XXX XXX XXX XXX, Maximum length is 63 bytes.

DDNS Server List

Default: OFF. Display DDNS server’s name list information.
Provide user input, members.dyndns.org, www.dtdns.com, ddns.com.cn

Type

Default: dyndns. Provides dyndns, statdns, customer, 3 items. If you choose
customer, you can change the type information.

Wild Card

Default: on. Provides On, Off, Nochg 3 items. Not all DNS provider can provide
Wild Card, so any issue about this, please contact with your provider.

BACKMX

Default: OFF. When setting ON, BACKMAX will come into run. Not all DNS
provider can provide this service, so any issue about this, please contact with
your provider.

MX records serve a specific purpose: they let you specify the host
(server) to which mail for a specific domain should be sent.

OFF Line

Default: OFF. When setting ON, OFF Line will come into run.

Redirection of HTTP requests to hosts which are marked offline is
available to users who have purchased some type of upgrade credit
only. As a credited user, you will see an “Offline URL” range and a “Set
Offline” checkbox. Simply enter the URL you wish to redirect to in the
text range (or leave it blank to get a generic page), and check the “Set
Offline” box. Users accessing http://yourhost.dyndns.org/ will be
redirected to this page until you update normally, or manually uncheck
the box in the web form.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.
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5.4.3 Operate Instruction
Example 1: Using WWW.DYNDNS.COM
Step 1: On the main page, select [Network Setting—> DDNS Setting], enter [DDNS Settings] page, after
revising information (e.g. DDNS: On, Host Name: totoro609.hotmeftp.org, User Name: totoro609,
Password: totoro609, E-mail Address: totoro609@hotmail.com, DDNS Server: www.dyndns.com,
DDNS Server List: User Input, Type: dyndns, Wild Card: on, BACKMX: off, Off Line: off) (See Figure
1), then click [Submit].

DDNS Settings

You could set the configuration of DDNS in this page.

DONS: @on OOof

Host Name: .totoroEDQ.humeﬂ_E.org

User Name: j_t_ut_urUEDS_

Paggward: :Illllllllll

E-mail Address: _:t_o_toroED_S@ho_t_r'_nail com

DDMS Server: 'www.dyndns.com

DDMS Server List: i"U.ser.Inpu.t. v

Type: :d){ndns v

Wild Card: [on ¥

BACKMX: QCon ®off

Off Line: Qon @Of
(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving

command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

Step 4: Open DynDNS to view new IP Address of DDNS: totoro609.hotmeftp.org. e.g.: 220.136.197.74
(Figure 2)

@ DynDNS

About Services Account Support T

Lhng our free services? Cormxder purchasng an Acoount Ungrade

My Account F Ackd o - gk Uodaim
Dynamic DNSM Hosts e

My Sarvices

Account Upgrades

MaiHop Cutbound

1B in Database/DNS
730,135,187 63
Recursive OHS
S

Datalls
181.33 Cetails
20, 18763 Cotails

& 220.126.197.%9 Cutaik
Wed Aug 9 08:39:25 2006 219.85.36.136

o

Support

My Zors:

Add Zone Senices
My Hosts
Add Host Senicet
[t
Static DNS
Webkiop
MywiobHoD
K ork Moritoring
SEL Certricates

Es

Dstalte

D Reraw Settngs

Sync Expirations
Account Setngs

Bdrg

My Cart

Qters

Search
DynDNS

(Figure 2)
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Example 2: Using WWW.DDNS.CN

Step 1: On the main page, select [Network Setting—> DDNS Setting], enter [DDNS Settings] page, after
revising information (e.g. DDNS: On, Host Name: totorocmi.ddns.com.cn, User Name: totorocmi,
Password: totoro609, E-mail Address: totoro609@hotmail.com, DDNS Server List: ddns.com.cn,
Type: dyndns, Wild Card: on, BACKMX: off, Off Line: off) (See Figure 1), then click [Submit].

DDNS Settings

You could set the configuration of DDNS in this page.

DDNS: @on QOf

Host Mame: totarocmi.ddns.com.cn
User Marne: totorocmi

Pasgwaord: sssssssss

E-mail Address: totoroB09@hotrmail. com
DONS Server:

DDME Server List:

ddns. com.ch

Type: dyndns  +

Wild Card: an hd

BACKNM: Con @Oof

Off Line: Con @0
(Figure 3)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

Step 4: Open DtDNS page to view Host Name: totorocmi, and renew IP Address (Figure 4).

*++ |lser Host info: one data in all

Host name | Domain name | Status Agency | Startfrom End on Last updated IP Last updated time
totorocmi Ddns.com.cn MNormal Cntrial | 2006-11-14 2006-11-29
(Figure 4)

Example 3: Using WWW.DtDNS.CN

Step 1: On the main page, select [Network Setting—> DDNS Setting], enter [DDNS Settings] page, after
revising information (e.g. DDNS: On, Host Name: totorocmi.dtdns.com.cn, User Name: totorocmi,
Password: totoro609, E-mail Address: totoro609 @hotmail.com, DDNS Server List: dtdns.com.cn,
Type: dyndns, Wild Card: on, BACKMX: off, Off Line: off) (See Figure 5), then click [Submit].
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DDNS Settings

You could set the configuration of DDMS in this page.

DDNS: @0on Oof

Host Mame: |tuturucmi.dldns.net |
User Name: |tut0rocmi |
FPassgword: |-------- |
E-mail Address: |tut0r0609@gmail.com |

DOMNE Server: ‘
DDNS ServerList: | wwwc '31 t_qﬂ_s_fnm bl
Type: dyndns | ¥

Wwild Card: on v

BACKME: Oon @OF

Off Line: Oon ®OF
(Figure 5)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

Step 4: Open DtDNS page to view the new IP Address of Hostname: totorocm. E.g.: 61.228.184.142 (Figure
6)

[DYHOINIS o compiors s soon

Home  Abowila  Prising  Updaie Cliseis  FAQ  System Mews  WHOIZ  Suppart

arbet Lioma Hostname Manager

Domalns Your account is bmited to five free hostnames. Please consider paying the one-time
Hostnames $5.00 fee to upgrads your account if you need more hostnames. Tall me mors.
Updata Groups

To manage ewxisting hostnames, simply chick the entry in the kst below.

Account Settings.
Burvice Crudils

Domain 1P Addrass

i totorocmi dtdns.nit 61,228,184, 142 Activer Dynamic

3d-gamw com | [ Add Hostame »>

b yupworts
1-B77-760-6337

Tmnargency Spport
1-941-320-2402

vluase réad our By

e s
. o I Copyright € nss 2008 by CADINS, all éucrm Reserved,
(Figure 6)

5.4.4 How to apply DDNS
Please refer file: APN_DDNS

5.5 VLAN Settings
5.5.1 Function
VLAN Settings provide Clinet information of WAN and VLAN information of LAN. Need to work with
VLAN Router.
5.5.2 Instruction
Figure VLAN Setting
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VLAN Settings

ou could set the VLAN settings in this page.

WLAN Packets: Oon ®Of
WD (8021 QTAG): | 136 (2~ 4094)
User Priority ({802.1P): 0 o~7
CFI: o o~1)

NAT VLAN Setting

WLAN Packets: Qon @®@O0f

VIDI- 4 @~ 4094, 00f
YID2: 5 (@~d4094), 0->0f
VID3: 6 (2~ 4094), 0-+0F
YID4: 7

(2 ~ 4094), 0-=Off

VLAN Packets

Default: OFF. When setting ON, receiving VALN Packets function will be
started.

VID

Default: 136. Provide Virtual LAN ID (VLAN or VID) for VLAN Server. Data
range: 2~4097. Maximum length is 4 bytes.

User Priority

Default: 0. Set the user’s priority. Data range: (0~7). Maximum length is 1
bytes.

CFI

Default: 1. To set Canonical Format Indicator (CFl) for one byte.

Data Range (0~1)

The CFI bit is used to indicate that all MAC addresses present in the MAC data
field are in canonical format. This field is interpreted differently depending on
whether it is an ethernet-encoded tag header or a SNAP-encoded tag header.
In SNAP-encoded TPID the field indicates the presence or absence of the
canonical format of addresses. In Ethernet-encoded TPID, it indicates the
presence of the Source-Routing Information (RIF) field after the length field.
The RIF field indicates routing on ethernet frames.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.

5.5.3 Operate Instruction
Step 1: On the main page, select [Network Setting=>VLAN Setting], enter [VLAN Setting] page, after revising
information (e.g. VLAN Packets: on, VID (802.1Q/TAG): 124, User Priority (802.1P):0, CFGI: 0) (See
Figure 1), then click [Submit].

VLAN Settings

You could set the WLAN settings in this page

WLAN Packets: ®@on  OOf
VID (B02.1 QITAG) 124 |2~ 4004
User Prigrity (802.1F) El @~7)
CFl [o n~1

NAT VLAN Setting

WLAN Packets: ®on  OOoff

WID1: 4 (2 ~ 4034), 0->0f
VID2 5 (2 ~ 4094), 0 Off
ViD: [6  |@-~4000 0:0F
ID4, [~

(2 ~ 4094), 0O
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(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

5.6 DMZ Setting
5.6.1 Function

DMZ Setting provides DMZ data.

5.6.2 Instruction

Figure DMZ Setting

DMZ Setting

‘fou could configure your demilitarized zone setting in this page

DMZ: Con @O0f

DMZ Host IP:

DMZ Default: OFF. When setting ON, all ethereal logs will be sent to the IP.
(Except SIP related logs.)
DMZ Host IP Input IP Address information, can be IP or Domain Name. Format:

XXX.XXX.XXX.XXX. Length: 15 bytes.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change

5.6.3 Instruction

Step 1: On the main page, select [Network Setting—> DMZ Setting], enter [DMZ Setting] page, after revising
tone information (Figure 1), then click [Submit].

DMYZ Setting

You could configure your dermilitarized zone setting in this page.

DMZ: @on O 0f

DMZ Host IP: [192.188.123.150]

(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.
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5.7 Virtual Server

5.7.1 Function

Virtual Server Settings provides 24 sets of Virtual Server information.

5.7.2 Instruction
Figure

Virtual Server Setting

Virtual Server Settings

You could setyourvirtual servers in this page. The usual port numbers are WEB [TCP 80,
FTP{Cantroly TSR 21], FTRP(Data) [TCP 20], E-mail(POP3) TSR 110], E-mail(SMTP) TSR
28], NS [UDP 53] and Telent [TCP 23]

Virtual Server Page: | page 1 'I

[ Num | Enable | Protocol | __InPort | _ExPort | __ServerlP___|Select]
=

0 =
1 ] =
2 W =
3 =
ER =
5 ] =
8 =
T W =

Enahle Selectedl Celete Selected | Delete Al | Reset

Add Virtual Server

Serer P: I—

Protocal: m

Internal Fort Start: I— Internal Port End: I—

Edernal PortGtat [ | Edemal PotEnd: [

Add Sewerl Resetl

Virtual Server Page

Default: Page 1. Page 1~Page 3 is available.

Num

Show the Number. Setting Rage: (0~23). 24 entries in total.

Enable Show the status. Default: Disable. When setting Enable, this function will be
started.

Protocol Protocol: use tcp or udp

In Port Show the address of In Port.

Ex Port Show the address of Ex Port.

Server IP Show the Server IP Address.

Select Default: Disable.

Enable Selected Start Enable Selected information.

[Button]

Delete Selected Execute delete selected information.

[Button]

Delete All [Button]

Delete all information.

Reset [Button]

Clear selected information.

Add Virtual Server

Add new Virtual Server Information.

Server IP

Input IP information, can be IP Address or Domain Name. Format:

XXX.XXX.XXX.XXX. Maximum length is 15 bytes.

Protocol

Default: TCP, use tcp or udp

Internal Port

Display internal port address. Data range: (1~65533). Maximum length is 5
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bytes.

External Port

Map internal port address. Data range: (1~65533). Maximum length is 5 bytes.

Add Server [Button]

Add new Add Server information.

Clear selected information.

Reset [Button]

5.7.3 Operate Instruction

Step 1: On the main page, select [Network Setting=> Virtual Setting], enter [Virtual Setting] page, after
revising information (Num: 0, Server IP: 192.168.123.5, Protocol: TCP, Internal Port: 80, External

Port: 80) (See Figure 1), then click [Submit].

Virtual Server Settings

You could set your virtual servers in this page. The usual port numbers are WEB [TCP 80], FTP
(Contral) [TCP 21], FTP(Data) [TCP 20], E-mail(POP3) [TCP 110], E-mail[SMTP) [TCP 25], DNS [UDP

53] and Telent [TCP 23].

Virtual Server Page: '__page 1 v

[ Num | Enable | Protocol | InPort | ExPort [ ServerlP | Select]

ft I TR TS 5 T NG T e |

Enable Selected ] [ Delete Selected

] I Delete Al ] [Reset]

Add Virtual Server

Murm: :D
Server IP: REPRT
Protocol:

Internal Port: 80

(Figure 1)

Ezternal Port: SD

Step 2: You have to save and reboot the system or effect the virutal server (Figure 2)
Microsoft Internet Explorer |

N

You have to save and reboot the svstem to effect the virtual server.

(Figure 2)

Step 3: After adding all information, please save changing (Figure 3).
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Virtual Server Settings

You could set your virtual servers in this page. The usual port numbers are WEB [TCP 80], FTP
(Contral) [TCP 21], FTP(Data) [TCP 20], E-mail(POP3) [TCP 110], E-mail{SMTP) [TCP 25], DNS [UDP
53] and Telent [TCP 23]

Virtual Server Page: page ! |

[ Num_| Enable | Protocol | InPort | ExPort | SeverP | Select]
80

i TCP =] 1921681235 ]
1

2

3

Fil

5

5

7

Enable Selected ][ Delete Selected ] [ Delete All l [Reset]

Add Virtual Server

Mum: (0~23)

Server P: |

Protocal: | TGP v

Internal Port: L . External Port:

(Figure 3)
Step 4: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

5.8 PPTP Settings
5.8.1 Function

PPTP Settings provide PPTP Server information.
Please use LAN to enter PPTP.

5.8.2 Instruction
Figure PPTP Setting

PPTP Settings

You could set the PPTF server in this page.

PPTP Con ®of

PPTP Server:
PPTP Usernarme:
PPTP Password:

PPTP Default: OFF. When setting ON, start PPTP function.

PPTP Server Input PPTP Server information, can be IP Address or Domain Name. Format:
XXX XXX XXX.XXX. Maximum length is 63 bytes.

PPTP Username Input PPTP Server user’s name, can be numerals or strings. Maximum length is
63 bytes.
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PPTP Password Input PPTP password, can be numerals or strings. Maximum length is 63 bytes.
Submit [Button] Submit the change.
Reset [Button] Clear the change.

5.8.3 Operate Instruction

Step 1: On the main page, select [Network Setting=> Network Setting—=>PPTP Setting], enter [PPTP Setting]
page, after revising tone information (Figure 1), then click [Submit].

PPTP Settings

You could set the PPTP server in this page.

PPTP: ®on Oof
PPTP Server: i21D.243.22?' 204 |
FPTF Username: i.test |

PPTP Passward:

(Figure 1)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving

command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

Step 4: To view [PPTP Server] information though Ethereal (See Figure 2)

@ PPTP_connect_ok.cap - Ethereal

Ele Eat Mew Go Caplure Analze Statistcs Help

S pR 8 QevDF 2 EE @aal @MEX @

Eitsr [opn

= Espression,. Clear Apply

= Flags: 0xo0
O... = Beserved bit: Mot set

Erag
Tine to 1§
Protocel:

st
aeneric mout
Plags

I CREEELT .
(Figure 2)
Step 5: After getting PPTP Server information, and would like to view data information though WEB, LAN
Port [http://192.168.123.1:9999] is needed (Figure 3).
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5.9 SNTP Setting
5.9.1 5.9.1Function

Network Status

This page shows current status of network interfaces of the system

Type: PPPaE Client
IF: 61.228.185.58
Mask: 255000
Gateway: 59.112.64.254
DNS Server 1 168.95.192.1
DNS Server 2 1658.95.1.1

Type: DHCP Server
IF: 192.168.123.1
Mask: 255.2565.255.0
Gateway: 192.168.123.1
DNS Server 1 165.95.192.1

DNS Server 2 1658.95.1.1

Type: Fixed IP Client PPPoE
IP: 182 168.96.242
Mask: 268526626550
Gateway: 192 1658.96.1
DNS Server 1 168.95.192.1
DWE Server 2 168.95.1.1
(Figure 3)

SNTP Setting can provide the website of time setting for the server.
5.9.2 5.9.2Instruction

Figure SNTP Setting

SNTP Settings

You could setthe SMTP servers and Daylight Saving Time (DST) in this
page.

SNTP ®on ©oF

Prirnary Server: nonth-armerica.pool.ntp
Secondary Server: asia.pool.ntp.org

Time Zone GMT |+ x|jos 'I oo 'I(hh:mm)
Sync. Time: 0 :IE 0 (dd:hhrarm)

Daylight Saving: Con ®of
DET Offzet F=EE
DET Start Date: Jan 'I

& Day of Morth 01 =

I IWeek 1 'I
Week of Month m
Start Time: IDD | -

DET End Date: Jan 'I

[ Day of Manth ol =

- |Week1 'I
Week of Manth Iﬁ
Sun >
End Time: oo =
Submit
Reset

SNTP

When setting ON, the SNTP is on; and when setting OFF, the SNTP is off.

Primary Server

Default: time.windows.com; Can input IP or Domain Name, format is
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XXX.XXX.XXX.XXX; and the maximum length is 63 digits.

Secondary Server Default: 208.184.49.9; can input IP or Domain Name, format is XXX.XXX.XXX.XXX;
and the maximum length is 63 digits.

Time Zone Default: GMT + 10:00 (hh:mm), and the format is (+/-, hh:mm). . . Maximum
length is 2 bytes.

Sync. Time Default: 1:00:00 (dd:hh:mm), it will check the time with the Server every other
days, format: (dd:hh:mm) . . Maximum length is 2 bytes.

Daylight Saving Default: off. It inactivate the Daylight Saving. When setting “On”, it would
activate it.

DST offset Choose the offset time, range is from -2 to +2.

DST Start Date Choose DST start date

DST End Date Choose DST end date

Submit [Button] Submit the change.

Reset [Button] Clear the change.

Operate Instruction
Step 1: On the main page, select [Network Setting—=>SNTP Setting], enter [SNTP Setting] page, after revising
all information (e.g. SNTP: on, Primary Server: 208.184.49.9, Secondary Server: time.windows.com, Time
Zone: GMT+08:00, Sync. Time: 00:12:00) (See Figure 1), then click [Submit].

SNTP Settings

You could set the SNTP servers in this page

SNTP: ®on Oof

Frimary Server 205.184.49.9

Secondary Server: tirne windows.com

Time Zone: omr [+ ¥ [10~ ][00 (hh:rm)

Syne. Time: 0 (12 HE (dd:hh:rarn)
(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by press [Save]. [Note Information] page will be seen which means saving successfully. And the
system will be restarted, please wait for a while.

Chapter 6. SIP Settings
Provides Service Domain, Port Settings, Code Settings, Codec ID Settings, DTMF Settings ,RPort Settings,
Stun Settings, Other Settings.
6.1 Profile(Service Domain) Settings
6.1.1 Function
Service Domain provides 3 entries information and status.
6.1.2 Instruction
Figure Service Domain Setting
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Service Domain Settings

“ou could set information of service domains in this page.

Realm 1 (Defawlt
Active COn @ OF

Display Mame

User Mame:

Register Mame

Register Password:

Domain Server:

Proxy Semer:

Outbound Proxy

Subscribe far kW O 0On @ Of
Status Mot Registerad

Realm2
Active O 0On ® Of

Dizplay Name
User Marme:
Register Mame
Register Password:
Domain Server:
Proxy Semer:
Outbound Proxy

Subscribe for kW ©0On @ 0Of
Status Mot Registerad

Active: Con @ of
Display MNarme:

User Marme:

Register Mame:

Register Password:

Domain Server

Proxy Serer:

Outbound Proxy:

Subseribe far MW ®on OO0of
Status: Mot Registered

Realm 1 (Default)

Default: Realm1. Please press “1*” and hang up the phone when transfer to
the 1% register number.

Active Default: OFF. When setting ON, register account will be active.
Display Name Display name. Can be numerals or strings. Maximum length: 31 bytes.
User Name Display user’s name. Can be numerals or strings. Maximum length: 31 bytes.

Register Name

Display Register’s name. Can be numerals or strings. Maximum length: 31
bytes.

Register Password

Please input register password, can be numerals or strings. Maximum length:
31 bytes.

Domain Server

Input Domain Server information. Can be IP Address or Domain Name.
Format: xxx.xxx.xxx.xxx ; Maximum length is 63 bytes. If special Port Address is
needed, please add it, e.g.: nat.voiptalk.org:5065

Proxy Server

Input Proxy Server information. Can be IP Address or Domain Name. Format:
XXX.XXX.XXX.XXX 5 Maximum length is 63 bytes. If special Port Address is needed,
please add it, e.g.: nat.voiptalk.org:5065

Outbound Proxy

Input Outbound Proxy information. Can be IP Address or Domain Name.
Format: xxx.xxx.xxx.xxx ; Maximum length is 63 bytes. If special Port Address is
needed, please add it, e.g.: nat.voiptalk.org:5065

Subscribe of MWI

Subscribe for MWI function
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Your Register SIP Proxy server must support this function.

Status Not Register (failed.) Register (Successfully.)

Realm 2 The 2™ register account. Please press “2*” and hang up the phone when
transfer to the 2™ register number.

Active Default: OFF. When setting ON, register account will be active.

Display Name Display name. Can be numerals or strings. Maximum length: 31 bytes.

User Name Display user’s name. Can be numerals or strings. Maximum length: 31 bytes.

Register Name

Display Register’s name. Can be numerals or strings. Maximum length: 31
bytes.

Register Password

Please input register password, can be numerals or strings. Maximum length:
31 bytes.

Domain Server

Input Domain Server information. Can be IP Address or Domain Name.
Format: xxx.xxx.xxx.xxx ; Maximum length is 63 bytes. If special Port Address is
needed, please add it, e.g.: nat.voiptalk.org:5065

Proxy Server

Input Proxy Server information. Can be IP Address or Domain Name. Format:
XXX.XXX.XXX. XXX ; Maximum length is 63 bytes. If special Port Address is needed,
please add it, e.g.: nat.voiptalk.org:5065

Outbound Proxy

Input Outbound Proxy information. Can be IP Address or Domain Name.
Format: xxx.xxx.xxx.xxx ; Maximum length is 63 bytes. If special Port Address is
needed, please add it, e.g.: nat.voiptalk.org:5065

Subscribe of MWI

Subscribe for MWI function
Your Register SIP Proxy server must support this function.

Status Not Register (failed.) Register (Successfully.)

Realm 3 The 3rd register account. Please press “3*” and hang up the phone when
transfer to the 3rd register number.

Active Default: OFF. When setting ON, register account will be active.

Display Name Display name. Can be numerals or strings. Maximum length: 31 bytes.

User Name Display user’s name. Can be numerals or strings. Maximum length: 31 bytes.

Register Name

Display Register’s name. Can be numerals or strings. Maximum length: 31
bytes.

Register Password

Please input register password, can be numerals or strings. Maximum length:
31 bytes.

Domain Server

Input Domain Server information. Can be IP Address or Domain Name.
Format: xxx.xxx.xxx.xxx ; Maximum length is 63 bytes. If special Port Address is
needed, please add it, e.g.: nat.voiptalk.org:5065

Proxy Server

Input Proxy Server information. Can be IP Address or Domain Name. Format:
XXX XXX.XXX.XXX 5 Maximum length is 63 bytes. If special Port Address is needed,
please add it, e.g.: nat.voiptalk.org:5065

Outbound Proxy

Input Outbound Proxy information. Can be IP Address or Domain Name.
Format: xxx.xxx.xxx.xxx ; Maximum length is 63 bytes. If special Port Address is
needed, please add it, e.g.: nat.voiptalk.org:5065

Subscribe of MWI

Subscribe for MWI function
Your Register SIP Proxy server must support this function.

Status

Not Register (failed.) Register (Successfully.)

Figure Service Domain Setting (2FXS only)
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Service Domain Settines Service Domain Settings

fou could set informatian of service domains in this page You could set information of service domains in this page
Phone No.: Phona 1 Phone No.: Phone 2 v

Realm 1 (Default) Realm 1 (Defauli)

Active: O 0n @0F Active: O 0n ®0f

Display Name: Display Mame:

User Name: User Name:

Register Mame:

Register Password:

Domain Server:

Proxy Server:

Outbound Praxy: |

Subscribe for M Con @O0

Register Mame:

Register Password:

Domain Server:

Proxy Server:

Outbound Praxy: I

Subscribe for M O on ®Oof

Status: Mot Registerad Status: Mot Registerad
Activa: C0on ®0f Activa: C0n @ 0f
Display Marne: Display Mame:

User Name: User Name:

Register Marme:
Register Password
Domain Server:
Proxy Server:

Outbound Proxy:

Register Mame:
Register Password
Domain Server:
Proxy Server:

Outbound Proxy:

Subscribe for Myl O 0n ®O0f Subscribe for Myl Con ®of
Status: Mot Registered Status: Mot Registered
Active Oon ®O0f Active: Oon ®off
Display Mame: Display Name:

User Name: User Name

Register Marne:
Register Password:
Domain Server
Proxy Server:

Cuthound Proxy:

Register Narme:
Register Password
Domain Server:
Proxy Server:

Outbound Prasy:

Subscribe far MW O 0on ®Of Subscribe for MyWl: O on ®Of
Status: Mot Registered Status Mot Registered
(Figure 2) (Figure 3)
Phone No Default: Phone 1. Please choose mode: Phone 1 or Phone 2.

Realm 1 (Default)

The 1st register account. Please press “1*” and hang up the phone when
transfer to the 1st register number.

Active Default: OFF. When setting ON, register account will be active.
Display Name Display name. Can be numerals or strings. Maximum length: 31 bytes.
User Name Display user’s name. Can be numerals or strings. Maximum length: 31 bytes.

Register Name

Display Register’s name. Can be numerals or strings. Maximum length: 31
bytes.

Register Password

Please input register password, can be numerals or strings. Maximum length:
31 bytes.

Domain Server

Input Domain Server information. Can be IP Address or Domain Name.
Format: xxx.xxx.xxx.xxx ; Maximum length is 63 bytes. If special Port Address is
needed, please add it, e.g.: nat.voiptalk.org:5065

Proxy Server

Input Proxy Server information. Can be IP Address or Domain Name. Format:
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XXX.XXX.XXX.XXX 5 Maximum length is 63 bytes. If special Port Address is needed,
please add it, e.g.: nat.voiptalk.org:5065

Outbound Proxy

Input Outbound Proxy information. Can be IP Address or Domain Name.
Format: xxx.xxx.xxx.xxx ; Maximum length is 63 bytes. If special Port Address is
needed, please add it, e.g.: nat.voiptalk.org:5065

Subscribe of MWI

Subscribe for MWI function
Your Register SIP Proxy server must support this function.

Status Not Register (failed.) Register (Successfully.)

Realm 2 The 2™ register account. Please press “2*” and hang up the phone when
transfer to the 2™ register number.

Active Default: OFF. When setting ON, register account will be active.

Display Name Display name. Can be numerals or strings. Maximum length: 31 bytes.

User Name Display user’s name. Can be numerals or strings. Maximum length: 31 bytes.

Register Name

Display Register’s name. Can be numerals or strings. Maximum length: 31
bytes.

Register Password

Please input register password, can be numerals or strings. Maximum length:
31 bytes.

Domain Server

Input Domain Server information. Can be IP Address or Domain Name.
Format: xxx.xxx.xxx.xxx ; Maximum length is 63 bytes. If special Port Address is
needed, please add it, e.g.: nat.voiptalk.org:5065

Proxy Server

Input Proxy Server information. Can be IP Address or Domain Name. Format:
XXX.XXX.XXX.XXX ; Maximum length is 63 bytes. If special Port Address is needed,
please add it, e.g.: nat.voiptalk.org:5065

Outbound Proxy

Input Outbound Proxy information. Can be IP Address or Domain Name.
Format: xxx.xxx.xxx.xxx ; Maximum length is 63 bytes. If special Port Address is
needed, please add it, e.g.: nat.voiptalk.org:5065

Subscribe of MWI

Subscribe for MWI function
Your Register SIP Proxy server must support this function.

Status Not Register (failed.) Register (Successfully.)

Realm 3 The 3rd register account. Please press “3*” and hang up the phone when
transfer to the 3rd register number.

Active Default: OFF. When setting ON, register account will be active.

Display Name Display name. Can be numerals or strings. Maximum length: 31 bytes.

User Name Display user’s name. Can be numerals or strings. Maximum length: 31 bytes.

Register Name

Display Register’s name. Can be numerals or strings. Maximum length: 31
bytes.

Register Password

Please input register password, can be numerals or strings. Maximum length:
31 bytes.

Domain Server

Input Domain Server information. Can be IP Address or Domain Name.
Format: xxx.xxx.xxx.xxx ; Maximum length is 63 bytes. If special Port Address is
needed, please add it, e.g.: nat.voiptalk.org:5065

Proxy Server

Input Proxy Server information. Can be IP Address or Domain Name. Format:
XXX.XXX.XXX.XXX 5 Maximum length is 63 bytes. If special Port Address is needed,
please add it, e.g.: nat.voiptalk.org:5065

Outbound Proxy

Input Outbound Proxy information. Can be IP Address or Domain Name.
Format: xxx.xxx.xxx.xxx ; Maximum length is 63 bytes. If special Port Address is
needed, please add it, e.g.: nat.voiptalk.org:5065

Subscribe of MWI

Subscribe for MWI function
Your Register SIP Proxy server must support this function.

Status

Not Register (failed.) Register (Successfully.)

6.1.3 Instruction

Example 1: Register SIP Proxy Port number: 5065
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Step 1: On the main page, select [SIP Settings=> Service Domain], enter [Service Domain Settings] page,
after revising the information (e.g.: Active: On > Display Name: 888641273 > User Name:
888641273 > Register Name: 888641273 > Register Password: 1234 > Domain Server: voiptalk.org >
Proxy Server: voiptalk.org » Outbound Proxy: nat.voiptalk.org:5065 > Subscribe of MWI: off) (See

Figure 1), then click [Submit].

Service Domain Settings

‘fou could set information of service domains in this page.

Realm 1 (Default)

Active:

Display MName:
User Marne:
Register Mame:
Register Passwaord:
Domain Server:
Proxy Server:
Outbound Prosxy:

Subscribe for MW
Status

®on OOof
888641273
[eagE41273
GE6641273
.......

voiptalk. org

.vmptalk. org
nat.voiptalk. org:5065

®on OO
Registered

(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the

changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

Step: 4: Back page [Service Domain Settings], and notice the register name (Figure 2), then click [Submit]

Service Domain Settings

You could set inforrmation of service domains in this page.

Realm 1 (Default)

Active:

Display MNarne:
User Name:
Register Mame:
Register Passwaord:
Daornain Server:
Proxy Serer:
Cutbound Proxy:

Subscribe for MWW
Status

Example 2: Start Subscribe for MWI

@on OOf
888641273
|psg641273
885641273
.......

vaiptalk. org
.vuiptalk. arg
nat.voiptalk.org:5065

®on OOf
Registered

(Figure 2)

Step 1: On the main page, select [SIP Settings=> Service Domain], enter [Service Domain Settings] page,
start Subscribe for MWI, (e.g.: Subscribe for MWI: on), then click [Submit] (Figure 3).
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Service Domain Settings

You could set information of service domaing in this page.

Realm 1 {Default)

Active ®0on OOoff

Display MName: |3E8641273 |
User Narne: |BBE641273 |
Register Mame: |3a8641273 |
Register Password i------ |
Darnain Server voiptalk. org |
Proxy Server: lvmptalk.org |
Cutbound Proxy: Enat.voipta\k.org:SDES |
Subscribe for MW O on ®of

Status: Mot Registered

Active ®on OOoff

Display Marme: EQDDDDDDSm |
User Marme: 9000000310 |
Register Mame: EQDDDDDDSm |
Register Password |sssssnssss |
Damain Server isip peercall.com |
Proxy Server: |sip.peercall.com |
Outbound Proxy: isip peercall.com |
Subscribe for MW ®0n; Ooff

Status: Mot Registered

(Figure 3)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

Step: 4. After rebooting the system, and call to another equipment, please check the [Ethereal] and
[Request: Subscrlbe] information (Figure 4).

Elle Eadt Mew Go Capure Analze Stanstics Hep

B ol @8 Res2F L EE Qo EVNE X @

Eiitar | = Exprassion. Claar Apply

Ho.. | Time Saurce Crestination Totec Info

1 0.000000 I10.62.349.23 - REgUEST: REGISTER 31p:il0,
ks (23

BOUBST Iﬂ"[!‘l’ #1p12718210. 62, 149. 27 1 50801 TRANTROFT=LDF
4 e sTatus: 200
189, 204 4 SIF REQUESTE MOTIFY SHpi2310210. 82.149. 22 1 5060; TransportsUDs
4 4 & 51 Status: 100 oK
+ 4 e REQUEST: HOTIFY $1pI2216210. 62,149, 221 50607 Transport=unk
210, 62249, 852, 149,61 IIp . STatusr 200 0K
0.82.24%, €1 10, 62249, SIP REGUEST: WOTIFY $pi2Z10210, 62,249 22:5060; Lranspor T=uop
10.67, 148, 2 10.62,149. 61 L2 lt“w 00 ok
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source port: 3060 (50601
Destination peee: 5060 (50801
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sthads SUD:
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Message seardor
HETTY

LQ/UDE 210,632,149, 27 1 5060: Branzh-20hGAbK #1802 304 77T T8 PROFT
[

18710, 62, 149,81
A9, Bl Lage211d2094
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(Figure 4)

6.2 Port Settings (SIP and RTP Setting)

6.2.1 Function

Port Settings provide SIP and RTP port number information.

6.2.2 Instruction

Figure Port Setting
Port Settings
You could setthe port number in this page.
SIP Port: ISDED {0~B5533) (Set 0 for auto, range as bellow)
RTF Part: IEDDDD {0~B5533) (Set O for auto, range as bellow)
SIP Port Range: |1DDDD ~|10999 1024-~-40000)
RTF Port Range: IQDDDD ~|21999 1024~40000)
Submit|  Reset |
SIP Port Default: 5060; display the SIP number information. Only numerals are
accepted. Data range: (10~65533). Maximum length: 5 bytes.
RTP Port Default: 60000; display the RTP number information. Only numerals are

accepted. Data range: (10~65533). Maximum length: 5 bytes.

SIP Port Range

Enter SIP Port Range, from 1024 to 40000

RTP Port Range

Enter RTP Port Range, from 1024 to 40000

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.

Figure

(Figure 1)

Port Setting (2FXS only)

Port Settings

You could set the port number in this page.

SIP Port of Phonel: 5060 | (10~B5533)
RTP Port of Phonel: B0000 (10~65533)
SIF Port of Phone2: ;5052 (10~65533)
RTF Part of PhoneZ: B0100 (10~65533)
Subrrit

SIP Port of Phonel

Default: 5060; Display the SIP Port of Phone 1. Only numerals are accepted,
data range (10~65533). Maximum length: 5 bytes.

RTP Port of Phonel

Default: 60000; Display the RTP Port of Phone 1. Only numerals are accepted,
data range (10~65533). Maximum length: 5 bytes.

SIP Port of Phon2

Default: 5062; Display the SIP Port of Phone 2. Only numerals are accepted,
data range (10~65533). Maximum length: 5 bytes.

RTP Port of Phon2

Default: 60100; Display the RTP Port of Phone 2. Only numerals are accepted,
data range (10~65533). Maximum length: 5 bytes.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.
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6.2.3 Operate Instruction
Step 1: On the main page, select [SIP Settings=> Port Settings], enter [Port Settings] page, after revising the
information (e.g.: SIP Port: 5060  RTP Port: 6000) (See Figure 1) then click [Submit].

Port Settings

You could set the part number in this page.

SPPot  [50B0 | (10~65533)
RTP Port.  [6000 | (10~m5533)

(Figure 1)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

6.3 Codec Settings
6.3.1 Function

Code Settings provide Codec priority, RTP Packet Length, Voice VAD function..iLBC and G.723 cannot
exist at the same time.
6.3.2 Instruction
Figure Codec ID Setting
Codec Settings

You could set the codec settings in this page

Codec Priority

Codec Priority 1: |G arlaw v |
Codec Prionty 2: G?11 |.|-I'a|1.|}'v_-E
Codec Priarity 3: (-3?29 i “V:f
Codec Priarity 4: iLEC v
Codec Priarity 5: G?QB 16 v
Codsc Prioity B [Gra6-24 %]
Codec Priarity 7 G72H-32 v
Codec Priarity B: | G726 - 40 (v
Codec Priarty 9: 'GSM v

RTP Packet Langth

G711 8 G725 |40 ms v |
ILBC: (30 ms ¥

Waice WD @0n O of
Codec Priority Set the Codec Priority.
Codec Priority 1 Default: G.711 a-law; Codec Priority 1. Provides No used, G.711u-law >
G.711a-law > G.279 > G.726-16 > G.726-24 > G.726—-32 > G.726—-40 » GSM mode.
Codec Priority 2 Default: G.711u-law; Codec Priority 2.
Codec Priority 3 Default: G729 ; Codec Priority 3.
Codec Priority 4 Default: iLBC ; Codec Priority 4.
Codec Priority 5 Default: G.726-16 ; Codec Priority 5.
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Codec Priority 6

Default: G.726-24 ; Codec Priority 6.

Codec Priority 7

Default: G.726-32 ; Codec Priority 7.

Codec Priority 8

Default: G.726-40 ; Codec Priority 8.

Codec Priority 9

Default: GSM ; Codec Priority 9.

RTP Packet Length

Provides RTP Packet Length information.

G.711 & G.729 Default: 40 ms ; G.711 & G.729 Packet length. Provides 10ms > 20ms > 30ms >
40ms > 50ms > 60ms > 70ms > 80ms > 90ms mode.

G.723 Default: 30 ms ; G.723 Packet Length. Provides 30ms > 60ms > 90ms mode.

G.723 5.3K Provide G.723 5.3K information.

Voice VAD Default: Off ; G.723 5.3K function. When setting ON, 5.3K function will be
active. Provides ON and OFF mode.

Voice VAD Provide Voice VAD information.

Voice VAD Default: OFF. When setting ON, (Voice Active Detection. VAD) will be active,

provides ON and OFF mode.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.

Figure Codec ID Setting (iLBC only)

Codec Settings

You could set the codec settings in this page

Codec Priority

Codec Priority 1: |G arlaw v |
Codec Priority 2: G?11 ulaw v |
Codec Priarity 3: (3?29 .V_f
Codec Priarity 4: iLEC v
Codec Priarity 5: G?QB B v
Codec Prioiity B: [G726-24 ]
Codec Priority 7 G726-32 |¥|
Codec Priarity B: G726 - 40w
Codec Priarty 9: 55 by

RTP Packet Langth

G711 8 G725 |40 ms v |
iLBC: (30 ms ]
“oice WAD: @R Qof

Codec Priority

Provide the Codec Priority.

Codec Priority 1

Default: G.711 a-law ; Codec Priority 1. Provides No used ° G.711u-law >
G.711a-law > GSM > G.279 > G.726-16 > G.726-24 > G.726—-32 > G.726—40 > iLBC
mode.

Codec Priority 2

Default: G.711u-law ; Codec Priority 2.

Codec Priority 3

Default: G.729 ; Codec Priority 3.

Codec Priority 4

Default: ; iLBC ;Codec Priority 4.

Codec Priority 5

Default: G.726-16 ; Codec Priority 5.

Codec Priority 6

Default: G.726-24 ; Codec Priority 6.

Codec Priority 7

Default: G.726-32 ; Codec Priority 7.

Codec Priority 8

Default: G.726-40 ; Codec Priority 8.

Codec Priority 9

Default:GSM ; Codec Priority 9.

RTP Packet Length

Provides RTP Packet Length information.

G.711 & G.729

Default: 40 ms ; G.711 & G.729 Packet Length .Provides 10ms > 20ms > 30ms >
40ms > 50ms > 60ms > 70ms > 80ms > 90ms mode.
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iLBC Default: 30 ms ; iLBC Packet Length; provides 20ms and 30ms mode.

Voice VAD Provide Voice VAD information.

Voice VAD Default: OFF. When setting ON, (Voice Active Detection. VAD) will be active,
provides ON and OFF mode.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

6.3.3 Operate Instruction
Step 1: On the main page, select [SIP Settings—> Code Settings], enter [Code Settings] page, after revising
the information (e.g.: Codec Priority 1: G.711a-law Priority2: G.711u-law Priority 3: G.729 Priority
4:iLBC> Priority 5: G.726-16> Priority 6: G.726-24 > Priority 7: G.726 32> Priority 8: G.726 40> Priority
9: GSM > G.711 & G.279: 40ms > iLBC: 30ms > Voice VAD: on) (See Figure 1), click [Submit].
Codec Settings

You could set the codec seftings in this page

Codec Priority

Codec Priority 1: [ G711 a-law + |
Codec Prionity 2: :é.?ﬂ ulaw v |
Codee Priority 3: [G 729 .V_f
Codec Priority 4: iLEC v
Codec Priority 5: G?‘QS 5 v
Godec Prioiity B: [c726-24 ]
C:odec Priotity 7 G726 -32 v
Codec Priority B: G736 - 40 b
Godec Priofity 9: G5M vl

RTP Packet Langth

G711 &GS [40 ms %

ILBC: 30 ms

Woice WAD: ®ion Qof
(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

Step 4: After rebooting, and call to equipment, the new Codec mode will be adopted.

6.4 Codec ID Settings
6.4.1 Function
Codec ID Setting provides G726 » RFC2833 > iLBC etc. Type ID information.

6.4.2 Instruction
Figure Codec ID Setting
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Codec ID Setting

‘fou could set the value of Codec |D in this page.

CodecType D [DefaultValue |
G72B-16 D 23 (95~255) 23
G726-24 D 22 (95~255) 2
G726-32 D 2 [95~2585) 2
G726-40 ID: 21 (95~255) 21
RFC 2833 ID: 101 {95~255) 101
Codec Type Display the value of Codec ID information. Provides G726-16 » G726-24 -
G726-32 > G726-40 > RFC2833 > iLBC information.
G726-16 ID Display G726-16 ID information.
ID Display the current ID: 23. When changing the ID, please close (Defaul Value)
column. Only numerals are accepted. Data range (95~255). Maximum length:
3 bytes.
Default Value 23.
G726-24 1D Display G726-24 information.
ID Default: 22. Only numerals are accepted. Data range (95~255). Maximum

length: 3 bytes.

Default Value

97.

G726-32 1D

Display G726-32 information.

ID

Default: 2. Only numerals are accepted. Data range (95~255). Maximum
length: 3 bytes.

Default Value

23.

G726-40 1D

Display G726-40 information.

ID

Default: 21. Only numerals are accepted. Data range (95~255). Maximum
length: 3 bytes.

Default Value

21.

RFC 2833 ID

Display RFC 2833 information.

ID

Default: 101. Only numerals are accepted. Data range (95~255). Maximum
length: 3 bytes.

Default Value

101.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.

Figure Codec ID Setting (iLBC only)

Codec ID Setting
You could set the value of Codec 1D in this page.
CodecType _Jo__ [DefauliValue |
G726-16 |D: 23 (95~255) 23
G726-24 1D: 22 (95~2585) 22
G726-32 10 2 {95~255) 2
G726-40 1D: 21 [95~2585) 21
RFC 2833 1D: 101 (95~265) 101
iLBC ID: 97 (95~255) 97

Codec Type Display the value of Codec ID information. Provides G726-16 > G726-24 -
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G726-32 > G726-40 > RFC2833 > iLBC information.

G726-16 ID Display G726-16 ID information.

ID Display the current ID: 23. When changing the ID, please close (Defaul Value)
column. Only numerals are accepted. Data range (95~255). Maximum length:
3 bytes.

Default Value 23.

G726-24 1D Display G726-24 information.

ID Default: 22. Only numerals are accepted. Data range (95~255). Maximum
length: 3 bytes.

Default Value 97.

G726-32 1D Display G726-32 information.

ID Default: 2. Only numerals are accepted. Data range (95~255). Maximum
length: 3 bytes.

Default Value 23.

G726-40 1D Display G726-40 information.

ID Default: 21. Only numerals are accepted. Data range (95~255). Maximum
length: 3 bytes.

Default Value 21.

RFC 2833 ID Display RFC 2833 information.

ID Default: 101. Only numerals are accepted. Data range (95~255). Maximum
length: 3 bytes.

Default Value 101.

iLBCID Display iLBC information.

ID Default: 97. Only numerals are accepted. Data range (95~255). Maximum
length: 3 bytes.

Default Value 97.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

6.4.3 Operate Instruction
Step 1: On the main page, select [SIP Settings=> Codec ID Settings], enter [Codec ID Settings] page, after
revising the information (e.g.: RFC 2833 ID Default Value: Disable > ID: 96) (See Figure 1) click
[Submit].

Codec ID Setting

You could set the value of Codec ID in this page.

Codec Type i [Default Value
G726-16 1D 23 (95~255) 23
72524 | 2 {95~255) 2
G725-32 I 2 {95~255) 2

G725-40 1D 21 {95~255) 21

RFC 2633 ID: % | 5-2s) T

iLBC ID: e (95~255) 97

(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.
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6.5 DTMF Settings

6.5.1 Function
DTMF Setting provides three kinds of DTMF modes: RFC2833 > In Band DTFM » Send DTMF SIP Info.

6.5.2 Instruction
Figure DTMF Setting

DTMF Setting

You could set the DTWF setting in this page.
@ RFC 2833

O Inband DTMF
O Send DTMF SIP Info

RFC2833 Default: RFC 2833 ; Transfer DTMF mode information. Provides RFC2833.
In band DTMF Transfer DTMF mode information. Provides In Band.

Send DTMF SIP Info Transfer DTMF mode information. Provides SIP Info.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

6.5.3 Operate Instruction

Examplel: RFC2833
Step 1: On the main page, select [SIP Settings—> DTMF Settings], enter [DTMF Setting] page, after revising

the information (e.g.: RFC2833) (See Figure 1), click [Submit].
DTMF Setting

You could set the DTWF setting in this page.

®RFC 2833
O Inband DTMF
O Send DTMF SIP Info

(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

Step: 4 After rebooting, call to another equipment, and press DTMF (e.g.:222); please check [Ethereal]
Packet and [RTP EV » Payload Type=RTP Event > DTMF xx] column (See Figure 2)
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@& (Ungitled) - Ethereal

File Edit View Go Caphwe Anahze Stalistics Help

BEgies ol xawd Re+2F L EE QQAQ0 daVMEBEX B

Eiter | = Expression.. Clear Apply
Mo . Time Source Diestination Tatoco, nfo =
LTI FLEOLIT  ATELAUD. LW ATELAUO LG i FRY LU LYRERLIUTE L FLL PR, SIRLSLOPOUEVO0W, JEYRSTLE, | IlEeL ey
204 0, 537585 102.1€8.1.2 192.1668.1.208 RTP Payload type=ITU-T G.71l PCMA, SSAC-2430327467, Seq-16314, Time=1037467
295 6.547762  197.168.1.206 167.168.1.7 BTP  Payload TypasITU=T G.711 PCMA, SSRCsZRSROZGHRD, SAG=W1R, Time=19600
206 152 2] 2} ¢ ic ¥ K Fd
297 9. 360! 192,168.1. 182.1 06 ay LypEs=RTF Ev OTMF Two 2
298 9.561070  192.168.1 192.168.1. 206 RTP EV Payload TypE=RTP Evel FTwo 2
29% G.3E11R6  197.165.1 167.168.1. 206 ETR BV Payload TipesRTP Fusnt, DTME Twn I
500 9. 961281 192.168.1 192,188,1, 206 RTP BV Payload TypesRTP Event, DTMF Two 2
301 9.361316 192.168.1 192.1 208 RTP EV Payload type=RTP Event, DTMF Two 2
302 9.561426 192.148.1 162.1 208 BTP EV Payload TypE«RTP EVENT, DTMF Twn 2
303 6561530 192.168.1 162.1 206 RTP EV Payload Type=RTP Event, DTME Two 2 (end
304 9,561634  192,168.1 192,166.1. 206 ETP BV Payload Type=RTR Dvent, Twt 2 Lend)
305 9.561742  102.168.1 162.168.1.208 ATP BV Payload type=ATP Gvent. OTMF Two 2 (end)
306 9.570028  192.168.1.206 192.168.1.2 RIP Payload TypEsITU-T G.711 PCMA, SSRC=2B856626880, SEqs019, T1 .
[] Reserved bit: WO set

Don't fragmant: Not et
..0. = More fragments: NOr set
Fragment of fset: 0
Time to Tve: 61
Frotocol: UbR (0x1)
Header checksum: DxFesE [correct]
[Good: True]
[Bad : False]
Source: 162.168.1.2 (192.168.1.2)
pestination: 192.168.1.206 (192.168.1.206)
2 USr DATAGram Protocol, SFC POFT: 60000 (600000, DST POFTD 60000 (600007
Source port: 60000 (600000
pestination port: 60000 (60000)
Length: 24
checksum: xcbdS [correct]
Rgal-Time Transport Protoco]
= [Stream setup by SOP CFrame 230]
& frame-

[Sezup frame: 23]
[Setup Method: soP]

1¢.. = version: RFC 1889 version (2)
0. = Padding: False
<0 = Extensfon: False

«. 0000 = coneributing source fdentifiers court: O
Yriaionid = Marker: True

payload type: telephone-svent (101)

Sequence number: 16325

Timestamp: 4937627

synchronization Source fdemcifier: 2430327467
RFC 2833 ATP Event

= £nd of Event: ralse

0. ... o Aeserved: False

ool G000 = volume: 16

gvent puration: O

OG0 00 O¢ 43 90 01 59 00 O¢ OB 05 J¢ 3a 08 EXEED
o010 00 ¢ 02 31 00 00 3d 11 6 5F <O 38 01 OF <0 3B
{0l 01 ce ea 60 ea G0 00 18 <b dS B0 e5 if oS 00 d4b
0030 57 ob O1 &5 2e FF M 10 00 O 00 OO

Event ID {fpevenlevent_id), 1 byte [9 3900, 390 W 0 Crops. 0

(Figure 2)

Example2: InBand DTMF

Step 1: On the main page, select [SIP Settings—> DTMF Settings], enter [DTMF Setting] page, after revising
the information (e.g.: InBand DTMF) (See Figure 3), click [Submit].

DTMF Setting

You could set the DTMF setting in this page

ORFC 2533
@ Inband DTMF
O Send DTMF SIP Info

(Figure 3)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while

Step 4: After rebooting, call to another equipment, press DTMF (e.g.: 222); please check [Ethereal] Packet;
because of [In-Band] mode, nothing will be found in the Packet (Figure 4).

60/114



@ (Unpitled) - Ethereal
File Edit View Go Caphwe Anahze Stalistics Help

BEgee ol el Qe+soF L BE QA EaVEX @

Eilter: [psddr==192 16812 - Ewpression.. Clear Apply
Mo_.  Time Source Dastination ‘rotoco. Info =
02 6.BZULS3  192,168.1.206 192.168.1. AT Payload G.711 PcMa, 02853, Seq=935, Times22560
03 6. 837521 192.168.1., 102.168.1.206 RTP Payload !MM-!TU-T G.T11 POMA, SERCSR44063B4BB, Seq=16332, Time=2040347
04 6. B49123 192 1.206 1 168.1 RTP Dlylolﬂ Type=ITU-T G.711 PCMA, SSRC, B 5-1-930 T|ml-\?i‘720
05 .ii?”i 192 1 166.1. 206 RTE ayload G711 PoMA, 7
06 6. BEYL 152 1206 168,1 RTP nﬂua TYPE=ITU-T G.711 PCMA, SSAC=3IFL0L07853, Seq=937, Timew?,
o7 J??!M 9 1 188.1.208 RTR Payload TypesITU-T G.711 PCMA, SERCR44063B4BB, Seq-18334, T|M494060?
08 6. B 192 1.206 1 1 RTP Payload Type=1TU-T G.711 PCMA, SSRC Slq-ﬂ!ﬂ ‘|‘|w!-\230ﬂ3 3
0 .iO?SlS 19 1 166.1. 206 RTP Payload G. 711 PcHA, 5. G217
10 &, 90" 19 1.206 1 1 1 RTP rayload 3711 PCMA, Seqe939, T
11 -T.I.?!z; A2 A6H 1 1 1.208 RTP Payload CypesITU=T G. 1l PCMA, SSAC BE, B350, Timess9d0987
312 6,97801% 192.168.1. 206 1%2.168.1 RTR Payload typesITU-T G.T11 PCMA. SSRC: 3, Seq=nd0, T|ml-2”l"0
13 6.017682 192 1 162.168.1 RTE. Joad Type=1TU-T G.711 PCMA, S5§ 4 BB, Ilm?
14 6. BAULIS 1% 1.306 i 168.1 RTP Payload TypesITU=T G.711 PCMA, Eageal, T4
15 B.937317 1 o1 192.168.1. 206 RTP Payload TypEsITU-T G, 711 PCMA, SSRC ﬂmu 1307
316 6. 965101 182 1,206 192.158.1 RTF Payload type=ITU-T G.T11 FOMA, SSRC. . SeqeRdl. T
317 6.077560 192 1 L 168.1. 206 RTP Payl T G.711 PCMA, SSR Seq=16330, Time-4041467
318 6. 9RUL3T 192 1,206 1%2,168.1 RTR Payload 3. 711 PCHA, Feq-G43, T B
519 6.997340 192.168.1. 192,168.1. 208 RTP Payload TypesITU-T G.711 PCMA, SSRC 288, Timesaaal1627
= 50 192.168.1.206 152,168.1 RTF Payload type=ITU-T G.T11 PCMA, SSRC3S10402653. Seqefdd, Time=24000
21 7.017587 192.168.1.2 102.166.1. 206 RTP. Toad T G. 711 PCMA, SSRC-24 5 B4 g-16 Time=4041767
23 701927 192.168.1. 206 18I 16K. 1. RTP. Payload . 711 pcMa, Seqes, TH
25 7.057513 192.188.1. 192,168.1.208 RTP Payload TypesITU-T G, 711 PCMA. SSAC Timpeata15ar
24 7. 045089 192.168.1.206 152,168.1 RTP Payload © T G.T11 PCMA,  S5AC Seq=pde, T
25 7.057540 192 1 102.166.1.206 RTE eayload T G. 711 PCMA, q-18 Eal o7
PR S 1% 1.206 1 1ER.1 RTP Payload TypesITU-T G.711 BCMA, EaneWL7, T
2T 707700 1 1 1 16E.1. 208 RTP Payload TypesITU-T G.711 PCMA, SSACH T
320 7. 089083 X 1.206 192,168.1 RTP Payload TypesITU-T G.T11 PCMA, 5S8C B33, Seq=tdB, Time=24540
329 7.007520 1% 1 1 1206 RTE Ply‘load TyPE=ITU-T G.711 PCMA, S5A 4GS, Seq-16345, T4 27
330 7.106106 192.168.1. 206 1 168.1 RTR Payloa §.711 PcHA, Seqewu, T
331 7.217739 192,168.1. 1 16E.1. 208 RTP Payload EMIIT“-T G 711 PCMA, SSRC SEqel6546, Timeedhd2 87
332 7.125074 192.168.1.206 152,168.1 RTP Pavioad tvoe=ITU-T G.T11 PCMA, SSAC 3. Seq=050, Time=24560 4
TiFTEF T arnthRe I FaA e -
Caprure Lengeh: 214 byres
[Protocols in frame: eth:iprudporop]
= Ethernet I1, Src: 192.168.1.2 (00:0e:gb: o DSTD 192.108.1.200 (00:0e:d3i#0:01:59)
=->l.lnnl.lun $2.168.1.206 (00:0e &)
SOUFCAT Lu. {ud. 1. & (WUtURTROIUS LeCE
18 fi
i !nWrn:.t Protocol, Sra 192,168.1.2 (192.158.1.2). Dst: 192.168.1.206 (192.168.1.208)
versdon:
Header Fem;tn 20 byres
5 pifferent fated Services Field: Oxa0 (pSCP Ox28: Class Selector 33 ECN: Ox00)
1010 00, = pifferentlated services cCodepoint: Class Selector § (Ux28)
s 0 = ECH-Capable Transport (ECT):
....... 0 = ECN-CE: O
Toral Lengeh: 200
tdent iffcation: oxooia C98)
= Flags: 0wl
0., = Reserved bit: Not set
0., = Don't fragment: Mot set -
OO0 00 O¢ 43 90 01 59 00 Ok Ob 05 o< 33 08 00 45 a0 -~
mu 00 <8 00 <a uawmn 8 2a aaumm’m aw
0l ce ea a 60 00 b4 87 35 80 88 3T 5 4
030 17 db w1 ?9 ! 38 50' s¢ 51 51 56 5? 54 54 55 d5
04005656‘0?6?6?6?6‘ 6‘6‘6&0&6‘&6565 2
Fibe "CADOCUME -1jase)LOCALE~11Te1 EP 1582 0 1588 M. 0 Drops. 0

(Figure 4)

Example3: Send DTMF SIP Info
Step 1: On the main page, select [SIP Settings—>DTMF Settings], enter [DTMF Setting] page, after revising
the information (e.g.: Send DTMF SIP info) (See Figure 5), click [Submit].

DTMF Setting

You could set the DTMF setting in this page.

(ORFC 2833
O Inband DTMF

(Figure 5)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while

Step 4: After rebooting, call to another equipment, and press DTMF (e.g.:111); please check [Ethereal]
Packet and [SIP » Request: INFO SIP: xxxx] column (See Figure 6)
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File Edit View Go Caphwe Anahre Stalistics Help

BEgee ol el Re+o2F 2 EE QA0 EVEX @

Eilter: [psddr==192 16812 - Ewpression.. Clear Apply
Mo . Time Source Ciastination ‘rotoco. Info =
365.6,221024  192.168.1.206 192.168:1.2 RTP Payload Seq=987, TH G
366 6.230530  192,168.1.2 192.188.1.3 Syslog USER. DEBUG: 2007 oz-:l.:. Tonis OII.I.Wk [T
% 192, .2 = 03 USER =11 1 :n:_md 7
369 8.245391  192.168.1.206 Payload :wr-tw T G.711 PCMA, SSRC=BIG140961, Saq
370 6.267414  192.148.1.206 RTI Payload typesITU-T G.711 PCMA, sm:-!!mom m-ou by 3
-~

=TT UYUT
O... = Reserved bit: wot sex

.0,, = Don't fragment: WOt set
«+U. = More fragments: NoT set

Fragment offset: O

Time to lve: &1

erotocol: woe (0dl)

hecksum; OxF37a [correct]

-2 (192.168.1.
: 192 166.1. 206 (192 166.1. 2067
= User Datagrem Protocol, Src Port: 5060 (5060). Ost Porti 3060 (50400
Source port: 5060 (5060)
vestination pore: S060 (5060)
Length: 458
checkeum: OxRl4d [correct]
= session Iniriarion Protocol
Request-Line: INFO Sipi22068192.168.1.206:50680 SIP/2.0
Method: INFQ
[Resent Packer: False]
5 Message Header
Ual 1P/2.0/u0P 192.168.1,2:5060; rport; branch=-20hGdbrlfazdifed?
@ From: «sip:07020653000192,168.1,2:5060>; 1ag=A3e9856c
SIP from sddress: £ipiOTO206U3000102.168.1, 715060
SIP Tag! G3E0656C
= To: «sipsuseipglo2,168.1, 206110
31F to address: sipiuselpoldz.
5IP tag: 03ellalf
call-r H07291fer37ha S0ahLACE SCHCTORINLEZ 168, 1. 2
= Contact: <s1p:07020603006102,168,1. 2: 5060
& Contact Binding: «sip: 070"0693(}':@&9" 168 1.2:5060>
= URT: <£9p:07070GUI00OIG. 16,1, 71506
SIP contact address: sip: 0;0?069300&.\93 168.1.215060
cseq: B12 INFO
subject: CM-INFO
Content-Type: application/dimf-relay
nt: cMSk (7020700
Length: 24

3 M bod,
burat fon=250%\n -

O3e1zalf
w1206

0140 79 0d Oa 55 73 65 72 2d 41 67 65 Ge T4 33 20 43 y..user mguull.: =
01bg  4d 35 4b 20 20 2B 57 50 32 30 37 50 29 od 0a 43 Mk (ro 2070)..C

flct 6F 6o 74 65 68 74 2d 4C 65 60 67 74 68 33 20 32 ont L

1d0 34 0d 03 0d 04 a4,
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[ !ﬂ!D mw DDmns [

(Figure 6)

6.6 RPort Settings
6.6.1 Function
RPort Setting provides RPort Setting.

6.6.2 Instruction
Figure RPort Setting

RPort Setting

You could enable/disable the RPort setting in this page.

RPort: ®on O Oof

RPort Default: On. When setting ON, RPort settings will be active. Provides ON and
OFF modes

Submit [Button] Submit the change.

Reset [Button] Clear the change.

Figure RPort Setting (2FXS only)
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RPort Setting

You could enablefdisable the RPort setting in this page.

RPart of Phanel ®on QOf
RPart of Phone2 ®0n OOf

RPort of Phone 1 Default: On. When setting ON, RPort settings will be active. Provides ON and
OFF modes

RPort of Phone 2 Default: On. When setting ON, RPort settings will be active. Provides ON and
OFF modes

Submit [Button] Submit the change.

Reset [Button] Clear the change.

6.6.3 Operate Instruction
Step 1: On the main page, select [SIP Settings=> RPort Settings], enter [RPort Setting] page, after revising the
information (e.g.: RPort: on) (See Figure 1), click [Submit].

RPort Setting

You could enable/disable the RPort setting in this page.

RPort: ®@on OOof

(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while

Step: 4 After rebooting, and call to another equipment, please check [Ethereal] Packet and [Message Hearer]
which tag with “received” and “rport” in “Via” column, that is used for recording IP Address and Port
Number (See Figure 2).

[® (Untithed) - Ethereal
Eile Edt Wi re Anshze Sladstics Help
e R a8 Re»oF L BE Qaad GaVME X B

Eier [sn = Expression . Clear Appy

MNo.-

me Source Destination Totoco: Info
000000 B1.43.308.71 19,1681, 31 518 STatus: 407 Proxy Authentication seguired
90 192.184.1.21 L nen SIP  ARGUEST! ACK S1pIZI00861.62.700.71
192 2 SIP/50 B 51p: PT0G061, 67, 206, FL. wITh sesyion description

IMITE 51012100061, 118,170, 167115460, with Se5s
183 sesslon Progress. with session description
stp sravus: 100 Trying
ste szatust 180 Ringing

Request: REGISTEN 3p141,62.230.71
STatust 100 Trying (1 bindingsy
Statust 401 Unauthorized €L Dindings) -

4
"
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(Figure 2)

6.7 STUN Settings
6.7.1 Function
STUN Settings could set the IP of STUN Server information.
6.7.2 Instruction
Figure STUN Setting

STUN Setting

You could setthe IP of STUM server in this page.

STUN: Con *of

STUN Server: Jstun.sten.cam

STUN Port: [Fa7a (so~as538)

Force Public IP: Con ™o

Public IP addrass: |

Port: [E060 (sn-as538)

Submitl Resetl
STUN Default: Off. When setting ON, STUN will be active.
STUN Server Default: stun.xten.com ; Can be IP Address or Domain Name. Format:
XXX XXX XXX.XXX 5 Maximum length: 63 bytes.

STUN Port Default: 3478 ; Data range: (1024~65535) ; Maximum length: 5 bytes.
Force Public IP Default: Off. When setting ON, Force Public IP would be active.
Public IP address Enter Public IP address
Port Enter IP Address or Domain Name of Port. Maximum length: 63 bytes.
Submit [Button] Submit the change.
Reset [Button] Clear the change.

6.7.3 Operate Instruction
Step 1: On the main page, select [SIP settings.=> STUN Settings], enter [STUN Setting] page, after revising
the information (e.g.: STUN: On> STUN Server: stun.xten.com > SUTN Port: 3478) (See Figure 1), click
[Submit].

STUN Setting

You could setthe IP of STUMN server in this page.

STUN: Con & of
STUM Server: Jstunden.com
STUMN Port: I34T8 (B0~65535)
Force Public IP: Con *or

Public IP address: |

Fort: ISEIEEI (A0~65535)

Submit| Reset|
(Figure 1)
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Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while

Step 4: Please check [Ethereal] Packet, information that sent to STUN Server will be seen (See Figure 2)

(@ Inicl(R) PROAO00 MT Mobile Connection (Microsoft's Packer Scheduler) : Capturing - Ethercal

Eile Edit Yiew Go Caplure Analze Jtalistics Help

Seded R @8 ResoFL2EE acafl @VMEX B

Eiter: [stun = Expression.. Clear Apply
Mo . Tirwe Sowee De o0 rotoco Info £
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6.8 Other Settings
6.8.1 Function
Other Settings provide t
Time » Use DNS SRV etc..
6.8.2 Instruction

(Figure 2)

he application that is related with SIP, including Hold by RFC > QoS > SIP Expire

Figure Other Setting

Other Settings

You could set other settings in this page.

Hald by RFC: Con ®of
Yoice QoS (DiftSer: [40 | (0~63)
SIP QoS (DiffSeny: [0 | (0~63)

SIP Expire Time: [ &0 |(30~86400 sec)

Use DNS SRV Con @of

(Figure 1)

Hold by RFC

Default: Off. When setting ON, Hold by RFC function will be active. Provides
ON and OFF mode.

Voice QoS (Diff-Serv)

Default: 40; Only numerals are accepted. Data range: (0~63). Maximum length
is 2 bytes.

SIP QoS (Diff-Serv)

Default: 40 ; Only numerals are accepted. Data range: (0~63). Maximum length
is 2 bytes.
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SIP Expire Time

Default: 60 ; Only numerals are accepted. Data range: (30~86400 sec).
Maximum length is 5 bytes.

Use DNS SRV

When setting ON, DNS SRV will be used to search host information. Provides
ON and OFF mode.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.

Figure

Other Setting (2FXS only)

Other Settings

You could set other settings in this page.

Hold by RFC of Phanet: Qon @OfF

Hold by RFC of Phone2: Qon ®0f

Voice QoS (Dif-Ser): |40 | 0-63)

SIP QoS (DiffSen: [0 ps3

SIP Expire Time: _BD [15~85400 sec)
(Figure 2)

Hold by RFC of

Default: Off. When setting ON, Hold by RFC of phone 1 will be active. Provides

Phonel ON and OFF modes.
Hold by RFC of Default: Off. When setting ON, Hold by RFC of phone 2 will be active. Provides
Phone2 ON and OFF modes.

Voice QoS (Diff-Serv)

Default: 40 ; Only numerals are accepted. Data range: (0~63). Maximum length
is 2 bytes.

SIP QoS (Diff-Serv)

Default: 40 ; Only numerals are accepted. Data range: (0~63). Maximum length
is 2 bytes.

SIP Expire Time

Default: 60 ; Only numerals are accepted. Data range: (15~86400 sec).
Maximum length is 5 bytes.

Use DNS SRV

When setting ON, DNS SRV will be used to search host information. Provides
ON and OFF mode.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.

6.8.3 Operate Instruction

Examplel: Start Hold by RFC
Step 1: On the main page, select [SIP Settings—> Other Settings], enter [Other Settings] page, after revising

the information (e.g.: Hold by RFC: on) (See Figure 1), click [Submit].

Other Settings

You could set other settings in this page.

Hald by RFC: ®0on OO0f
“oice QoS (Dif-Serd: 40 ({0~63)
SIP QoS (Dift-Serd: 40 (0~63)
SIP Expire Time: G0 (15~B6400 sec)
Use DNS SRY: Oon ©0f
(Figure 1)
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Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while

Step 4: After rebooting, and call to another equipment, press [Flash], hold this call. Hold function change to
“sendonly” even. Please refer to the following picture, column [[Media Attribute (a): sendonly] (See
Figure 2)

Eile Eat View Go Capture Anahzo Statistics Help

S pRx@E Aev2F 2 BE el $¥EX B

Eitter: [ - Exression.. Clear Apply

N, . Source Totoco. Info
v LU B LES SIF STaTusT 180 RIng
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" 10.56,9. 223 SIP REQUEST: ACK S9p:S000810. 56, 9.125:9060
4 10. 56, SIP/S0 STATUS: 200 OK, with session descri)
10 10. s1e Request: ACK s1p(9$mmo.56.°.!)?(g‘0&o
1 10 sIP/'SD Rmt: IMVITE 51p:93000810.36.9.227:25060, with session description
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3 STERT BRI EACK T 0 1
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cCantent-Length: 137
o Message Lo
= session Description Protocal
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O Lsernane:
Sesslan 10: §6RAD
sessfon version: 0

)
= carmect ~u| 1nrm-.nlu| lLJ (n IP4 10.56.9.123
connection wetwark Typ

: audie 0000 RTR/AVE O

= media artr i.nul: Cal ey
Hedt st ibare 7o dnmes repaap
Hedia_attrib : 0 PCMU/E000
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=
|
i
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(Figure 2)

Example2: Without Use DNS SRV
Step 1: Please check [Ethereal] Packet and [Standard query response A 220.128.207.131] Packet information
(See Flgure 3)

Bl Edt Mew Go Capure Anakze Siatistcs Halp

EBEgee plx®8 QesDF L G eoaafd @MEX @
Eifter: [sig i dne = Expression,. Clear Apply
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(Figure 3)
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Example3: Using User DNS SRV
Step 1: On the main page, select [SIP Settings—> Other Settings], enter [Other Settings] page, after revising
the information (e.g.: Used DNS SRV: on) (See Figure 4), click [Submit].

Other Settings

You could set other settings in this page

Hald by RFC: Oon ®Of
Yoice QoS (Diff-Sen): |40 .(D,..gg

SIP CoS (DifFSen): |AD (D 53

SIP Expire Time: [ 80 |(15-86400 sac)
Use DNS SRV: off
(Figure 4)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then the
changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the saving
command by click [Save]. [Note Information] page will be seen which means saving successfully. And
the system will be restarted, please wait for a while.

Step 4: Please check [Ethereal] and [Standard query] column, [Standard query
SRV_sip_upd.sip.peercall.com] information will be found (See Figure 5)

@ Use_DNS_SRV.cap - Erhereal
Eile Edt Wiew G0 Capure Anahze Stansbcs Help

S pR 8 QevF 2 EE @Al @MEBEX @

Eitter [ine & aim = Expression,. Clear Apply
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BT 168.2. 8 A5, 93,250, 1 oHE su-—d‘rd ey TRV _81p. _uda. ﬂP per reall. com
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168,895,001 63.1. % oME Exandard guery response, Wo_suc

192.166.1. 5 168, 99,1921 DNE  standard guery A 31.gesrcallscon
168.95,192.1 192.168.1. iTal d Query response A 770,128,207.131
182 168,15 220, :l\a m) 131 EIP Wequest: NEQISTER sipizdp.peercall.com
220,128, 207,001 192,13 FIF . SELATUS: 400 Lnauthorized (o binding)

152.166.3:5 220 m Toram  Sh heeste hEreTER F1p:5ip:prercall, con 2
T p
mE: 0

Usér DAtagram
Source por

D, (w:uv)
Trzrsncﬂcn T i

0 {Emandard quer
...... - haspanse: Wessage 15 3 quary

o e truncated

Do guery recursively

ed data oK1 won-authenticated data 15 unacceprable

L 5
85 &1 6% 8e 03 8% oF

(SRS

(Figure 5)

Chapter 7. System
7.1 Authentication
Provides System Authentication, Auto Config., FXS/ FXO/ FXS & FXO Port Setting, MAC Clone
Setting, Tones Settings, Advanced Settings, Log setting, Auto Answer, Dial Plan Settings information

7.1.1 Function
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System Authority provides 3 entries login username/ password information.

7.1.2 Instruction
Figure  Save Change
System Authority
You could change the login usemame/passward in this page.
Mew usermame: |
MNew passward:
Confirmed passward:
New username Input new username. Can be Numerals or strings, maximum length is 63
bytes.
New password Input new username. Can be Numerals or strings, maximum length is 63
bytes.
Confirmed Input new username. Can be Numerals or strings, maximum length is 63
password bytes.
Submit [Button] Submit the change.
Reset [Button] Clear the change.
7.1.3 NOTICE:
»  Superuser: Only using it when cannot login in the system by other login account.
Superuser’s account cannot be changed. MAC Address can be changed.
»  Default Account: superuser, Default Password: 1234321.
»  Administrator: Can set only one account information.
»  Default Account: root, Default Password: test.
»  System: 5 accounts information are available. When using this account, the following
page cannot be open: [Auto Configuration, Tone Setting, Auto Update]
® Default Account: system Default Password: test.
» Normal User: 5 accounts information are available. When using this account, the

following page cannot be open: [SIP Settings[including Service Domain, Port Settings,
Code Settings, Codec ID Settings, DTMF Settings, RPort Settings, Other Settings], Auto
Configuration, Tone Setting, Auto Update, Default Setting] etc.

® Default Account: user, Default Password: test.

7.1.4 Operate Instruction
Step 1: On the main page, select [System.], enter [System Authority] page, after revising the
information (e.g.: New User Name: totoro, New Password: 123456, Confirmed Password: 123456),
click [Submit] (See Figure 1)

(Figure 1)

System Authority

‘fou could change the login usemamefpassword in this page.

Mew username: toto
Mew password: [ITTTT]
Confirrned password: ssssss
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Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while

Step 4: Please restart IE, and input new User Name & Password

7.2 Auto Config
7.2.1 Function

Auto Configuration Setting allows connecting with the host computer and down loading related
information and renew the information by TFTP, FTP or HTTP modes.

7.2.2 Instruction

Figure  Auto Configuration Setting

Auto Configuration Setting

You could enahlefdisahle the auto configuration setting in this page.

Auto configuration:  ®of CTETE O FTP O HTTP
2 Steps

configuration: Mo

Server auto discover. | Disabled j

TFTP Server: |

TFTP File Path: | Exp. dovenload
HTTF Server; | Exp. 60.35.187.30
HTTF File Path: | Exp. download
FTP Server: | Exp. 60.35.17.1
FTR Username: root

FTP Fassword:

FTF File Path: | Exp. filefload
Scheduling: Mo -

Mext config time:

Submit| Reset|

Auto Configuration

Default: Off; When TFTP is setting ON, the version will be renewed
automatically by using TFTP, FTP pr HTTP modes.

2 Steps configuration

Default: No: When setting Yes, the 1 steps configuration is set.

Server auto discover

Default: Disabled. Could choose to enable DHCP Option or Broadcasting

TFTP Server

Input TFTP Address. Can be IP Address or Domain Name. Format:
XXX.XXX.XXX.XXX; Maximum length: 63 bytes.

TFTP File Path

Input TFTP Path E.g.: 123/; can be numerals or strings. Maximum length:
63 bytes.

HTTP Server

Input HTTP Address. Can be IP Address or Domain Name. Format:
XXX XXX XXX.XXX; Maximum length: 63 bytes.

HTTP File Path

Input HTTP Path E.g.: 123/; can be numerals or strings. Maximum
length: 63 bytes.

FTP Server

Input FTP Address. Can be IP Address or Domain Name. Format:
XXX XXX XXX.XXX; Maximum length: 63 bytes.

FTP Username

Input FTP Username. Can be numerals or strings. Maximum length: 63
bytes.
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FTP Password Input FTP Password. Can be numerals or strings. Maximum length: 63
bytes.

FTP File Path Input File Path. E.g.: 123/; can be numerals or strings. Maximum length:
63 bytes.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

7.2.3 Operate Instruction
Examplel: Adopt HTTP to renew. (Please build up Auto Configuration file.)
Step 1: On the main page, select [System—>Auto Config], enter [Auto Configuration Setting] page,
after revising the information (e.g.: Auto Configuration: HTTP, HTTP Server: 192.168.1.50, HTTP
Path: /file/) (See Figure 1), click [Submit] and save change.
Auto Configuration Setting

You could enahleidisahle the auto configuration setting in this page.

Auto configuration: T o CTETP © FTP S HTTP

2 Bteps ) Mo
configuration:
Server auto discover: |Disab|ed j
TFTP Server: |
TFTP File Path: | Exp. download
HTTF Server: |192.1 68.1.50 Exp. 60.35.187.30
HTTP File Path: lfﬂIeI Exp. download
FTF Server: | Exp. B0.35.17.1
FTP Username: root
FTP Password:
FTF File Path: | Exp. filefload
Scheduling: Mo -
Mext config time:

Submitl Resetl

(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while

Step 4: After rebooting, it will connect to the file in HTTP Server, and searching the fit information.
After renew all information, the system will be rebooting again. Then please login to check it (See
Figure 2).
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Service Domain Settings

You could set information of service daomains in this page.

Phone No.: Fhone 1 %

Active: ®on Oof

Display Name |UnN_DO

User Mame |105

Register Marne: |105

Register Password: |ene

Domain Serer: |192.168.1.50

Proxy Server 1192.168.1.50

Outhound Proxy:

Subscribe for Myl O0n ®0f

Status: Mot Registered
(Figure 2)

Example2: Using FTP to renew. (Please build up Auto Configuration file.)

Step 1: On the main page, select [System—>Auto Config], enter [Auto Configuration Setting] page,

after revising the information (e.g.: Auto Configuration: FTP, FTP Server192.168.1.150, FTP

Username: test, FTP Password: test, File Path: /file/) (See Figure 3), click [Submit] and save change.
Auto Configuration Setting

fou could enable/disahle the auto configuration setting in this page

Auto configuration: Cof CTETRE T FTP @ HTTP

25teps ] Mo =
configuration:
Server auto discover: |D|samed hd
TFTF Server: |
TFTF File Path | Exp. download
HTTF Senver: | Exp. 60.35.187.30
HTTP File Path: | Exp. download
FTP Server: |192.1681.150 Exp. 6035171
FTP Usermame: ront
FTP Password:
FTP File Path: il Exp. filefload
Scheduling Mo =
Mext config time:

Submitl Reset

(Figure 3)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while

Step 4: After rebooting, it will connect to the file in FTP Server, and searching the fit information.
After renew all information, the system will be rebooting again. Then please login to check it (See
Figure 4)
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Service Domain Settings

You could set information of service daomains in this page.

Phone No.: |Phone 1 %

Active: ®on Oof

Display Name |UnN_DO

User Name 105

Register Marne: :105

Renister Passward: |nee

Domain Server. [192.188.1.50

Proxy Server, [192.168.1 50

Outhound Proxy: [

Subscribe for Myl O0n ®0f

Status: Mot Registered
(Figure 4)

7.2.4 Build Auto Configuration file
Examplel: Build one entry encode formation
Step 1: Open file [MACList.txt], input [MAC Address, Display Name, User Name, Register Name,
Register Pass] one by one. (E.g.: 00059e812118, UN_DO, 105, 105, 105), then save (See Figure

1)
B MACListxt - 385 L=
BED BED B0 BED RHE

$MAC address,DisplayName,UserName,RegisterName,RegisterPass
00059e812118,UN_DO,105,105,105

(Figure 1)
Step 2: Open file [StandardCFG.dat], after revising the information, (e.g.
ph1lRealm1lDomainServer= 192.168.1.50, ph1lRealm1DomainServer=192.168.1.50), then save (See
Figure 2)

@ UltraEdit-32 - [D:\Test_Tools\AutoProvision\Standard CFG.dat]
A rERE REO LF0 BEO HRD BHR0 BRL EEWM ER REw g - o] x|

* 0 & & SR4a B H T B == ZEEE <] ow B D
StandendCFG dat |
86 ph2T38Port=3800 Zl

87
88 g$Service Domain Setting
89§ do not remove "ph1RealmlActive”
90 ph1RealmlActive=1
91 $ph1RealmiDisplayName=
92 gph1RealmiUserName=
93 $ph1RealmiRegisterName=
94 $ph1RealmiRegisterPass= J
95 phiRealm1DomainServ=192.168.1.50
96 phiRealm1ProxyServ=192.168.1.50
97 ph1Realm1Outbound =
98
99

100 $Port Setting

101 ph1SIPPort=5060

-
< | »

;ﬁ%ﬁmﬁi » iR FL 4T 90, §EF 18, C0 Dos 1EBY: 2006/6/28 08:56:28_EF F¢h: 2162 A
(Figure 2)
Step3: Start file [MakeMACF.exe], select [Please Select MAC File: MACList.txt, Please Select
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Standard File: StandardCFG.dat, Encryption Key: Hello123 (default), choose: Encryption] press
[Start] (See Figure 3).

4 IP Phone Configuration Maker Version 1.3.0

Please Select MAC file | |[EEENENES

Please Select Standar file I [Standardsi dat Brow

Eneryption Key: [ (8 characters / Currentis defanlt key)

W Enrcryption

Start
Exit

(Figure 3)
Step 4: The encoded file: [00059e812118.dat] will be found, please place it to the appointed path
in [HTTP or FTP or TFTP Host Computer]

Example2: Build lots entries encode formation

Stepl: Open file [MACList.txt], input [MAC Address, Display Name, User Name, Register Name,
Register Pass](e.g.: 00059812118, UN_DO, 105, 105, 105, 00059e812119, UN_DO, 106,
106, 106, 00059e812120, UN_DO, 107, 107, 107) one by one (See Figure 4).

B MACList.txt -

TREE) RERE RAQ BIRW  RERE

$MAC address,DisplayName,UserName,RegisterName,RegisterPass
00059e812118,UN_D0O,105,105,105
00059e812119,UN_DO,106,106,106
00059e812120,UN_DO,107,107,107

(Figure 4)
Step2: Open file [StandardCFG.dat], after revising the information (E.g.:
ph1Realm1DomainServer=192.168.1.50, phlRealml1DomainServer=192.168.1.50), then save (See
Figure 5).

@ UltraEdit-32 - [D:\Test_Tools\AutoProvision\Standard CFG.dat] X
A rERE REO LF0 BEO HRD BHR0 BRL EEWM ER REw g - o] x|

+ 0 & & B 4« % H F B

StandendCFG dat |

= (=@ i ow B B

86 ph2T38Port=3800 =
87
88 g$Service Domain Setting
89§ do not remove "ph1RealmlActive”
90 ph1RealmlActive=1
91 $ph1RealmiDisplayName=
92 gph1RealmiUserName=
93 $ph1RealmiRegisterName=
94 $ph1RealmiRegisterPass= J
95 phiRealm1DomainServ=192.168.1.50
96 phiRealm1ProxyServ=192.168.1.50
97 ph1Realm1Outbound =
98
99
100 $Port Setting
101 ph1SIPPort=5060

-
< | »

;ﬁ%ﬁmﬁi » HlE FL 7 90, §EF1 18, C0 Dos BB 2006/6/28 08:56.28_EF |Fh: 2162 A
(Figure 5)

Step3: Start file [MakeMACF.exe], select [Please Select MAC File: MACList.txt, Please Select

Standard File: StandardCFG.dat, Encryption Key: Hello123 (default), select Encryption], press
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Start. (e.g.:Picture6).

& IP Phone Configuration Maker Version 1.3.0

Please Select MAC file ©  |EEGNERNFS

e

Please Select Standar file . [Standardofg dat Brow

Fneryption Key : [+ (8 characters / Currentis defanlt key)

W Enrcryption

Start
Exit

(Figure 6)
Step4: [00059e812118.dat, 00059e812119.dat, 00059e812120.dat] will be found, please place it
to the appointed path in [HTTP or FTP or TFTP Host Computer].

7.3 FXS/ FXO & FXS/FXO Port Settings
7.3.1 Function

FXS/ FXO & FXS/ FXO Impedance Setting display the FXS & FXO Impedance of the analog telephone
by different countries.

7.3.2 Instruction
Figure  FXS Impedence Setting (FXS only)

FXS Impedence Setting

You could select the FXS impedence of the analog telephone by different country in
this page.

FXS Pott: |usa v
(Figure 1)
FXS Port Default: USA. To select FXS & FXO Port impedance of the analog
telephone by different.
Submit [Button] Submit the change.
Reset [Button] Clear the change.

Figure  FXO & FXS Impedence Setting (FXS + FXO only)
FXO & FXS Impedence Setting

You could select the FXO & FXS impedence of the analog telephone by different
country in this page.

F¥0 Part: USA
FXS Port: [Usa

(Figure 2)
Default: USA. To select FXS & FXO Port impedance of the analog
telephone by different.

FXS Port
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FXO Port Default: USA. To select FXS & FXO Port impedance of the analog
telephone by different.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

Figure  FXO Impedence Setting (Phone + FXO only)

FXO Impedence Setting

You could select the FXO impedence of the analog telephone by different country in
this page.

FXO Port: [usa v

(Figure 3)

FXO Port Default: USA. To select FXS & FXO Port impedance of the analog
telephone by different.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

7.3.3 Operate Instruction
Step 1: On the main page, select [System—=>FXO Settings], enter [FXO Impendence Setting] page,
after revising the information (e.g.: FXO Port: Thailand) (Figure 1), click [Submit].

FXS Impedence Setting

You could select the FXS impedence of the analog telephone by different country in
this page

FX3 Port: USA b

Luxemboury A
Macao

Malaysia

Mexico

Maorocco
Metherlands

Mew Zealand
MNorway
Ornan

Peru
Philippines
Poland
Portugal
Romania
Russia
Saudi Arabia
Singapore
Slovakia
Slovenia
South Africa
South Korea
Spain
Sweden
Switzerland
Taivean
TER21
Thailand
UAE

United Kingdom

(Figure 1)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
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saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while

7.4 MAC Clone Setting
7.4.1 Function
You could enable / disable the MAC Clone setting.
7.4.2 Instruction
Figure  MAC Clone Setting (VolP Gateway only)

MAC Clone Setting

You could enable/disable the MAC clone setting in this page.

MAC Clone: Oon ® off

MAC Clone Default: OFF. When setting ON, Mac Clone function will be active.
Submit [Button] Submit the change.
Reset [Button] Clear the change.

7.4.3 Operate Instruction
Step 1: Please make sure that LAN Mode is NAT Mode, and your PC is connected to LAN Port, and
using LAN to enter page: (http://192.168.123.1:9999)
Step 2: On the main page, select [System—>MAC Clone Setting], enter [MAC Clone Setting] page,
after revising the information (e.g.: MAC Clone: on) (See Figure 1), click [Submit].

MAC Clone Setting

You could enablefdizable the MAC clone setting in this page.

MAC Clone: ®0n OOof

(Figure 1)
Step 3: The following information will be found (See Figure 2) Please click [Submit].
Microsoft Internet Explorer @

B Please make sure the lan port of your PC directly connect to the lan port of VoIF !

(Figure 2)
Step4: The following information will be found (See Figure 2) Please click [Submit].
Microsoft Internet Explorer '

R? / Are you sure to clone the mac address of vour PC to the W AN interface of the VoIP ?

.

(Figure 3)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
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Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the

saving command by click [Save]. [Note Information] page will be seen which means saving

successfully. And the system will be restarted, please wait for a while.

Example7: Enter the main page, select [Network->WAN Settings], please copy your PC’s [MAC]

Address to WAN Port.

Example8: Your PC’s MAC Address is: Physical Address: 00-10-C6-CE-01-AE (See Flgure 4),
CAWINDOW Sksystem32\cmd exe

Description . = MAC Bridge Miniport
Physical Addr : 12-67-BE-?5-CF-61
Dhcp Enabled.

Autoconf iguration Enabhled

Autoconf iguration IP Address. . . = 169.254.145.225
Subnet Mask : 255.255.8.8

Default Gateway H

Ethernet adapter Ei

Connection—specific DHS Suffix

Description = Intel(R> PRO-/1B8@ MT Mobhile Connecti

Physical Address. . . . . . . . . = BB-18-C6—CE-81-AE

Dhep Enabled

Autoconf iguration Enabled

IP Address. . . - . . . . . . . . = 192.168.1.

Subnet Mask H Al

Default Gateway H -168.1.

DHCP Server H .168. g

DNS Servers . H 168

Lease Obtai aa
Lease Expires . . . . . . . . . .z 23363511'5[23[;[ T—*F B1: 4? a8

IC:“Documents and Settings“jaseX

(Figure 4)

7.4.4 NOTE!
When setting MAC Clone function, make sure that: LAN Mode: NAT Mode. If Bridge Mode is ON, it
cannot work.
If you would like to restore, please act (Restore Default Setting).

7.5 Tones Settings
7.5.1 Function
Tones Settings provide Dial Tone, Ring Back Tone, Busy Tone, Congestion Tone, Ring Tone, Call
Waiting Tone information. High Tone and Low Tone are available.
7.5.2 Instruction
Figure  Tones Setting
Tones Settings

You could configure your tones settings in this page.

Call
Dial Ring Back (Congestion

Cadence On:

Hi-Tone Freq.. | 425 | 425 | 425 | 620 | 425 | 440
Lo-Tone Freq. | O ] | o | 480 ] | 350
Hi-Tone Gain:  |4522 | 2261 | 22861 | 22861 [1a360  [2261
Lo-Tone Gain: | 2261 ] | o ] ] 1130
On Time 1 |0 | 100 | 25 | 30 | 100 | 30
Off Tirme 1: |0 | 400 | 2 | 2 | 400 | 20
on Time 2: ] ] | o |n ] | 30
Off Time 2: ] ] | o ] ] | 400
On Time 3: ] ] | o ] ] | o

Off Time 3: |0 |0 | o |0 |0 | o

Dial Tone \ Setting the Dial Tone information.
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Cadence On

Default: Disable.

Hi-Tone Freq

Default: 425; Only numerals are acceptable. Data range: (0¥99999).

Maximum length: 5 bytes.

Lo-Tone Freq

Default: 0; Only numerals are acceptable. Data range: (0~99999).

Maximum length: 5 bytes.

Hi-Tone Gain Default: 4522; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Lo-Tone Gain Default: 2261; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime 1l Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 1 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime 2 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 2 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime 3 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 3 Default: 0; Only numerals are acceptable. Data range: (0~99999).

Maximum length: 5 bytes.

Ring Back Tone

Setting the Ring Back Tone information.

Cadence On

Default: Enable.

Hi-Tone Freq

Default: 425; Only numerals are acceptable. Data range: (0~99999).

Maximum length: 5 bytes.

Lo-Tone Freq

Default: 0; Only numerals are acceptable. Data range: (0~99999).

Maximum length: 5 bytes.

Hi-Tone Gain

Default: 2261; Only numerals are acceptable. Data range: (0~99999).

Maximum length: 5 bytes.

Lo-Tone Gain

Default: 0; Only numerals are acceptable. Data range: (0~99999).

Maximum length: 5 bytes.

OnTime 1 Default: 100; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 1 Default: 400; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime 2 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 2 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime 3 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 3 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Busy Tone Setting the Busy Tone information.

Cadence On Default: Enable.

Hi-Tone Freq Default: 425; Only numerals are acceptable. Data range: (0¥99999).

Maximum length: 5 bytes.
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Lo-Tone Freq

Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Hi-Tone Gain

Default: 2261; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Lo-Tone Gain

Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime 1l Default: 25; Only numerals are acceptable. Data range: (0¥99999).
Maximum length: 5 bytes.

Off Time 1 Default: 25; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime 2 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 2 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime 3 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 3 Default: 0; Only numerals are acceptable. Data range: (0~99999).

Maximum length: 5 bytes.

Congestion Tone

Setting the Congestion Tone information.

Cadence On

Default: Enable.

Hi-Tone Freq

Default: 620; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Lo-Tone Freq

Default:480; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Hi-Tone Gain

Default: 2261; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Lo-Tone Gain

Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime 1 Default: 30; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 1 Default: 20; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime 2 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 2 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime3 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 3 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Ring Tone Setting the Ring Tone information.

Cadence On Default: Enable.

Hi-Tone Freq Default: 425; Only numerals are acceptable. Data range: (0¥99999).

Maximum length: 5 bytes.

Lo-Tone Freq

Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Hi-Tone Gain

Default: 15360; Only numerals are acceptable. Data range: (0~99999).
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Maximum length: 5 bytes.

Lo-Tone Gain Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime 1l Default: 100; Only numerals are acceptable. Data range: (0¥99999).
Maximum length: 5 bytes.

Off Time 1 Default: 400; Only numerals are acceptable. Data range: (0¥99999).
Maximum length: 5 bytes..

OnTime 2 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 2 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes..

OnTime 3 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 3 Default: 0; Only numerals are acceptable. Data range: (0~99999).

Maximum length: 5 bytes.

Call Waiting Tone Setting the Call Waiting Tone information.

Cadence On Default: Enable.

Hi-Tone Freq Default: 440; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Lo-Tone Freq Default: 350; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Hi-Tone Gain Default: 2261; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Lo-Tone Gain Default: 1130; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime 1 Default: 20; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 1 Default: 400; Only numerals are acceptable. Data range: (0¥99999).
Maximum length: 5 bytes.

OnTime 2 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 2 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

OnTime 3 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Off Time 3 Default: 0; Only numerals are acceptable. Data range: (0~99999).
Maximum length: 5 bytes.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

7.5.3 Operate Instruction
Step 1: On the main page, select [System—>Tones Settings], enter [Tones Settings] page, after
revising the information, click [Submit] (See Figure 1).
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Tones Settings

You could configure your tones settings in this page.

_ . . Call
Dial Ring Back Congestion| _. i
- TenE — Busy Tone i Ring Tone | Waitting
Tone
r ¥ v ¥ 3 W~

Cadence On:

Hi-Tone Freq.: | 425 | 425 | 425 | 620 | 425 | 440
Lo-ToneFreq. | O | o | o | 480 | o | 280
Hi-Tone Gain. | 4522 | 2261 | 2261 | 2261 ftazen | |2261
Lo-Tone Gain: | 2261 | 0 | o | o | o | 1130
an Time 1; T | 100 | 25 | 20 | 100 | 20
Off Time 1 [l | 400 | 28 | 20 | 400 | 20
an Time 2; E | o | o | o | o | 20
Off Time 2: | o | 0 | o | o | 0 | 400
an Time 3. [ | o | o | o | o | o
Off Time 3: | © | 0 B B | o | 0

submit| Reset|

(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then

the changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving

successfully. And the system will be restarted, please wait for a while

Step 4: Call to another equipment, the frequency of Ring Back Tone changes.

7.6 Advanced Settings
7.6.1 Function

Advanced Setting provides ICMP not Echo, Send Anonymous CID, Billing Signal CPC Delay, CPC
Duration, Send Flash event, SIP Encrypt PPPoE retry period System Log Server functions.

7.6.2 Instruction
Figure  Adavaced Setting (VolP Gateway only)

Advanced Setting

You could change advanced setting in this page

ICMP Mat Echa OYes @No

Send Anonymous CID0 - O Yes @ No

Billing Signal: [Disabled v
CPC Delay: 2 | (2~5 Seconds)
CPC Duration: 51.20" ¥ 10MS (0~120)
Send Flash event: '[:]|sa-b-\ed- -V._

SIP Encrypt: | Disabled ]

PPPaE retry period: | 5 | Seconds

Systern Log Server:

System Log Type: Mone . V_.
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ICMP Not Echo

Default: No. when setting YES, ICMP Not Echo function will be active.

Send Anonymous
CID

Default: No. When setting YES, send out CID cannot be found by
another person. Your Register Proxy server must support this function.

Billing Signal Default: Disable. Provides Disable, Polarity Reversal, Tone_12K,
Tone_16K mode.
CPC Delay Default: 2(sec); setting how long it takes for the voltage reaches OV

when receiving hang up signal. Only numbers are accepted, data range
(2~5 sec.), maximum length: 1 byte.

CPC Duration

Default: 120ms. Setting how long it takes for the voltage reaches 0V,
data range (0~120), maximum length: 3 bytes.

Send Flash event

Default: Disable. Provides Disable, DTMF Event, SIP Infomode.

SIP Encrypt

Default: Disable. Provides Disable, INFINET, AVS, WALKERSUN1,
WALKERSUN2 modes. Your Register Proxy server must support this
function.

PPPOE retry period

Default: 223 (Seconds); setting how long it takes for PPPoE retry when
PPPoE failed. Only numbers are accepted, data range: (5~255),
maximum length: 3 bytes.

System Log Server

Display the system Log Server information, send System Log to the
Server. Can be IP Address or Domain Name Address. Format:
XXX.XXX.XXX.XXX; Maximum length: 63 bytes.

System Log Type

Default: None. Provides None, Call Statistics, General Debug, Call
Statistics + General Debug, SIP Debug, Call Statistics + SIP Debug,
General Debug + SIP Debug, All mode.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.

Figure

Adavaced Setting (Phone & Phone + FXO Gateway only)

Advanced Setting

You could change advanced setting in this page.

ICWP Mot Echo: OYes @No

Send Anonymous CID0 O Yes @ N

Send Flash event: Disabled ~

SIP Encrypt: Disabled Ly

PPPGE retry period |223 Seconds

Systern Log Server: .

System Log Type: Maone b

ICMP Not Echo

Default: No. when setting YES, ICMP Not Echo function will be active.

Send Anonymous
CID

Default: No. When setting YES, send out CID cannot be found by
another person. Your Register Proxy server must support this function.

Send Flash event

Default: Disable. Provides Disable, DTMF Event, SIP Info modes.

SIP Encrypt

Default: Disable. Provides Disable, INFINET, AVS, WALKERSUN1,
WALKERSUN2 modes. Your Register Proxy server must support this
function.

PPPoE retry period

Default: 223 (Seconds); setting how long it takes for PPPoE retry when
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PPPoE failed. Only numbers are accepted, data range: (5~255),
maximum length: 3 bytes.

System Log Server | Display the system Log Server information, send System Log to the
Server. Can be IP Address or Domain Name Address. Format:
XXX XXX XXX.XXX; Maximum length: 63 bytes.

System Log Type Default: None. Provides None, Call Statistics, General Debug, Call
Statistics + General Debug, SIP Debug, Call Statistics + SIP Debug,
General Debug + SIP Debug, All mode.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

7.6.3 Operate Instruction
Examplel: Send Anonymous CID
Step 1: On the main page, select [System—>Advanced Settings], enter [Advanced Setting] page,
after start it, click [Submit] (See Figure 1).

Advanced Setting

You could change advanced setting in this page.

ICMP Mot Echa: OYes ®MNo

Send Anonymous CID: - @Fed O Na

Send Flash event: [ Disabled V_.
SIP Encrypt: Digabled V_.
PPPoE retry period: 1223 Seconds

Systemn Log Server:
Systern Log Type: ..None v

(Figure 1)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while
Step 4: After rebooting, and call to another equipment, dial out CID cannot be found. Please check
[Ethereal] Packet and column [From: “Anonymous” <sip: anonymous@anonymous.invalid>] (See
Figure 2)

84/114



Eile Edt Vi Go Capture Anahee Statisics Hedp

SEgee o xRS RevoF i @E aQal @¥E X B

Eier: [ip = Expression.. Clear Apply

“otoca info
BAF HEGUESTD AR 1D IMABAYNS. AU0, ke £

sie

a2, ]
192.16%.1.14 5T o Binging

216.32:223,140  SI® COTSTER 31p:1218.32:223.140
192.188,1. 202 biig Status: 100 ox 4 bindings)

3 55 71-10: 1 fdachlcs

(Figure 2)

Example2: CPC
Step 1: On the main page, select [System—>Advanced Settings], enter [Advanced Setting] page,

after setting CPS, click [Submit] (See Figure 3)
Advanced Setting

You could change advanced setting in this page.

ICMP Mot Echao OYes @Nao

Send Anonymous CID: - O Yes @ No

Billing Signal: [Disabled =
CPC Delay: _2_ (2~5 Seconds)
CPC Duration: [

Send Flash event:

SIP Encrypt: i_DisabIed \:!

PPPoE retry period: [ 8 | Seconds

Systern Log Server: |

System Log Type: INune 4|
(Figure 3)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while.

Step4: Generally speaking, if a human is using a phone line, it doesn't matter whether the phone
equipment recognizes CPC or not, since the human will physically hang-up the phone when they're
done with the call, or they'll pick the call up off of hold when the phone system rings back after X
seconds / minutes.

Example3: Send Flash Event

€ Send Flash Event: DTMF Event

Step 1: On the main page, select [System—>Advanced Settings], enter [Advanced Setting] page,
after revising the information, (e.g.: Send Flash event: DTMF Event), click [Submit] (See Figure 4)
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Advanced Setting

You could change advanced setting in this page.

ICMP Mot Echo: Oes @ Mo
Send Anonymous GO0 OYes @ Mo

Dlsabled
e -

ed |
OTMF EVENT
SIPINFO E

System Log Server, |_ |

Send Flash event:
SIP Encrypt:
PPPGE retry period:

Systemn Log Type | Mone v

(Figure 4)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while.
Step 4: After rebooting, and call to another equipment, please press [Flash] which will changing to
SIP Info., then check [Ethereal] and column [Event ID: Flash] (See Figure 5)

& (Untitled) - Ethereal
Eile Edit Miew Go Capture Anakwe Stabshes Help
SEdee ol a8 Re+»oF L EE Qaaal sEX 8

Eiter. [ap = Expression.. Clear Apply
MNo..  Time Source Drasbination ‘rofoce Info -
21.2 N\flodl" l\-’PQIITU =T G. 711 m SERCeZBIIIGETI6, Seqel393, T
168.1, / Payload Types=RTP Event,
085 0 -168.1.14 yload !ypu-kl'ﬂ E\!Gﬂ! I Il
18115 2065.491164 192.168.1.14 . RTP Ev Payload type=RTP Event, Flash
18116 2085.491264 192.168.1.14 - L1 RTP EV Payload type=RTP Event, Flash (end)
18117 2085.491366 192.168.1.14 l?Z»lw- . RTP EV Payload typesRTP Event, Flash (end)
18118 2085.451468 192,168.1.14 RTP EV Payload type=ATR Euent Flash (end)
18119 2085. 505220 192.168.1.2 192 168.1.18 RTR Favioad tvbe=ITU-T G.711 POMU. SSRC=263530B756. Sen=1394. T1 ¥
= User Datagram Protocol, Sr< FOrt: GOOOD (600000, D3t Port: GO0O0 (GO000) -

Tource port: BODDD (HODOO)
pestination pore: G0000 (50000}
Length: 24
checksum: Oxdeft [correct]
real-Time Transport Protocol
= [Stream setup by soF (frame 16902)]
[Setup frame: 189021
[setup Method: somB]
= version: RFC 1889 version (2)
adding: False
xwension: False
ontributing source identifiers count: O

= Marker: False
Ly’9= telephone-event (1013

Timestamp: 92320
synchronization Source fdentifier: Z16189179%
= RFC 1833 RTP Event

- Event: Falsa
= Reserved: False

000 00 16 78 U0 28 07 00 01 4B 02 B9 G0 08 00 45 a0
010 00 2¢ 02 8 00 00 3d 11 ed 58 c0 a8 O Oe cO 48
00 0L 0F ea 60 ea 60 00 16 4de BO B0 6% 05 5d 00 0L
050 68 ag G0 db do cl MY fa OO 0O 0O 0O

Event ID (rpeverlevent_id), 1 b [P, 12367 D 3090 M. 0 Drops. 0

(Figure 5)

€ Send Flash Event: SIP Info
Step 1: On the main page, select [System—>Advanced Settings], enter [Advanced Setting] page,
after changing Send Flash event, (e.g.: Send Flash event: SIP Info), click [Submit] (See Figure 6)
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Advanced Setting

You could change advanced setting in this page.

ICMP Mot Echo: Oes @ Mo
Send Anonymous GO0 OYes @ Mo
Send Flash event:
SIP Encrypt Digabled ]

DTMF EVENT  |F
PFPPGoE retry period: SIPINFD L

System Log Server, | |

Systemn Log Type | Mone v

(Figure 6)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while
Step 4: After rebooting, and call to another equipment, please press [Flash], which will changing to
SIP Info., then check [Ethereal] and column [Content-Type: application/hool-flash] (See Figure 7)

L& (Unpitled) - Fihereal

Eile Edit Miew Go Capture Anale Stabshcs Help
SEee ol 8 Re+»oF L EE Qaabl 8B X 8

Eiter, [& = Expression.. Clear Apply
No, .

128 6.124731 192.168.1.4 Hequl : INFO !1[]:302'192.168.!..4:5
153 6.363228 192 168, l 4 192.168.1.50 i stau 200 oK
155 6374152 1921681, 192.188.1.2 s Status: 200 oK

BE I ST HNEie  HP et S sl s
TEsston ImiLTation Pr
= RequestT-Line: INFO
Method: INFO
[Resent Packer: Falsa]
= MEssage Meacer

10197.168.1. 50: 5060 S1p/2.0

5060; rport ; branchez9haabkazeb7abdbe
1. 50 tag-lcidbfoe

=fedRals

Hessage body
signal=hfiyriyn
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(Figure 7)

Example4: PPPoE retry period

Step 1: On the main page, select [System—>Advanced Settings], enter [Advanced Setting] page,
after revising PPPoE Retry Period, (e.g.: PPPoE Retry Period: 20), click [Submit] (See Figure 8)
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Advanced Setting

You could change advanced setting in this page

ICMP Mot Echa: OYes @MNa

Send Anonymous IO O Yes @ Mo

Send Flash evant: {[@@ _‘Tj

SIP Encrypt [Disabled v
PPPoE retry period: iﬂii Seconds

Systern Log Server:

System Log Type: }r_ﬁune v.i

(Figure 8)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while
Step4: Every other 20 second, the system will retry through [Ethereal] Log.

B (Untitled) - Erhereal
Ele Eat Yew Go Caplure Analze Stanstcs Help

S pRl a8 Qev2F 2 BE aaal @MEBEX @

Eitzr [rn = Ewpression.  Clear Apply

No.. | Tumne i 0
1 0,000000 i 21 4 209187 naticn neguest
2 0. (43403 1 it §

unispher 40
uri sphar_ag
welttech o2

(Figure 9)

Example5: System Log (Please start TFTP or System Log Server first)

€ System Log Type: Call Statistics

Step 1: On the main page, select [System—>Advanced Settings], enter [Advanced Setting] page,
after setting System Log, (e.g.: System Log Server: 192.168.1.6, System Log Type: Call Statistics),
click [Submit] (See Figure 10)
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Advanced Setting

You could change advanced setting in this page.

ICMP Mot Echa: OYes @No

Send Anonyrmous CID: - O Yes @No

Send Flash event: I-Dlsabled Vi

SIP Encrypt: i_DT;bE—_\_ﬂ

PPPGoE retry period: T! Seconds

System Log Server: |M1 B

Systern Log Type: | Call Statistics ‘:i

Call Statistics+General Debug
SIP Debug

Call Statistics+3IP Debug
General Debug+SIP Debugy
All

(Figure 10)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while
Step 4: On [TFTP Server]-- [Syslog server] page, new messages are received (See Figure 11)

Tiipd32 by Ph. Jounin
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(Figure 11)

€ System Log Type: General Debug

Step 1: On the main page, select [System—>Advanced Settings], enter [Advanced Setting] page,
after setting System Log, (e.g.: System Log Server: 192.168.1.6, System Log Type: General Debug),
click [Submit] (See Figure 12)
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Advanced Setting

You could change advanced setting in this page.

ICMP Mot Echao: OYes @No
Send Anonyrmous CID: - O Yes @No
Send Flash event: |D|sab|é ) V_

SIP Encrypt: irDlsabIed V:
PPPGoE retry period: 223 ' Seconds
System Log Server: [1o218815

Systern Log Type:

General Debug

Call Statistics+General Debug
SIP Debug

Call Statistics+3IP Debug
General Debug+SIP Debugy
All

(Figure 12)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while
Step4: On [TFTP Server] -- [Syslog server] page, new messages are received (See Figure 13)
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(Figure 13)

€ System Log Type: Call Statistics + General Debug

Step 1: On the main page, select [System—>Advanced Settings], enter [Advanced Setting] page,
after setting System Log, (e.g.: System Log Server: 192.168.1.6, System Log Type: Call Statistics +
General Debug), click [Submit] (See Figure 14)
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Advanced Setting

You could change advanced setting in this page.

ICMP Mot Echao: OYes @No

Send Anonyrmous CID: - O Yes @No

Send Flash event: |Md_j:'_
SIP Encrypt: D];ble_d_ Vf
PPPGoE retry period: Ei Seconds
System Log Server: |M15_—|

Systern Log Type:

Call Statistics+General Debug
SIP Debug

Call Statistics+3IP Debug
General Debug+SIP Debugy
All

(Figure 14)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while
Step4: On [TFTP Server] -- [Syslog server] page, new messages are received (See Figure 15)
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(Figure 15)

€ System Log Type: SIP Debug

Step 1: On the main page, select [System—>Advanced Settings], enter [Advanced Setting] page,
after setting System Log, (e.g.: System Log Server: 192.168.1.6, System Log Type: SIP Debug), click
[Submit] (See Figure 16)
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Advanced Setting

You could change advanced setting in this page.

ICMP Mot Echa: OYes @No

Send Anonyrmous CID: - O Yes @No

Send Flash event: |D|sab|ec17\'|

SIP Encrypt: |D|sa£led—_v_i

PPPGoE retry period: 'F] Seconds

System Log Server: |M1—|

Systern Log Type: CaII Statistics Vi

Call Statistics+General Debug
SIP Debug

Call Statistics+3IP Debug
General Debug+SIP Debugy
All

(Figure 16)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while
Step4: On [TFTP Server]-- [Syslog server] page, new messages are received (See Figure 17)
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(Figure 17)

€ System Log Type: Call Statistics + SIP Debug

Step 1: On the main page, select [System—>Advanced Settings], enter [Advanced Setting] page,
after setting System Log, (e.g.: System Log Server: 192.168.1.6, System Log Type: Call Statistics +
SIP Debug), click [Submit] (See Figure 18)
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Advanced Setting

You could change advanced setting in this page.

ICMP Mot Echao: OYes @No

Send Anonyrmous CID: - O Yes @No

Send Flash event: |D|sab|ec17\'|

SIP Encrypt: i_DT;bE—_ﬂ

PPPGoE retry period: Tl Seconds

System Log Server: |M15—|

Systern Log Type: | Call Statistics Vi

Call Statistics+General Debug
SIP Debug

Call Statistics+3IP Debug
General Debug+SIP Debugy
All

(Figure 18)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while
Step4: On [TFTP Server]-- [Syslog server] page, new messages are received (See Figure 19)
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(Figure 19)

€ System Log Type: General Debug + SIP Debug
Step 1: On the main page, select [System—>Advanced Settings], enter [Advanced Setting] page,

after setting System Log, (e.g.: System Log Server: 192.168.1.6, System Log Type: General Debug +
SIP Debug), click [Submit] (See Figure 20)
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Advanced

You could change adval

Setting

nced setting in this page.

ICMP Mot Echa: OYes @No

Send Anonyrmous CID: - O Yes @No

Send Flash event: I-Dlsabled VI

SIP Encrypt: i_DT;bE—_\_ﬂ
PPPGoE retry period: T! Seconds
System Log Server: |M1 B

Systern Log Type: | Call Statistics

Call Statistics+General Debug
SIP Debug

Call Statistics+3IP Debug
General Debug+SIP Debugy
All

(Figure 20)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while
Step4: On [TFTP Server]-- [Syslog server] page, new messages are received (See Figure 21)
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€ System Log Type: All

Step 1: On the main page, select [System—>Advanced Settings], enter [Advanced Setting] page,
after setting System Log, (e.g.: System Log Server: 192.168.1.6, System Log Type: All), click [Submit]

(See Figure 22)

(Figure 21)
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Advanced Setting

You could change advanced setting in this page.

ICMP Mot Echa:

Send Anonymous CID:
Send Flash event:

SIP Encrypt:

PPPGoE retry period:
System Log Server:

Systern Log Type:

Step 2: After saving change, enter [Note
the changing will come into effect.

OYes @No
OYes @No
|D|sab|ed

|D|sab|ed

=3 | Seconds

[ioz18816 |

CaII Statistics

Call Statistics+General Debug
SIP Debug

Call Statistics+3IP Debug
General Debug+SIP Debugy
All

(Figure 22)
Information] page, “Note Information” will be seen, then

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means saving

successfully. And the system will be rest

arted, please wait for a while

Step4: On [TFTP Server]-- [Syslog server] page, new messages are received (See Figure 23)
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7.7 Log Setting
Log Setting displays the status log.

(Figure 23)
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Status Log

<2005-01-01 00:00xApplication starting ... &
£2005-01-01 00:00>Init Wan Interface!

<{2005-01-01 00:00>Iface type : DHCP_CLIENT

<{2005-01-01 00:00>Init Lan Interface!

<2005-01-01 00:00>Iface type : FIXED_IP

£2005-01-01 00:00>DHCP_SendDizcover ()

<{2005-01-01 00:00>Fx OFFER from 192.168.1.1

<2005-01-01 00:00>DHCP_SendRequest ()

<2005-01-01 00:00>DHCPC state 1=2

<{2005-01-01 00:00>DHCPC Got Ip=192. 168.1.55

<{2005-01-01 00:00>REG MSG: REGISTER is =ent

<2005-01-01 00:00>FEG M3G: 100 is receiwed

<2005-01-01 00:00>FEG M5G: 401 is receiwed

<{2005-01-01 00:00>REG MSG: REGISTER is =ent

<2005-01-01 00:00>REG M3G: 100 is receiwed

<2005-01-01 00:00>FEG M5G: 200 is receiwed

{2005-01-01 00:003Reg Status: REGISTERED

<{2005-01-01 08:00%Get SNTP zerwer IP=108.58.14.130

<2012-11-14 1T:31>Get Time from SNTP =zerver, Succeed!

€2012-11-14 1T:31>REG MSG: REGISTER is sent

<{2012-11-14 17:31>REG M3G: 100 is= receiwed

<2012-11-14 17:31>REG M3G: 401 is receiwed

<2012-11-14 1T:31>REG MSG: REGISTER is sent

{2012-11-14 17:31>FEG M5G: 100 is receiwed _:J
<2012-11-14 17:31>REG M3G: 200 iz receiwed

7.8 Auto Answer (for FXO)
7.8.1 Function
Auto Answer provides auto answer and switches to FXO or FXS.
7.8.2 Instruction
Figure  Auto Answer Setting

T

Auto Answer

You could enable/disable the auto answer in this page.

Auto Answer: O 0n @ 0f

Auto Anewer Countar: | .(D~8)

PIM Code Enabled: O0n @ 0f

PIM Code
Auto Answer Default OFF. When setting ON, auto answer will come into run.
Auto Answer Default 3rd Ring, when ringing after 3 times, auto answer will run.
Counter Counter zone (3~8) . . Maximum length is 2 bytes.

PIN Code Enabled Default OFF. When setting ON, the right password is needed, and please
presses”#” after the password.

PIN Code The password. Maximum length is 31 bytes.
Submit [Button] Submit the change.
Reset [Button] Clear the change.

Operate Instruction

Example 1: Start the Auto Answer Function

Step 1: On the main page, select [Feature—>Auto Answer], enter [Auto Answer] page, after revising
information (e.g. Auto Answer: on, Auto Answer Counter: 1) (See Figure 1), then click [Submit].
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Auto Answer

You could enable/disable the auto answer in this page.

Auto Answer 0 O of
Auto Answer Counter: 1 (0~8)
FIN Code Enabled Con ®of

P Code:

Reset

(Figure 1)
Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by press [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while.
Step 4: When an incoming call comes through FXO or FXO Port, please wait for a while till heard
the 2nd Dial Tone, then please dial FXS or FXO Port phone number.

Example 2: Start Auto Answer+ PIN Code Function

Step 1: On the main page, select [Feature—>Auto Answer], enter [Auto Answer] page, after revising
information (e.g. Auto Answer: on, Auto Answer Counter: 1, PIN Code Enabled: on, PIN Code:
123456) (See Figure 2), then press [Submit].

Auto Answer

‘fou could enablefdisable the auto answer in this page

Auto Answer: ®@on Qof

Auto Answer Counter; 1 (0~8)

PIM Code Enabled: ®on Qof

PIN Code: 123458
(Figure 2)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by press [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while.

Step 4: When dialing in through FXO or FXO Port, please wait for a while till hearing the dialing
tone, then input the PIN Code (e.g. 123456) end with “#” till hearing the 2nd dialing tone, then
input FXS or FXO Port phone number.
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7.9 Dial Plan Settings
7.9.1 Function

Dial Plan provides Dial Now, Auto Dial Time, Use # as send Key, Use * for IP dialing function.

7.9.2 Instruction
Figure  Dial Plan Setting

Routingto: 7 1p CFx0 & Disable
Routing rule |

Drop prefix: Cves & o

Replace rule | +|
1:

Drop prefix: Cves & o

Replace rule | +|
7

Drop prefix:  Cvag @ no

Replace rule | +|
3

Drop prefix: Cves & o

Replace rule | +|
4:

Dial now:

|
|
|
|
E

[ 3T+ 340K+ 40HET

Realm 1 l—*
prefix L
Realm 2 l_*
prefix 2

Realm 3 l_*
prefix 3
PETH l—*
feature code: o

o DiEl T 3-9sen)
Use#as
send key:
Auto PSTH
hackup:

®vas O g

Cvas g

submit| Reset|

Drop Prefix

Default: No (Encode). When encountering the accordant rule, a new
number will be added in front of the dialing number. When setting YES,
and encountering the accordant rule, a new number will replace the
dialing number.

Replace rulel

Providing the setting number information. 7 digits number is preferred,
from (0~9999999)
Can be numbers or strings. . Maximum length is 8 bytes.

Provides the rules for encode and decode. Maximum length is 31 digits
number, can be numbers or signs (+, x). (+) means “Or”; (x) means any
numbers that is from 0~9. E.g. 123+456+334+5xx, means 123 or 456 or
334 or 5xx(any numbers that begin with 5)

Drop Prefix

Default: No (Encode). When encountering the accordant rule, a new
number will be added in front of the dialing number. When setting YES,
and encountering the accordant rule, a new number will replace the
dialing number.

Provides the rules for encode and decode. Maximum length is 31 digits
number, can be numbers or signs (+, x). (+) means “Or”; (x) means any
numbers that is from 0~9. . Maximum length is 40 bytes.
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Replace rule2

Providing the setting number information. 7 digits number is preferred,
from (0~9999999) . . Maximum length is 8 bytes.

+ Provides the rules for encode and decode. Maximum length is 31 digits
number, can be numbers or signs (+, x). (+) means “Or”; (x) means any
numbers that is from 0~9.

Drop Prefix Default: No (Encode). When encountering the accordant rule, a new

number will be added in front of the dialing number. When setting YES,
and encountering the accordant rule, a new number will replace the
dialing number.

Replace rule3

Providing the setting number information. 7 digits number is preferred,
from (0~9999999). . Maximum length is 8 bytes.

+ Provides the rules for encode and decode. Maximum length is 31 digits
number, can be numbers or signs (+, x). (+) means “Or”; (x) means any
numbers that is from 0~9. . Maximum length is 40 bytes.

Drop Prefix Default: No (Encode). When encountering the accordant rule, a new

number will be added in front of the dialing number. When setting YES,
and encountering the accordant rule, a new number will replace the
dialing number.

Replace ruled

Providing the setting number information. 7 digits number is preferred,
from (0~9999999) . Maximum length is 8 bytes.

+ Provides the rules for encode and decode. Maximum length is 31 digits
number, can be numbers or signs (+, x). (+) means “Or”; (x) means any
numbers that is from 0~9. . Maximum length is 40 bytes.

Dial Now Provides the rules for encode and decode. Maximum length is 31 digits

number, can be numbers or signs (+, x). (+) means “Or”; (x) means any
numbers that is from 0~9. But the first digit cannot be “0”. Because 0
cannot judge the rule. So if Dial Now begins with “0”, the system cannot
work. . Maximum length is 124 bytes.

Realm 1 prefix

Setting the switching number. Default 1*. Press 1*, the phone switches
to first registered account.

Realm 2 prefix

Setting the switching number. Default 2*. Press 2*, the phone switches
to second registered account.

Realm 3 prefix

Setting the switching number. Default 3*. Press 3*, the phone switches
to third registered account.

PSTN feature code

Setting the switching number. Default 0*. Press 0*, the phone switches
to PSTN line.

Auto Dial Time

Default: 5 second. After waiting for a while, but didn’t input any
number, Auto Dial will run automatically. Time zone: (3~9 sec). .
Maximum length is 3 bytes.

Use # for send key

Default: YES. It ends with # when execute this action. When setting NO,
it didn’t end with # when execute this action, but according with Auto
Dial Time, after waiting for a while, and didn’t input any information,
then execute this action.

Use * for IP dialing

Default YES. When input “*”, it will used as “”. E.g. When input
192*168*1*1004#, it execute”192.168.1.100#". When setting NO, while
dialing, input (*) doesn’t mean (.).

Auto PSTN backup:

Default No. When choose”Yes”, it actives Auto PSTN backup.
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Submit [Button] Submit the change.

Reset [Button] Clear the change.

Operate Instruction

Example 1: Dial Plan Function

Step 1: On the main page, select [System—>Dial Plan], enter [Dial Plan] page, after revising
information (e.g. Drop prefixNo, Replace rule 1002, 8613+8662; Drop prefixYes, Replace rule 2006,
002+003+004+005+007+009; Drop prefixNo, Replace rule 3009, 12; Drop prefixNo, Replace rule

4007, 5xxx+35xx+21xx; Dial Now*xx+#xx+11x +xxxxxxxx) (See Figure 1), then press [Submit].

Routingto: P CFx0 © Disable
Routing rule |

Drop prefic:  vas & po

Replace rule ID02
1:

Drop prefic: ®ves O pg

Feplace rule |DDE
2

Drop prefi:  Cves O g

+ |B613+8662

+ |DDE+DDS+DD4+DDS+DD?+DDQ

Replace rule
X

Drop prefi:  Cvas O g

Joog + 12

Replace rule

p Joo7 + [aoect 300 21

Dial now:  [hocedhort11x +i000000
|
|
|

Exp: 1[1 371+ 3450+ 4 53HET

o
i
AR
Easa-trLrl\:e code; ID*—

Auto Dial
Tirme: |5 (3~8 sec)
Use#as

o o
send key; Yes LMo
Auto PSTHN .
backup: Cves ® Mo

Submit| Reset|
(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.
Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by press [Save]. [Note Information] page will be seen which means saving
successfully. And the system will be restarted, please wait for a while.
Instruction 1: Drop prefixNo, Replace rule 1002, 8613+8662.
Application 1: When dialing 8613, all numbers that begin with 8613, will be added with 002, so
actually the dialing number is [002+8613+xxx].
Application 2: When dialing 8662, all numbers that begin with 8662, will be added with 002, so
actually the dialing number is [002+8662+xxx].

Instruction 2: Drop prefixYes, Replace rule 2006, 002+003+004+005+007+009.
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Application 1: When input 002 and all numbers that begin with 002 will be replaced by 006; so
actually the dialing number is [006+xxx]
Application 2: When input 003 and all numbers that begin with 003 will be replaced by 006; so
actually the dialing number is [006+xxx].

Instruction 3: Drop prefixNo, Replace rule 3009, 12.
Application 1: When input 12, and all numbers that begin with 12, will be added with 009; so
actually the dialing number is [009+12+xxx].

Instruction 4: Drop prefixNo, Replace rule 4007, 5xxx+35xx+21xx.

Application 1: When input 5xxx, all 4 digits numbers that begin with 5, will be added with 007; so
actually the dialing number is [007+5xxx].

Application 2: When input 534, all 3 digits numbers that begin with 5, doesn’t match the encode
rule, so actually the dial out number is [534]

Application 3: When input 35xxx, all 5 digits numbers that begin with 35, will be added with 007;
so actually the dialing number is [007+5xxx].

Application 4: When dial 358822, it begins with 35, but there are 4 digits after 35, so it doesn’t
match the encode rule, so actually the dial out number is [358822]

Instruction 5: Dial Now*xx+#xx+1LX+XXXXXXXX.

Application 1: Any information that meet the condition”*xx” will be sent out immediately, like *00,
*01, *02... *99. If input “*0#”, send out number is”*0#”

Application 2: Any information that meet the condition” #xx” will be sent out immediately, like #00,
#01, #02...#99.

Application 3: Any information that meet the condition”11x” will be sent out immediately, like 110,
111, 112 ... 119. If dial number is”118”, the send out number is 118.

Application 4: If input 8 digit numbers, the system will send out the number immediately. E.g.:
12345678

Chapter 8. Save Change
Save Change
8.1 Save Change
8.1.1 Function
After Save Changes, the system will be rebooted.
8.1.2 Instruction
Figure Save Change

Save Changes

You have to save changes to effect them

Save Changes:

‘ Save [Button] ‘ Submit the change.

8.1.3 Operate Instruction
Step1: Select [Save Change], enter [Save Changes] page, execute the command, click [Save] (See
Figure 1)
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Save Changes

You have to save changes to effect them

Save Changes:

(Figure 1)
Step2: [Note Information] page will be seen which means saving successfully. And the system will
be restarted, please wait for a while

Note Information

This page inform user important information

Configure OK.

System will reboot automaitcally to effect those changes and please
wigit for 8 moment while rebooting. ..

(Figure 2)
Step3: After rebooting, please press [(F5)] to continue other settings.

Chapter 9. Update
Provides New Firmware, Auto Update, Default Setting items.
9.1 New Firmware
9.1.1 Function
Update Firmware. Use Local PC or TFTP to update. Format: Risc (.gz) & DSP (.ds)

9.1.2 Instruction
Figure Update System
Update System

‘fou could update your system in this page.

Update Type: ALL ROM -
File Location: Browse=- |

Method Default: Local PC

Local PC Update by Local PC

Code Type Default: ALL ROM(.rom).

File Location Please input File Location. Can be numerals or strings. Maximum length: 30
bytes.

Submit [Button] Submit the change.

Reset [Button] Clear the change.

9.1.3 Operate Instruction
Examplel: Update by Local PC

Step 1: On the main page, select [Update—> Firmware], enter [Update System] page, after

revising the information (e.g. Code Type: ALL ROM), setting File Location information,
please click [Browse] (See Figure 1)
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Update System

‘fou could update your system in this page.

Update Type: ALL ROM -
File Location: Browse=- |

TUpdate | Re=zet |
(Figure 1)
Step2: Enter the following page, select update [rom] file, (e.g. voip.rom), click [Open].
|-_.o-:n'='ln ;I L | ; - [T
r&ww-ﬁ-'h
L oiorom]
Marme: [rul:p o ﬂ E I
Typa: Illlﬂcl: lﬁ Cancel I
(Figure 2)

Step3: Back to page [Update System], made sure the update file is on [File Location], please click
[Update] (See Figure 3)

Update System

fou could update your system in this page.

Update Type: [4LL RoM =l

File Location: ID:\vuip. rom| Browse-- |

Tpdate | Reszet |

(Figure 3)
Step4: Note page will be seen, please click [OK] (See Figure 4)

Microsoft Internet Explorer

-ﬁ NOTE:DO MOT UN-FLUG the pomer adapher while updating. if will take about 3 mmutes to update firmware.
Hease wail...

oK i
(Figure 4)
Step5: [Note Information] page will be seen. After updating, please reboot the system.

Step6: After rebooting, and back to the main page, please press [(F5)] to view the result in page
[System Information] (See Figure 5)
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System Information

This page illustrate the system related information.

Model Name: PHONE-O

Firmware Yersian Mon Moy 30 12:04:33 2009 (305260)

Codec Version: Tue May 19 10:11:05 2009, (905180)
(Figure 5)

9.1.4 Build List File
Step1: Build a list file, Format: Firmware File Prefix +_ List. dat, e.g.: Phone _ List. dat.
Step2: Please input the update version in “file0=", e.g.: file0O=VP3100_612050.gz; if DSP version
is involved, please input the update version in”dspfile0=", e.g.: fileO=dsp.ds( See
Figure 1).
>  Sfirmware List : Display firmware List, provide 10 entries.
>  Sdsp List : Display dsp List, provide 10 entries.

Fie(F) EMNE) Formal(O) View(W) Help{H)
lirmware list o

fle0="vP3100_612050.9z2
fllel=volpl.gz
flleZmyvoipZ.gs
Melisvalpl.gz
Flledm v ol pid, gz
fleS=voipS.gz
flleSw volipé.gz
file7 = volp?.gz
fleG=volp8. gz
fleS=voipd.gz

$dsp List

daFlledm dip.ds
deFllelmdzp. ds
dsFllel=dsp.ds
dsFlleZ=dsp.ds
dsFlledmdsp.ds
daFllaSmdep.ds
diFlleémdsp. ds
dsFille¥mdsp.ds
dsFlleE=dsp.ds
dsFlleP=dsp.ds

(Figure 1)
Step3: Put Phone_List.dat and all update file (e.g.: VP3100_612050.gz & dsp.ds), in [TFTP Server]
indicates path (See Fugire 2).

THpe
A I
Ll |
20 VK]
L LR
- o

.
.
=
)
<!
=
=
-

(Figure 2)
Step4: Start TFTP Server (See Fugire 3).
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“ Tiipd32 by Ph. Jounin
Cunent Direstoyy [0-ATsst TookATFTPD32v2B4 =]  Browse

Server interface  |FERERT=RNE

Tp Server | Tip Client | DHCP server | Sysloq server | SNTF server |

Show Dir

Clear | Copy Curtent Astion [Listering on port 69

About Sefiings | Help |

9.2 Auto Update
9.2.1 Function
Auto Update Settings provide .gz(RISC) or .ds(DSP) format, .rom is not available.

9.2.2 Instruction

(Figure 3)

Figure Auto Update Setting
Auto Update Settings
You could set auto update settings in this page.
Update via: Eof CTFTP O FTP CHTTP
TFTR Server: I
TFTF File Path: | Exp. download
HTTP Server: | Exp. B0.35.187.30
HTTP File Path: | Exp. download
FTP Senver: | Exp. B0.35.17.1
FTP Username: |
FTP Password: |
FTP File Path: | Eup. file/load
Check new firmware: ' Power ON and Scheduling & Scheduling only
Scheduling (Date): |14 {(1~30 days)
Scheduling (Time): IAM 00:00- 05:59 'l
Automatic Update: @ Natify only € Automatic
Firmware File Prefix: |F‘HONEO
Mext update time:
Submit | Reset |
Update via Default: Off. Off » TFTP » FTP or HTTP modes are available.
TFTP Server Setting TFTP Server, input TFTP Server Address, can be IP Address or Domain

Name, format: xxx.xxx.Xxx.xxx; maximum length

: 63 bytes.

TFTP File Path

Setting TFTP Path, input the path of the file,
maximum length: 63 bytes. E.g.: /123/.

can be numerals or strings,

HTTP Server

Setting TFTP Server, input TFTP Server Address,
Name, format: xxx.xxx.xxx.xxx; maximum length

can be IP Address or Domain

: 63 bytes.

HTTP File Path

Setting HTTP Path, input the path of the file,
maximum length: 63 bytes. E.g.: /123/.

can be numerals or strings,

FTP Server

Setting FTP Server, input FTP Server Address, can be IP Address or Domain
Name, format: xxx.xxx.xxx.xxx; maximum length: 63 bytes.

105/114




FTP Username

Setting FTP Username information. Input FTP username, can be numerals or
strings, maximum length: 63 bytes.

FTP Password

Setting FTP Password information. Input FTP Password, can be numerals or
strings, maximum length: 63 bytes.

FTP File Path

Setting File Path, input the path of the file, can be numerals or strings,
maximum length: 63 bytes. E.g.: /123/.

Check new Firmware

Default: Scheduling only ; provide Power ON and Scheduling mode.

- Power On: Power on + Scheduling * means as long as start the system, it will
check if there is update version or not, according to the schedule. If yes, it
wouldn’t update now, but update by your permit.

Scheduling (Date)

According to the date to check if there is update version or not. Default: 14
days. Minimum: 1 day. Maximum: 30 days. Only numerals are accepted,
length: 2 bytes.

Scheduling (Time)

Default: AM 00:00 — 05:59; AM 00:00 —05:59°AM 06:00 — 11:59>AM 12:00 —-
17:59 » AM 18:00 —23:59 is available.

Automatic Update

Default: Notify only. Notify only > Automatic are available.

- Notify only: the message will be found on LCD, and when up the phone, “Do
Do Do” will be heard.

- Automatic: Update automatically.

Firmware File Prefix

Default: Product model. Can be numerals or strings, maximum: 8 bytes.

Next update time

Next update time begins with the next day, not today.
Formula: the next day + days + time zone + MAC Address + Random = Next
update time.

Submit [Button]

Submit the change.

Reset [Button]

Clear the change.

Remark:

Check new Firmware: Power on

Notice: as long as start the system, it will check if there is update version or not, according to the
schedule. If yes, new message will be found on LCD, and Bee tone will be heard when pick
up the phone. It wouldn’t update now, but update by your permit.

>  (Phone)

[Found new s/w] will be found on LCD: please select [Menu]-- [7. Administrator—> 2. Upgrade
System—>1. Upgrade Now—> 1. Yes], then update.

>  (FXS/FXO)

When pick up the phone, DoDoDo will be heard. Please input”#190#” then hang up the phone,

pick up the phone again, and input “4190#”

to execute update.

NOTICE: It takes 2~3 min to update, during the time period, dialing function cannot work,
please don’t move the power supply.

9.2.3 Operate Instruction

Examplel: Auto Update. (Please build Auto Update file.)

Step 1: On the main page, select [Update—> Auto Update], enter [Auto Update Settings] page,
after setting HTTP Server information and revising the information (e.g.: Update via:
HTTP, HTTP Server: 61.62.236.70, HTTP File Path: /update/, Check new firmware:
Scheduling, Scheduling (Date): 14, Scheduling (Time): AM 00:00-05:59, Automatic
Update: Automatic, Firmware File Prefix: TA1S), click [Submit], and saving change
(See Figure 1).
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Auto Update Settings

You could set auto update settings in this page.

Update via: Cof CTFTP © FTP & HTTP

TFTF Server: |

TFTF File Path | Exp. download
HTTP Server. |E1 B2.236.70 Exp. B0.35.187 .30
HTTP File Path: |fupdate:’ Exp. download
FTP Server:

Exp. B0.35.17 1

FTP Usemame

|
|
FTP Passward: |
FTP File Path |

Exp. filefload

Check new firmweare ' Power ON and Scheduling @ Scheduling only

Scheduling (Date):
Scheduling (Tirme):
Autornatic Update:

Firmware File Prefix:

Mext update time:

|14 (1~30 days)
Al 00:00- 05:59 =

© Motify only & Automatic

TA1S

Reset
(Figure 1)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means
saving successfully. And the system will be restarted, please wait for a while

Step4: After rebooting, and back to the main page, please press [F5] to refresh, select
[Update=>Auto Update], enter [Auto Update Settings], to get next update time. E.g.:

[Next Update time: 2007-03-07 04:45]. (See Fugire 2)
Auto Update Settings

You could set auto update settings in this page.

Update via

TFTP Server
TFTP File Path:

HTTP Server:
HTTF File Path

FTP Server:
FTP Usemarne:
FTF Password
FTF File Path

Check new firmwrare:
Scheduling (Date):
Scheduling (Time):
Automatic Update:

Firrmware File Prefix:

Mext update tirme:

Cof CTFTP O FTR & HTTR

| Exp. download
[162.236.70 Exp. 60.35.187.30
Ifupdatef Exp. download

Exp. B0.35.17.1

Exp. filedload

" Pawer ON and Scheduling
14 (1~30 days)
Ahd 00:00- 05:59 'l

€ Matify anly & Aotomatic

TA1S

2007-03-07 04:45

Reset |

& Scheduling anly
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(Figure 2)
Step5: When [Next Update Time] comes, it will connect to HTTP Server to check if there is
update or not, if yes, update will be made automatically.

Example2: Update with permit (Please build Auto Update file first)
Step 1: On the main page, select [Update—> Auto Update], enter [Auto Update Settings] page,
after setting FTP Server information and revising the information (e.g.: Update via:
FTP, FTP Server: 61.62.236.70 FTP Username: cmi FTP Password: cmi FTP File Path:
/update/, Check new firmware: Power, Scheduling (Date): 30 Scheduling (Time): AM
00:00-05:59 Automatic Update: Notify only, Firmware File Prefix:TA1S] (% Picture3),

click [Submit], and saving change (See Figure 3).
Auto Update Settings

You could 562 aule update seflings in this page

Update wa Cof CTFP & FIP  © HITP

TFIP Server
TETP File Path e dowwiond

HTTP Server Exp. B0 35.187.50
HTTF File Patk: Exp. download

FTF Server 61622370 Exp. BO35.071
FTP Usamname emi
FTP Password: Ll

FTF File Path: fupdate’ Exp. Hefload
Chack e imware:  © Fowgr ON and Schedulng & Scheduling only
Scheduling (Dati) B =30 daye)

Scheduling (Time) AN 00.00- 0553 7]

Lpdate  fetify only ¢ Automatic

T415

(Figure 3)

Step 2: After saving change, enter [Note Information] page, “Note Information” will be seen, then
the changing will come into effect.

Step 3: On the main page, select [Save Change] item, enter [Save Changes] page, and execute the
saving command by click [Save]. [Note Information] page will be seen which means
saving successfully. And the system will be restarted, please wait for a while

Step4: After rebooting, and back to the main page, please press [F5] to refresh, select
[Update—>Auto Update], enter [Auto Update Settings], to get next update time. E.g.:

[Next Update time: 2007-03-07 04:45]. (See Fugire 4)
Auto Update Settings

You could set auto update settings in this page

Update via Cof CTFTP @ FTP T HTTP

TFTP Senver, |

TFTP File Path | Exp. download
HTTP Server: I Exp. B0.35.187.30
HTTP File Path: | Exp. download
FTP Server: IE’\ B2.236.70 Exp. 60.35.17.1
FTR Username: |cm\

FTP Passward |u-

FTR File Path: |fupda!e/ Eup. filedoad

Check new firmware: © Pawer ON and Scheduling & Scheduling anly
Scheduling (Date): 30 (1~30 days)

Scheduling (Time) AM D000 0559 ~

Autornatic Update: @ [otify only  © Autornatic
Firrmware File Prefix TA1S
Mext update time: 2007-03-07 04:45

Reset

108/114



(Figure 4)
Step6: When [Next Update Time] comes, it will connect to FTP Server to check if there is update
or not, if yes, a message will be sent.

>  (Phone)
[Found new s/w] will be found on LCD: please select [Menu]-- [7. Administrator—> 2. Upgrade
System—>1. Upgrade Now=> 1. Yes], then update.

>  (FXS/FXO)
When pick up the phone, DoDoDo will be heard. Please input”#190#” then hang up the phone,
pick up the phone again, and input “#190#” to execute update.

NOTICE: It takes 2~3 min to update, during the time period, dialing function cannot work,
please don’t move the power supply.

9.2.4 Auto Update File

Stepl: Build an auto update file, format: Firmware File Prefix + _ver.dat (e.g.: TA1S_ver.dat) (See
Figure 1). For Firmware File Prefix name, please refer [Auto Update Setting]--

Firmware File Prefix (e.g.: TA1S_ver.dat) (See Fugire 2). )

>

(Figure 1)
Auto Update Settings

You could set auto update settings in this page.

Update via: Cof CTFTP @& FTP CHTTP

TFTF Server |

TFTP File Path: | Exp. download
HTTF Server. | Exp. B0.35.187.30
HTTF File Path | Exp. download
FTP Server: [6162236.70 Exp. 60.35.17.1
FTP Usernarme: | cmi

FTP Pagssward |---

FTP File Path: [rupdater Exp. filefload

Check new firmware

Scheduling (Date)

© Pawer ON and Scheduling

|3U (1~30 days)

@ Scheduling only

Scheduling (Time) Ahd 00:00- 05:59 =
Autarmatic Update @ iotify only € Automatic
Firrmwrare File Prefix: TATS

Mext update time:
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(Figure 2)

Step2: TA1S_ver.dat file must have [Version & NAME]. Format: [Version:0609100 NAME:TA1S ],
instruction : Version: show the update version, NAME: show the name, (NAME must
be capitalized.) (See Figure 3). The new version name is: NAME+Version e.g.:
TA1S_0609100.gz > please make sure the name is correct. Format: Version: 0609100

NAMETA1S_.
B TAI1S-Ver.dat - NOTEBOOK

Fila(F) Edit(E) Formal(0) View(v) Help(H)

Version: 0609100 NAME: TA1S_|

(Figure 3)

Step 3: The system will check with the server, if the file existing or not. (E.g.: Firmware File
Prefix+_ver.dat). If existing, it will check the [Version] column, if the version is
newer than the current version, update will execute.

Step 4: Put TA1S_ver.dat and new update version information (e.g.: TA1S_0609100.gz) to [TFTP
or FTP or HTTP Server] indicate address.

9.2.5 NOTICE
>  (Phone)
[Found new s/w] will be found on LCD’ please select [Menu]-- [7. Administrator=> 2. Upgrade

System—>1. Upgrade Now=> 1. Yes], then update.

»  (FXS/FXO)
When pick up the phone, DoDoDo will be heard. Please input”#190#” then hang up the phone,
pick up the phone again, and input “4190#” to execute update.

NOTICE: It takes 2~3 min to update, during the time period, dialing function cannot work,
please don’t move the power supply.

9.3 Default Setting

9.3.1 Function
Restore Default Settings restore all changing information (excluding Phone). After restore default

settings, the system will be rebooted.

9.3.2 Instruction
Figure Restore Default Setting

Restore Default Settings

You could click the restore button to restore the factory settings.

Restore default settings:

Restore [Button] ‘ Restore the factory settings.
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9.3.3 Operate Instruction

Step 1: On the main page, select [Update—> Default Settings], enter [Restore Default Settings]

page, and then click [Restore], the system will be rebooted (See Figure 1)

Restore Default Settings

You could click the restore button to restore the factory settings.
Restore default settings:
(Figure 1)

Enter [Note Information] page, please wait for a moment while rebooting (See
Figure 2)

Step2:

Note Information

This page inform user important information.

Configure 0K

Please wait for a moment while rebooting ..

(Figure 2)

Step3: After rebooting, and back to the main page, press [(F5)] to refresh.

Chapter 10. Reboot
Reboot System

10.1 Reboot
10.1.1 Function

Reboot System; press the reboot button to restart the system.
10.1.2 Instruction

Figure Reboot System
Reboot System

You could press the reboot button to restart the system.

Reboot system

‘ Reboot [Button] ‘ Execute.

10.1.3 Operate Instruction

Step 1: On the main page, select [Reboot], enter [Reboot System] page, and then click
[Reboot] (See Figure 1)

Reboot System

ou could press the reboot button to restart the system.

Reboot system

(Figure 1)

Enter [Note Information] page, please wait for a moment while rebooting, please
don’t move power supply.

Step2:
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Note Information

This page inform user important information.

Configure Ok,
Flease wait for a moment while rebooting

(Figure 2)
Step3: After rebooting, and back to the main page, press [(F5)] to refresh.
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Operate Instruction

Operate Instruction of the Phone
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VolP Phone with FXO User Manual

Chapter 11. Phone Transfer Rule
11.1 IP mode Transfer Rule

11.1.1 Blind Transfer
B calls A, while A and B are talking, if A would like to transfer the call to C, A should press [Hold]
to hold B’s call, and then press [Transfer/Flash], input C’s number, and end with “#”, then the call
transferred to C.

11.1.2 Attendant Transfer
B calls A, while A and B are talking, if A would like to transfer the call to C, A should press
[Transfer/Flash], and input C’s number, end with “#”, then C’s phone rings. If A hung up the
phone, then B can talk with C.

Chapter 12. Gateway/TA Transfer Rule
12.1 IP mode Transfer Rule
12.1.1 Blind Transfer

Procedure

Step 1:

B calls A, while A and B are talking, if A would like to transfer the call to C, A should press [Hold]
to hold B’s call, then press #510# and C’s number, end with “#” to transfer the call to C.

12.1.2 Attendant Transfer
B calls A, while A and B are talking, if A would like to transfer the call to C, A should press
[Hold] to hold B’s call, then press #511# and input C’s number, end with “#”, then C’s
phone rings. If A hung up the phone, then B can talk with C.

12.1.3 (3-way calling)
B calls A, while A and B are talking, if A would like to add C to talk, A should hold B’s call,
then press #512# and C’s number, end with “#”, then C’s phone rings. If A can talk with C,
and A press “flash”, A, B and C can talk together.

12.1.4 Call Waiting
While A & B are talking, C calls A, A can hear the inset tone; A could press [Hold] to hold
B, and talking with C.
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